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#### Interpretation: affirmative debaters must delineate what intellectual property they reduce in the 1AC.

#### Four types of IP that are vastly different.

Ackerman 17 [Peter; Founder & CEO, Innovation Asset Group, Inc; “The 4 Main Types of Intellectual Property and Related Costs,” Decipher; 1/6/17; <https://www.innovation-asset.com/blog/the-4-main-types-of-intellectual-property-and-related-costs>] Justin

Intellectual property protection isn’t as simple as declaring ownership of a particular product or asset. In most countries, there are four primary types of intellectual property (IP) that can be legally protected: patents, trademarks, copyrights, and trade secrets. Each has their own attributes, requirements and costs.

Before narrowing your focus on which form of protection to use, know that these forms of protection are not mutually exclusive. Depending on what you’re doing, you might be able to use a “belt & suspenders” approach and apply multiple forms of protection, or one approach might be the most sensible. Read the descriptions below to get some of the basics.

Used to protect inventive ideas or processes – things that are new, useful and nonobvious - patents are what most often come to mind when thinking of IP protection. **Patents** are also used to protect newly engineered plant species or strains, as well.

Procedure For most companies, patents result from the following stages: Conceptualization Typically, innovation teams work to address a common problem facing their organization, industry, or the world at large when developing their idea. When they’ve arrived at a solution or concept, they’ll draw up plans and gather the resources necessary to make it a reality. Prototypes or drawings can be created to provide a more accurate description of the end product or process. Invention Disclosure An internal review process often occurs with every invention. The innovation team consists of internal counsel and an invention review panel of varying disciplines. The reviewers assess, rate, rank, score, and highlight potential flaws in the supporting documents and descriptions for the invention, which are then addressed by the inventor. These reviews can and often do take place multiple times for a single invention. Patent Application If the invention is deemed meritorious enough for the pursuit of patent protection, some organizations prepare their own provisional or nonprovisional patent applications. Others will farm this stage out. There may be more tweaks as an application is prepared, and then submission to the appropriate patent office and the prosecution stage begins (the back & forth with the government patent office). Typically it is outside counsel that manages this process and related docketing activities. Docketing is the overarching name for activities that include management of paperwork and meeting filing deadlines specified by the government patent office. Because the application process is often very complicated, patent offices highly recommend working with experienced patent attorneys to handle this process. Maintenance Once a patent is approved, it has a finite lifetime. Patent holders are responsible for maintaining and tracking the usage of their patents and paying the appropriate periodic government renewal fees. If a given technology or other patented asset is collecting dust, you might not want to renew it. Instead, you can try and sell, license or donate it. Conversely, if a patented asset is performing well through product sales or licensing activities and its life is getting shorter, you might think about innovating ahead and maintaining competitive momentum. Costs Costs will vary depending on the country or countries where you file an application, and can run into tens of thousands of dollars depending on the invention’s complexity, plus attorney fees. Maintenance fees over the lifetime of the patent can run into thousands more per patent, per country where patent rights have been granted. You have to keep your eyes on these costs.

Trademark

A trademark is unlike a patent in that it protects words, phrases, symbols, sounds, smells and color schemes. Trademarks are often considered assets that describe or otherwise identify the source of underlying products or services that a company provides, such as the MGM lion roar, the Home Depot orange color scheme, the Intel Inside logo, and so on.

Procedure Trademarks do not necessarily require government approval to be in effect; they can apply through abundant use in interstate commerce. Still, registration of a trademark affords far superior protection and is gained by filing an application with the proper government office. A trademark application requires the company or user to provide a clear description and representation of the mark and its uses in conjunction with associated products or services. As with patents, it’s a good idea to partner with outside counsel that specializes in trademark applications and/or search services so they can help ensure there is a clear path for your desired mark. Costs Trademarks are generally quite less expensive to obtain. According to the US Patent and Trademark Office, trademark registration currently costs between $225 and $325 for each class code you use per mark. Attorney and search fees are extra. There are also periodic (and relatively inexpensive) government maintenance fees for trademarks.

Copyrights do not protect ideas, but rather the manner in which ideas are expressed (“original works of authorship”) - written works, art, music, architectural drawings, or even programming code for software (most evident nowadays in video game entertainment). With certain exceptions, copyrights allow the owner of the protected materials to control reproduction, performance, new versioning or adaptations, public performance and distribution of the works. Procedure Copyrights in general attach when the original works become fixed in a tangible medium, but should be registered with the government copyright office for optimal protection in the form of damages, injunctions and confiscation. Copyright registration applications are much simpler than patents or trademarks, and typically can be obtained by the author alone. The US Copyright Office encourages use of their online application system, and requires a sample of the work to be protected and some background information about the author. Costs Depending on the type of work being protected, currently fees vary between $25-$100 in the US. The most frequent copyright registration sought is for one work by one author, and costs about $35.

Trade Secret

Trade secrets are proprietary procedures, systems, devices, formulas, strategies or other information that is confidential and exclusive to the company using them. They act as competitive advantages for the business. Procedure There actually isn’t a federally-regulated registration process for trade secrets. Instead, the onus is on the company in possession of the secret to take necessary precautions to maintain it as such. This is an ongoing, proactive process and can include clearly marking relevant documents as “Confidential,” implementing physical and data security measures, keeping logs of visitors and restricting access. The issuance of nondisclosure agreements or other documented assurances of secrecy can also be employed. One of the first defenses typically put up when you assert that someone misappropriated your trade secret is that you failed to adequately treat it as a trade secret. Costs Though there are no official registration costs, there are costs associated with taking appropriate precautions and security measures. You must weigh the competitive significance of your secrets against the cost of protecting them.

#### Violation:

#### Negate:

#### 1] Shiftiness- they can redefine what intellectual properties the 1ac defends in the 1ar which decks strategy and allows them to wriggle out of negative positions which strips the neg of specific IP DAs, IP PICs, and case answers. They will always win on specificity weighing.

#### CX can’t resolve this and is bad because A] Not flowed B] Skews 6 min of prep C] They can lie and no way to check D] Debaters can be shady.

#### 2] Real World- policy makers will always specify what the object of change is. That outweighs since debate has no value without portable application. It also means zero solvency since the WTO, absent spec, can circumvent aff’s policy since they can say they didn’t know what was affected.

#### This spec shell isn’t regressive- it literally determines what the affirmative implements and who it affects

#### Fairness – debate is a competitive activity that requires fairness for objective evaluation.

#### Education-it’s the terminal impact of debate

#### Drop the debater – a] deter future abuse and b] set better norms for debate.

#### Competing interps – [a] reasonability is arbitrary and encourages judge intervention since there’s no clear norm, [b] it creates a race to the top where we create the best possible norms for debate.

#### No RVIs – a] illogical, you don’t win for proving that you meet the burden of being fair, logic outweighs since it’s a prerequisite for evaluating any other argument, b] RVIs incentivize baiting theory and prepping it out which leads to maximally abusive practices

#### NC Theory First-Abusive NC was justified by abusive AC

## 2

#### Bipartisan antitrust bills passing now but continued PC needed to pacify republicans.

Perlman 9/3 [Matthew; 9/3/21; “*Interest Groups Back Big Tech Antitrust Bills In House,*” LAW360, <https://www.law360.com/competition/articles/1418789/interest-groups-back-big-tech-antitrust-bills-in-house>] Justin

Law360 (September 3, 2021, 7:25 PM EDT) -- A contingent of public interest groups are urging leaders of the U.S. House of Representatives to advance a package of legislation aimed at reining in Big Tech companies through updates and changes to antitrust law, though free market advocates have been jeering many of the bills. A total of 58 public interest and consumer advocacy groups signed on to a letter Thursday asking House leaders to swiftly pass the package of six antitrust bills that the Judiciary Committee approved in late June after a marathon markup session. The proposals include legislation prohibiting large platform companies from acquiring competitive threats, preferencing their own services and using their control of multiple business lines to disadvantage competitors in other ways. The proposals would also impose interoperability and data portability requirements on large tech platforms, increase merger filing fees and boost enforcement by state attorneys general. Charlotte Slaiman, competition policy director for Public Knowledge, which signed on to the letter, said in a statement Thursday that the package charts a path toward putting "people back in control of the digital economy." "The broad range of groups supporting this package shows just how widespread the problem of Big Tech dominance is, and that these bills deserve a full vote in the House imminently," Slaiman said. The letter contends that America has a monopoly problem that is resulting in lower wages, reduced innovation and increased inequality, while also undermining the free press and perpetuating "racial, gender and class dominance." "Big Tech monopolies are at the center of many of these problems," the letter said. "Reining in these companies is an essential first step to reverse the damage of concentrated corporate power throughout our economy." The proposals followed a 16-month investigation by the House antitrust subcommittee into Amazon, Apple, Facebook and Google that resulted in a sprawling report from Democratic members calling for a range of reform measures to rein in the dominance of the companies. While consumer advocacy groups have largely supported the measures, the tech companies themselves and other interest groups have been highly critical, including a coalition of more than 25 right-leaning groups that sent a letter to Congress ahead of the markup hearing. The letter called the bills a "Trojan horse package" aimed at cynically using conservative anger over Big Tech, particularly at perceived censorship by social media platforms, to seek bipartisan support for "European-style over-regulation." For its part, Facebook has called the proposals a "poison pill for America's tech industry at a time our economy can least afford it" and said the bills underestimate the fierce competition the U.S. companies face from abroad. Apple and Google also raised concerns about the impact the bills would have on innovation, as well as on privacy and security. And Amazon has warned about the potential consequences of the proposals for both small businesses that sell on its platform and the consumers who use it to shop. Ending Platform Monopolies Act Thursday's letter said that the Ending Platform Monopolies Act would address "the most problematic aspects of the Big Tech companies" by allowing enforcers to break-up or separate pieces of the businesses when they create conflicts of interest that give the platforms an advantage over potential competitors and business users. A fact sheet from Public Knowledge accompanying the letter said that the bill is an important tool to help the antitrust agencies "protect consumers from mammoth platforms and to ensure compliance with other parts of the package." But during the markup hearing, ranking Republican committee member Rep. Jim Jordan of Ohio blasted the bill as a regulatory overreach, calling it "quite literally central planning" and arguing that it has significant ambiguities, which is bad for business. The Competitive Enterprise Institute argued in a June statement that the bill "kills the goose that lays the golden egg," and would actually result in small businesses being unable to access the large platforms, which in turn would focus on their own offerings instead. The Chamber of Progress has warned that the proposal could bar Amazon from offering its Prime services and its Amazon Basics private label products, since they would compete against other sellers on the platform. Other groups have also warned it could also force tech companies to divest popular apps, including Google's Maps and YouTube, Facebook's WhatsApp and Instagram and Apple's iMessage and FaceTime. American Innovation and Choice Online Act The American Innovation and Choice Online Act is aimed at barring the platform companies from preferencing their own products and services over those of rival businesses and from excluding or discriminating against rivals. Thursday's letter said this proposal would "promote innovation and competition" by preventing the platforms from protecting their monopolies. The right-leaning think tank American Enterprise Institute and others have argued that the bill could prevent Apple from pre-installing certain apps on its mobile phones, since that would advantage it over competing app developers. It could also prevent Google from integrating maps or customer reviews into search results, among other things. "At a minimum, the act would significantly disrupt these platforms' business models in ways that undermine consumer value," Daniel Lyons, a senior fellow for the group wrote in a blog post in June. Platform Competition and Opportunity Act The Platform Competition and Opportunity Act is aimed at preventing platform companies from acquiring potential or nascent competitors and its supporters argued in Thursday's letter that it would prevent the tech giants from enhancing or maintaining their market power. The bill would presumably have blocked Facebook's purchases of WhatsApp, Instagram and other services it has acquired, as well as a slew of deals by Google over the past two decades. Detractors have contended that this bill would limit investments in startups because it restricts their ability to be acquired by the larger technology firms, which they say is a key way for founders to benefit from their success. An American Enterprise Institute blog post from June argues that "opportunities for acquisition have been important drivers of innovation in tech" and also said the bill would prevent the tech companies from entering new areas of business to compete with each other. ACCESS Act The Augmenting Compatibility and Competition by Enabling Service Switching, or ACCESS Act, imposes requirements for the tech companies to make user data portable and able to be used by competing services. The bill's supporters argued in Thursday's letter that this prevents the tech giants from locking users into their services, since users can take their data with them and use it on other networks. Privacy and security implications have been flagged as potential problems for the proposal, with the Competitive Enterprise Institute saying in a statement in June that it's an "anti-privacy bill" that forces companies to turn over private user information to others. The group also said the bill would try to micromanage "complex, dynamic, and highly competitive markets" that are beyond understanding for most politicians and regulators. The American Enterprise Institute has also contended that the requirements would actually make rivals even more dependent on the incumbent platforms. Filing fees and state enforcement Of the antitrust bills approved by the House Judiciary Committee, the ones with the most bipartisan support appear to be the Merger Filing Fee Modernization Act and the State Antitrust Enforcement Venue Act, though it took a day of debate before the committee passed them. A Senate version of the filing fee bill passed that chamber in June as part of the U.S. Innovation and Competition Act. It would raise the fees merging parties pay when reporting large transactions, while lowering fees for smaller deals, in order to raise more resources for the antitrust agencies. Information Technology & Innovation Foundation argued in an August blog post that the legislation does not give Congress enough oversight over how the agencies will use the funds that it raises and called for the bill to include provisions requiring the money be used to hire more staff dedicated to antitrust enforcement. The Competitive Enterprise Institute also raised concerns about congressional oversight and contended that the bill would increase the cost of doing business at a time when the economy is sputtering. "U.S. consumers need innovative services and affordable products, not higher prices passed onto them by businesses avoiding new, unnecessary regulatory compliance costs," the group said in a June blog post. The state enforcement bill would prevent antitrust cases brought by state attorneys general from being transferred to a different venue by the Judicial Panel on Multidistrict Litigation, similar to protections afforded to federal enforcers. The bill is intended to prevent companies targeted by state-led enforcement actions from trying to move the cases to more favorable venues, and it also has an analog in the Senate. Information Technology & Innovation Foundation acknowledged in their August post that having cases included in multidistrict litigation can handicap state enforcers, but contended the changes should only apply to criminal matters and that the current version is wrong to block transfers of civil cases too. Thursday's letter from supporters of the bills said the proposals were carefully crafted to address the abusive practices of Big Tech, informed by the House antitrust subcommitee's sprawling investigation and "historic" 450-page report. "We believe that these bills will bring urgently needed change and accountability to these companies and an industry that most Americans agree is already doing great harm to our democracy," the letter said.

#### Aff doesn’t solve but requires negotiations that saps PC.

Pooley 21 [James; Former deputy director general of the United Nations’ World Intellectual Property Organization and a member of the Center for Intellectual Property Understanding; “Drawn-Out Negotiations Over Covid IP Will Blow Back on Biden,” Barron’s; 5/26/21; <https://www.barrons.com/articles/drawn-out-negotiations-over-covid-ip-will-blow-back-on-biden-51621973675>] Justin

The Biden administration recently announced its support for a proposal before the World Trade Organization that would suspend the intellectual property protections on Covid-19 vaccines as guaranteed by the landmark TRIPS Agreement, a global trade pact that took effect in 1995.

The decision has sparked furious debate, with supporters arguing that the decision will speed the vaccine rollout in developing countries. The reality, however, is that even if enacted, the IP waiver will have zero short-term impact—but could inflict serious, long-term harm on global economic growth. The myopic nature of the Biden administration’s announcement cannot be overstated.

Even if WTO officials decide to waive IP protections at their June meeting, it’ll simply kickstart months of legal negotiations over precisely which drug formulas and technical know-how are undeserving of IP protections. And it’s unthinkable that the Biden administration, or Congress for that matter, would actually force American companies to hand over their most cutting-edge—and closely guarded—secrets.

As a result, the inevitable foot-dragging will cause enormous resentment in developing countries. And that’s the real threat of the waiver—precisely because it won’t accomplish either of its short-term goals of improving vaccine access and facilitating tech transfers from rich countries to developing ones. It’ll strengthen calls for more extreme, anti-IP measures down the road.

Experts overwhelmingly agree that waiving IP protections alone won’t increase vaccine production. That’s because making a shot is far more complicated than just following a recipe, and two of the most effective vaccines are based on cutting-edge discoveries using messenger RNA.

As Moderna Chief Executive Stephane Bancel said on a recent earnings call, “This is a new technology. You cannot go hire people who know how to make the mRNA. Those people don’t exist. And then even if all those things were available, whoever wants to do mRNA vaccines will have to, you know, buy the machine, invent the manufacturing process, invent creation processes and ethical processes, and then they will have to go run a clinical trial, get the data, get the product approved and scale manufacturing. This doesn’t happen in six or 12 or 18 months.”

Anthony Fauci, the president’s chief medical adviser, has echoed that sentiment and emphasized the need for immediate solutions. “Going back and forth, consuming time and lawyers in a legal argument about waivers—that is not the endgame,” he said. “People are dying around the world and we have to get vaccines into their arms in the fastest and most efficient way possible.”

Those claiming the waiver poses an immediate, rather than long-term, threat to IP rights also misunderstand what the waiver will—and won’t—do.

The waiver petition itself is more akin to a statement of principle than an actual legal document. In fact, it’s only a few pages long.

As the Office of the United States Trade Representative has said, “Text-based negotiations at the WTO will take time given the consensus-based nature of the institution and the complexity of the issues involved.” The WTO director-general predicts negotiations will last until early December.

That’s a lot of wasted time and effort. The U.S. Trade Representative would be far better off spending the next six months breaking down real trade barriers and helping export our surplus vaccine doses and vaccine ingredients to countries in need.

#### Antitrust is key to the DIB – brink is now.

Sitaraman 20 [Ganesh; Vanderbilt University Law School; “The National Security Case for Breaking Up Big Tech,” Knight First Amendment Institute at Columbia; 3/12/20; <https://papers.ssrn.com/sol3/papers.cfm?abstract_id=3537870>] brett // Re-Cut Justin

Concentration in the tech sector also threatens the defense industrial base due to higher costs, lower quality, less innovation, and even corruption and fraud.71 Each of these dynamics has already been a problem for America’s over-consolidated defense industrial base. As technology becomes more and more central to defense and national security, it is likely that these same dynamics will replicate themselves with big tech companies. This will become a national security threat, both directly, in terms of the quality and speed of procurement, and indirectly, by reducing innovation and functionally redirecting defense budgets from research spending to higher monopoly profits.72 Conventional economic theory suggests that monopolists have the ability to increase prices and reduce quality because consumers are captive.73 When it comes to defense spending, the Government Accountability Office commented in 2019 that “competition is the cornerstone of a sound acquisition process and a critical tool for achieving the best return on investment for taxpayers.”74 At the same time, the GAO observed that “portfolio-wide cost growth has occurred in an environment where awards are often made without full and open competition.”75 Indeed, it found that 67 percent of 183 major weapons systems contracts had no competition and almost half of contracts went to a handful of firms. Of course, consolidation also means that the Defense Department is in a symbiotic relationship with these big contractors. Some startup executives wanting to sell to the government thus see the Pentagon as “a bad customer, one that is heavily skewed in favor of larger, traditional players,” and they don’t feel like they can break into the sector.76 Standard stories about political economy and capture also suggest that these firms will have outsized power over government.77 As Frank Kendall, the former head of acquisitions at the Pentagon, has said, “With size comes power, and the department’s experience with large defense contractors is that they are not hesitant to use this power for corporate advantage.”78 In the defense context, that means monopolists retain power (and profits), even if they overcharge taxpayers and risk the safety of military personnel in the field. In an important article in The American Conservative on concentration in the defense sector, researchers Matt Stoller and Lucas Kunce argue that contractors with de facto monopoly at the heart of their business models threaten national security. They write that one such contractor, TransDigm, buys up companies that supply the government with rare but essential airline parts and then hike up the prices, effectively holding the government “hostage.”79 They also point to L3, a defense contractor that had ambitions to be a “Home Depot” for the Pentagon, as its former CEO put it. L3’s de facto monopoly over certain products, according to Stoller and Kunce, means that it continues to receive lucrative government contracts, even after admitting in 2015 that it knowingly supplied defective weapons sights to U.S. forces.80 Consolidation also threatens U.S. defense capacity. The decline of competition, according to a 2019 Pentagon report, leaves the military vulnerable to “sole source suppliers, capacity shortfalls, a lack of competition, a lack of workforce skills, and unstable demand.”81 With a limited number of producers, there is less talent and knowhow available in the country if there is a need to build capacity rapidly.82 In 2018, the Defense Department released a report on vulnerable items in the military supply chain, including numerous items in which only one or two domestic companies (and, in some cases, zero domestic companies) produced the essential goods.83 How did the United States lose so much of its industrial base? The combination of consolidation and global integration is part of the story. As Stoller and Kunce argue, companies consolidated in the 1980s and 1990s while shifting emphasis from production and R&D to Wall Street-demanded profits. Globalization then allowed them to shift production overseas at a lower cost. The result was to gut America’s domestic industrial base—and, in many cases, to shift it to China, which engaged in a decades-long strategic plan to develop its own industrial base. The result, in the words of the 2018 Defense Department report, is that “China is the single or sole supplier for a number of specialty chemicals used in munitions and missiles.” In other areas too, the risks of losing access to critical resources are real. Describing the problem of limited carbon fiber sources, the same Pentagon report notes, “[a] sudden and catastrophic loss of supply would disrupt DoD missile, satellite, space launch, and other defense manufacturing programs. In many cases, there are no substitutes readily available.”84 As technology becomes more integral to the future of national security, it is hard to see how big tech will not simply go the way of the big defense contractors. Corporate mottos not to “be evil” are long gone,85 and big tech companies spend millions on conventional Washington, D.C., lobbying efforts.86 Over time, as contracts move to tech behemoths, there will no longer be competitive alternatives, and the Pentagon will likely be locked into relationships with big tech companies—just as they currently are with big defense contractors.87 Some commentators suggest that robust antitrust policies are a problem because only a small number of tech companies can contract for defense projects.88 But there is another way to look at it: The goal should be to encourage competition in the tech sector so that there are multiple contractors available. As former secretary of homeland security Michael Chertoff has said, defending the antitrust case against Qualcomm, “a single-source national champion creates an unacceptable risk to American security—artificially concentrating vulnerability in a single point. ... We need competition and multiple providers, not a potentially vulnerable technological monoculture.”89 The consequence of consolidation in tech is that taxpayers will likely see higher bills even as innovation slows due to reduced competition. Worse still, every taxpayer dollar that goes to monopoly profits—whether in the form of higher prices or fraud and corruption—is a dollar that is not going toward innovation for the future. A concentrated defense sector means not only less innovation due to the lack of competition in the sector; it means that funding that could have been available for innovation instead gets redirected via monopoly profits to the pockets of big tech executives and shareholders.

#### That solves extinction through great power war.

Marks 19 [Michael; Former Senior Policy Advisor to the Under Secretary for Security Assistance, Science and Technology at the U.S. Department of State; "Strengthen US Industry To Counter National Security Challenges," American Military News; 10/10/19; <https://americanmilitarynews.com/2019/10/strengthen-us-industry-to-counter-national-security-challenges/>] Justin

While U.S. defense budgets have recently been on the rise, it is likely that we will see a spending decline in the coming years as competition for non-defense federal budget dollars increases and deficits grow. The United States, therefore, must take action to ensure that we maintain our technological edge against our adversaries by empowering the private sector to provide cost-effective innovation for America’s defense. Since the end of the Second World War the U.S. has relied on qualitative superiority over its potential adversaries, especially those like the Soviet Union/Russia and China, who enjoyed comparative quantitative advantages. These qualitative advantages were vital to maintaining global stability and helped enable our nation to become the preeminent global economy, but they have been eroded over the last few decades. In 1960, the U.S. share of global research and development (R&D) spending stood at 69%. U.S. defense-related R&D alone accounted for 36% of total global expenditures. Soon thereafter other nations recognized the need to increase their R&D expenditures and build their own defense industrial bases to compete with the United States. From 2000-2016, China’s share of global R&D rose from 4.9% to 25.1% while the U.S. share of global R&D dropped to 28%. U.S. defense-related R&D meanwhile now makes up a mere 4% of global R&D spending. There can be no doubt that Russia and China are determined to challenge America’s qualitative advantage. From the rebirth of Russian military power under Vladimir Putin to the ever-growing Chinese military prowess across the board, their efforts show no sign of slowing down. Russia has been and continues to undergo a major modernization of its armed forces. For example, they are in the midst of a ten-year program to build hundreds of new nuclear missiles and have set a goal of modernizing 70% of the Russian Ground Force’s equipment by 2020. One of the most frightening examples of Russia’s resurgence is its development of a hypersonic missile that could be ready for combat as early as 2020. Worryingly, the US is currently unable to defend against this type of missile. To accompany these developments came the emergence in 2017 of Russia as the world’s second-largest arms producer, ready and able to support nations hostile to US interests. China, on the other hand, used to be a country that only manufactured cheap products and knockoffs, but that is no longer true. Technology development and innovation figure prominently in all of China’s national planning goals, with plans to make the country the global leader in science and innovation and the preeminent technological and manufacturing power by 2049, the 100th anniversary of the Chinese communist revolution. This, of course, has huge implications for China’s military capability. The country now has the second-largest national defense budget behind the U.S. and wants to be Asia’s preeminent military power. Beijing is developing next-generation fighter jets, ICBMs and shorter-range ballistic missiles, as well as advanced naval vessels. The People’s Liberation Army has reached a critical point of confidence and now feel they can match competitors like the United States in combat. This has implications for the security of Taiwan, Japan, other US allies in the region as well as to America itself. To make matters worse, there are a growing number of experts that see China developing asymmetric technologies, combined with conventional and nuclear systems that could create an existential threat to the U.S. pacific based assets. It is in the wake of these growing threats to our national security American industry will likely be expected to shoulder an even larger responsibility concerning investment in defense-related R&D. One of the ways we can empower companies to make these additional investments and lead next-generation defense innovation is to allow commonsense mergers between important defense and aerospace companies. Horizontal consolidation eliminates the redundancy of enormous fixed costs, leading to savings passed down to customers. Mergers can also create economies of scale and existing synergies that help the combined company realize access to larger numbers of engineers and innovators, while keeping costs low and improving the timeline for taking a product from concept to development. FA recent example of how this can work is the proposed Raytheon and United Technologies merger. The two parties project that the new combined company will employ more than 60,000 engineers, hold over 38,000 patents and invest approximately $8 billion per year in research and development. This will allow the development of new, critical technologies more quickly and efficiently than either company could on its own. Such private sector investments in innovation will be critical in the face of the growing challenges to American military dominance. America’s R&D advantage, crucial to maintaining military superiority, is increasingly at risk. As China and Russia continue to challenge America’s military dominance and pressures on the defense budget continue to mount, the federal government will likely turn more and more to contractors and commercial companies to develop next-generation defense capabilities. Strengthening U.S. industry, therefore, will be critical to countering our national security challenges.

## 3

#### Permissibility and presumption negate – ~a~ the resolution indicates the aff has to prove an obligation, and permissibility would deny the existence of an obligation ~b~ Statements are more often false than true because any part can be false. This means you negate if there is no offense because the resolution is probably false.

#### Ethics must begin a priori:

#### ~1~ Uncertainty – our experiences are inaccessible to others which allows people to say they don’t experience the same, however a priori principles are universally applied to all agents.

#### ~2~ Bindingness – I can keep asking "why should I follow this" which results in skep since obligations are predicated on ignorantly accepting rules.  Only reason solves since asking "why reason?" requires reason which concedes its authority and equally proves agency as constitutive

#### That means we must universally will maxims— any non-universalizable norm justifies someone’s ability to impede on your ends.

#### Thus, the standard is consistency with the categorical imperative.

#### Prefer the standard: ~a~ freedom is the key to the process of justification of arguments. Willing that we should abide by their ethical theory presupposes that we own ourselves in the first place. Thus, it is logically incoherent to justify the neg arguments/standard without first willing that we can pursue ends free from others ~b~ Frameworks are just another argument so they should be open to theoretical contestation like everything else. Prefer on resource disparities—a focus on evidence and statistics privileges debaters with the most preround prep which excludes lone-wolfs who lack huge evidence files. A debate under my framework can easily be won without any prep since huge evidence files aren’t required.

#### 1]The aff encourages free riding- that treats people as ­means to an end and takes advantage of their efforts which violates the principle of humanity

**Van Dyke 2** Raymond Van Dyke, 7-17-2018, "The Categorical Imperative for Innovation and Patenting," IPWatchdog, <https://www.ipwatchdog.com/2018/07/17/categorical-imperative-innovation-patenting/id=99178/> SJ//DA recut SJKS

Also, **allowing the free taking of ideas, content and valuable data, i.e., the fruits of individual intellectual endeavor**, would disrupt capitalism in a radical way. **The resulting more secretive approach in support of the above free-riding Statement** would be akin to a Communist environment **where the State owned everything and the citizen owned nothing, i.e., the people “consented” to this. It is, accordingly, manifestly clear that no reasonable and supportable Categorical Imperative can be made for the unwarranted theft of property, whether tangible or intangible,** apart from legitimate exigencies.

#### 2] IPs are a necessary check on companies free-riding off associations of quality.

Wong et al 20 [Liana, Ian, and Shayerah; Analyst in International Trade and Finance; Specialist in International Trade and Finance; Specialist in International Trade and Finance; “Intellectual Property Rights and International Trade,” \*Updated\* 5/12/20; CRS; <https://www.everycrsreport.com/files/20200512_RL34292_2023354cc06b0a4425a2c5e02c0b13024426d206.pdf>] Justin

Trademark protection in the United States is governed jointly by state and federal law. The main federal statute is the Lanham Act of 1946 (Title 15 of the United States Code). Trademarks permit the seller to use a distinctive word, name, symbol, or device to identify and market a product or company. Marks can also be used to denote services from a particularly company. The trademark allows quick identification of the source of a product, and for good or ill, can become an indicator of a product's quality. If for good, the trademark can be valuable by conveying an instant assurance of quality to consumers. Trademark law serves to prevent other companies with similar merchandise from free-riding on the association of quality with the trademarked item. Thus, a trademarked good may command a premium in the marketplace because of its reputation. To be eligible for a trademark, the words or symbol used by the business must be sufficiently distinctive; generic names of commodities, for example, cannot be trademarked. Trademark rights are acquired through use or through registration with the PTO.

A related concept to trademarks is geographical indications (GIs), which are also protected by the Lanham Act. The GI acts to protect the quality and reputation of a distinctive product originating in a certain region; however, the benefit does not accrue to a sole producer, but rather the producers of a product originating from a particular region. GIs are generally sought for agricultural products, or wines and spirits. Protection for GIs is acquired in the United States by registration with the PTO, through a process similar to trademark registration.