### 1NC—T

#### 1] Interp – the Affirmative must only defend that appropriation of outer space is unjust.

#### a] Private entities are non-governmental.

Dunk 11 Von Der Dunk, Frans G. "1. The Origins Of Authorisation: Article VI Of The Outer Space Treaty And International Space Law." National Space Legislation in Europe. Brill Nijhoff, 2011. 3-28. (University of Nebraska)//Elmer

4. Interpreting Article VI of the Outer Space Treaty One main novel feature of Article VI stood out with reference to the role of private enterprise in this context. Contrary to the version o fthe concept applicable under general international law, where 'direct state responsibility' only pertained to acts somehow directly attributable to a state and states could only be addressed for acts by private actors under 'indirect', 'due care' / 'due diligence' responsibility18, Article VI made no difference as to whether the activities at issue were the state's own ("whether such activities are carried on by governmental agencies" ...) or those of private actors (... "or by non-governmental entities"). The interests of the Soviet Union in ensuring that, whomever would actually conduct a certain space activity, some state or other could be held responsible for its compliance with applicable rules of space law to that extent had prevailed. However, the general acceptance of Article VI as cornerstone of the Outer Space Treaty unfortunately was far from the end of the story. Partly, this was the consequence of key principles being left undefined.

#### b] Unjust refers to a negative action – it means contrary.

Black Laws No Date "What is Unjust?" <https://thelawdictionary.org/unjust/> //Elmer

Contrary to right and justice, or to the enjoyment of his rights by another, or to the standards of conduct furnished by the laws.

#### 2] Violation – the Affirmative defends a new, multi-lateral agreement between states and the UN which is beyond the scope of the resolution.

#### 3] Standards – Effects and Extra-T which are voters for predictable limits and ground – allowing the Aff to defend implementation through any number of agreements/mechanisms explodes predictable limits – it shifts the topic to not appropriation good/bad but how we should end it which skews pre-tournament prep. Allowing them to be Effects-T gives them unlimited advantage ground like multilateral governance good or PTD perception spill-over which skews our ground since they could say our particular mechanism side-steps your links.

#### 4] TVA – just defend megaconstellations being bad without the multilateral governance part of the plan.

#### 5] Paradigm Issues –

#### a] Topicality is Drop the Debater – it’s a fundamental baseline for debate-ability.

#### b] Use Competing Interps – 1] Topicality is a yes/no question, you can’t be reasonably topical and 2] Reasonability invites arbitrary judge intervention and a race to the bottom of questionable argumentation.

#### c] No RVI’s - 1] Forces the 1NC to go all-in on Theory which kills substance education, 2] Encourages Baiting since the 1AC will purposely be abusive, and 3] Illogical – you shouldn’t win for not being abusive.

### 1NC—DA

#### Hacking towards Satellites is coming now – incentives and vulnerabilities align.

Culpan 21 Tim Culpan 11-2-2021 "The Next Big Hack Could Come From the Stars" <https://archive.is/XElln#selection-3035.0-3040.0> (Bloomberg Opinion Columnist)//Elmer

“As space becomes more important, there becomes unfortunately even greater incentives for malicious actors to disrupt, deny or alter our space-based assets,” Bob Kolasky, head of the Department of Homeland Security’s National Risk Management Center, told the same conference organized by the National Institute of Standards and Technology. “With space, whatever you put in orbit is what you must live with. Systems must be designed so that they can address threats and hazards throughout their lifespan.” What makes satellites and their associated land-based infrastructure more vulnerable is that the data they transmit can be easily accessed by anyone on Earth with $300 worth of TV reception equipment, allowing you to eavesdrop on unencrypted financial data or download information from Russian and American weather satellites in real time. A nefarious actor with its own satellite could even cause interference or block the signal from these orbiting stations. But among the scariest of scenarios would be for an adversary to break into the control systems of a satellite, redirect its movement or even crash it into another satellite or the planet. That may have already happened. According to one account, a breach at the Goddard Space Flight Center in Washington, D.C., in 1998 led to a U.S.-German satellite called ROSAT being overtaken and turned toward the sun, damaging the ultraviolet filter on its image sensors. This allegation has been denied, yet whether real or apocryphal the incident (the filter was indeed destroyed by the sun) shows the challenges of repairing hardware 360 miles above the earth’s surface or even investigating the cause of the malfunction.

#### Megaconstellations solves satellite hacking – multiple warrants. Commercial Satellites are key due to production capacity.

Hallex and Cottom 20 Hallex, Matthew, and Travis Cottom. "Proliferated commercial satellite constellations: Implications for national security." Joint Forces Quarterly 97.July (2020): 20-29. (Matthew A. Hallex is a Research Staff Member at the Institute for Defense Analyses. Travis S. Cottom is a Research Associate at the Institute for Defense Analyses.)//Re-cut by Elmer

While potentially threatening the sustainability of safe orbital operations, new proliferated constellations also offer opportunities for the United States to increase the resilience of its national security space architectures. Increasing the resilience of U.S. national security space architectures has strategic implications beyond the space domain. Adversaries such as China and Russia see U.S. dependence on space as a key vulnerability to exploit during a conflict. Resilient, proliferated satellite constellations support deterrence by denying adversaries the space superiority they believe is necessary to initiate and win a war against the United States.28 Should deterrence fail, these constellations could provide assured space support to U.S. forces in the face of adversary counterspace threats while imposing costs on competitors by rendering their investments in counterspace systems irrelevant. Proliferated constellations can support these goals in four main ways. First, the extreme degree of disaggregation inherent in government and commercial proliferated constellations could make them more resilient to attacks by many adversary counterspace systems. A constellation composed of hundreds or thousands of satellites could withstand losing a relatively large number of them before losing significant capability. Conducting such an attack with kinetic antisatellite weapons—like those China and Russia are developing—would require hundreds of costly weapons to destroy satellites that would be relatively inexpensive to replace. Second, proliferated constellations would be more resilient to adversary electronic warfare. Satellites in LEO can emit signals 1,280 times more powerful than signals from satellites in GEO.29 They also are faster in the sky than satellites in more distant orbits, which, combined with the planned use of small spot beams for communications proliferated constellations, would shrink the geographic area in which an adversary ground-based jammer could effectively operate, making jammers less effective and easier to geolocate and eliminate.30 Third, even if the United States chooses not to deploy national security proliferated constellations during peacetime, industrial capacity for mass-producing proliferated constellation satellites could be repurposed during a conflict. Just as Ford production lines shifted from automobiles to tanks and aircraft during World War II, one can easily imagine commercial satellite factories building military reconnaissance or communications satellites during a conflict. Fourth, deploying and maintaining constellations of hundreds or thousands of satellites will drive the development of low-cost launches to a much higher rate than is available today. Inexpensive, high-cadence space launch could provide a commercial solution to operationally responsive launch needs of the U.S. Government. In a future where space launches occur weekly or less, the launch capacity needed to augment national security space systems during a crisis or to replace systems lost during a conflict in space would be readily available.31

#### Hacking on Satellites goes Nuclear.

Miller and Fontaine 17 James Miller and Richard Fontaine 11-26-2017 "Cyber and Space Weapons Are Making Nuclear Deterrence Trickier" <https://www.defenseone.com/ideas/2017/11/cyber-and-space-weapons-are-making-nuclear-deterrence-trickier/142767/> (James N. Miller, Jr. is a member of the Board of Advisors of the Center for a New American Security. He served as U.S. Under Secretary of Defense for Policy from 2012 to 2014.)//Elmer

Cyber weapons are not, of course, the sole preserve of Russia. Washington has acknowledged its own development of them, and senior U.S. officials have highlighted their use against ISIS. Their possession by both Russia and the United States complicates traditional notions of strategic stability. Using non-kinetic, non-lethal cyber tools is likely to be very attractive in a crisis, and certainly in a conflict. Yet with both sides possessing the means to disrupt or destroy the other’s military systems and critical infrastructure – both war-supporting infrastructure as well as purely civilian infrastructure - a small “cyber-spark” could prompt rapid escalation. Such an attack could inadvertently “detonate” a cyber weapon that had been intended to lay dormant in the other side’s systems. Or a spark produced by sub-national actors – “patriotic hackers” inside or outside the government – could generate unintended cascading effects. The spark could even come via a false flag attack, with a third-party trying to pit the United States and Russia against one another. A second scenario could appear if armed conflict looks likely. At the outset, there would exist strong incentives to use offensive cyber and counter-space capabilities early, in order to negate the other side’s military. The U.S. and Russian militaries depend (though not equally) on information technology and space assets to collect and disseminate intelligence, as well as for command, control, and communications. Hence the incentive to use non-kinetic cyber or space attacks to degrade the other side’s military, with few if any direct casualties. By moving first, the cyber- or space-attacker could gain military and coercive advantage, while putting the onus on the attacked side to dare escalate with “kinetic” lethal attacks. Would the United States or Russia respond with, say, missile strikes or a bombing campaign in response to some fried computers or dead robots in outer space? Given the doubt that they would, large-scale cyber and space attacks – before a kinetic conflict even starts – are likely to be seen as a low-risk, high-payoff move for both sides. A third scenario plays out if one side believes that its critical infrastructure and satellites are far less vulnerable than the other side. In that case, a severe crisis or conflict might prompt the country to threaten (and perhaps provide a limited demonstration of) cyber attacks on civilian critical infrastructure, or non-kinetic attacks on space assets. Such a move would require the attacked side to respond not in kind but by escalating. So far, the three scenarios we have described could well undermine stability between the United States and Russia, but need not implicate nuclear stability. Yet consider this: U.S. and Russian nuclear forces rely on information technology and space assets for warning and communications. Attack the right satellites, or attack the right computers, and one side may disrupt the other’s ability to use nuclear weapons – or at least place doubt in the minds of its commanders. As a result, a major cyber and space attack could put nuclear “use-or-lose” in play early in a crisis. While we are generally accustomed to thinking about nuclear use as the highest rung on the escalatory ladder, such pressures – generated via non-nuclear attacks – could bring the horrors of a nuclear exchange closer rather than substituting for them.

### 1NC—Case

#### Uncertainty from debris collisions creates restraint not instability.

MacDonald 16, B., et al. "Crisis stability in space: China and other challenges." Foreign Policy Institute. Washington, DC (2016). (senior director of the Nonproliferation and Arms Control Project with the Center for Conflict Analysis and Prevention)//Elmer

In any crisis that threatens to escalate into major power conflict, political and military leaders will face uncertainty about the effectiveness of their plans and decisions. This uncertainty will be compounded when potential conflict extends to the space and cyber domains, where weapon effectiveness is largely untested and uncertain, infrastructure interdependencies are unclear, and damaging an adversary could also harm oneself or one’s allies. Unless the stakes become very high, no country will likely want to gamble its well-being in a “single cosmic throw of the dice,” in Harold Brown’s memorable phrase. 96 The novelty of space and cyber warfare, coupled with risk aversion and worst-case assessments, could lead space adversaries into a situation of what can be called “hysteresis,” where each adversary is restrained by its own uncertainty of success. This is conceptually shown in Figures 1 and 2 for offensive counter-space capabilities, though it applies more generally. 97 These graphs portray the hypothetical differences between perceived and actual performance capabilities of offensive counter-space weapons, on a scale from zero to one hundred percent effectiveness. Where uncertainty and risk aversion are absent for two adversaries, no difference would exist between the likely performance of their offensive counter-space assets and their confidence in the performance of those weapons: a simple, straight-line correlation would exist, as in Figure 1. The more interesting, and more realistic, case is notionally presented in Figure 2, which assumes for simplicity that the offensive capabilities of each adversary are comparable. In stark contrast to the case of Figure 1, uncertainty and risk aversion are present and become important factors. Given the high stakes involved in a possible large-scale attack against adversary space assets, a cautious adversary is more likely to be conservative in estimating the effectiveness of its offensive capabilities, while more generously assessing the capabilities of its adversary. Thus, if both side’s weapons were 50% effective and each side had a similar level of risk aversion, each may conservatively assess its own capabilities to be 30% effective and its adversary’s weapons to be 70% effective. Likewise, if each side’s weapons were 25% effective in reality, each would estimate its own capabilities to be less than 25% effective and its adversary’s to be more than 25% effective, and so on. In Figure 2, this difference appears, in oversimplified fashion, as a gap that represents the realistic worry that a country’s own weapons will under-perform while its adversary’s weapons will over-perform in terms of effectiveness. If both countries face comparable uncertainty and exhibit comparable risk aversion, each may be deterred from initiating an attack by its unwillingness to accept the necessary risks. This gap could represent an “island of stability,” as shown in Figure 2. In essence, given the enormous stakes involved in a major strike against the adversary’s space assets, a potential attacker will likely demonstrate some risk aversion, possessing less confidence in an attack’s effectiveness. It is uncertain how robust this hysteresis may prove to be, but the phenomenon may provide at least some stabilizing influence in a crisis. In the nuclear domain, the immediate, direct consequences of military use, including blast, fire, and direct radiation effects, were appreciated at the outset. Nonetheless, significant uncertainty and under-appreciation persisted with regard to the collateral, indirect, and climatological effects of using such weapons on a large scale. In contrast, the immediate, direct effects of major space conflict are not well understood, and potential indirect and interdependent effects are even less understood. Indirect effects of large-scale space and cyber warfare would be virtually impossible to confidently calculate, as the infrastructures such warfare would affect are constantly changing in design and technology. Added to this is a likely anxiety that if an attack were less successful than planned, a highly aggrieved and powerful adversary could retaliate in unanticipated ways, possibly with highly destructive consequences. As a result, two adversaries facing potential conflict may lack confidence both in the potential effectiveness of their own attacks and in the ineffectiveness of any subsequent retaliation. Such mutual uncertainty would ultimately be stabilizing, though probably not particularly robust. This is reflected in Figure 2, where each side shows more caution than the technical effectiveness of its systems may suggest. Each curve notionally represents one state’s confidence in its offensive counter-space effectiveness relative to their actual effectiveness. Until true space asset resilience becomes a trusted feature of space architectures, deterrence by risk aversion, and cross-domain deterrence, may be the only means for deterrence to function in space.

#### Debris creates deterrence by raising the bar for conflict – international norms fail

Miller 7/31 [(Gregory, Chair of the Department of Space Power at the Air Command and Staff College, Ph.D. in Political Science from The Ohio State University) “Deterrence by Debris: The Downside to Cleaning up Space,” Space Policy, 7/31/2021] JL

The danger of kinetic strikes increasing orbital debris is a common theme in the literature, but the positive deterrent effects of some debris are often overlooked. The debris resulting from destroyed satellites, or other space objects, creates a deterrent effect on actors who might otherwise violate international norms and strike at objects in space, either to test their capabilities or as an act of hostilities. This is not deterrence in the traditional sense, of one actor publicly threatening punishment in response to another actor’s unwanted actions. It is not deterrence by denial since the attacker is not damaged and may even achieve its objective. Nor is it deterrence by punishment because the debris itself does not threaten to punish the attacker’s country. But debris can increase the future costs to the aggressor, even if their initial attack succeeds, and thus it has a similar restraining effect on certain behavior. Like the automated response of the U.S. tripwire in West Germany, the threat that debris can pose to state interests acts as a form of deterrence, at least to prevent some actors from taking certain types of actions. Removing the danger of debris will weaken that restraint and thus weaken deterrence, making ASAT tests and hostile actions in space more likely.

Several factors may deter a state from launching kinetic tests or striking against an adversary’s interests in space. For one thing, if a state’s adversary has similar capabilities to destroy objects in space, deterrence would be a function of not wanting to escalate tensions. Although international law only explicitly prohibits states from placing weapons of mass destruction in orbit, international space law, like the Outer Space Treaty [30], does provide a framework for addressing the activities of one state that lead to the damage of another state’s property. Likewise, there are international norms (informal but expected rules of behavior) against the weaponization of space. But these norms seem to be in decline [31], and such norms only deter a state from engaging in certain types of behavior if the state cares about following norms, if it cares about how states perceive its behavior, or if it believes other states are willing to enforce the norms. The beauty of debris as a deterrent is that it does not rely on the enforcement of norms or the credibility of states to succeed.

#### Space debris creates existential deterrence and a taboo

Bowen 18 [(Bleddyn, lecturer in International Relations at the University of Leicester) “The Art of Space Deterrence,” European Leadership Network, February 20, 2018, https://www.europeanleadershipnetwork.org/commentary/the-art-of-space-deterrence/] TDI

Fourth, the ubiquity of space infrastructure and the fragility of the space environment may create a degree of existential deterrence. As space is so useful to modern economies and military forces, a large-scale disruption of space infrastructure may be so intuitively escalatory to decision-makers that there may be a natural caution against a wholesale assault on a state’s entire space capabilities because the consequences of doing so approach the mentalities of total war, or nuclear responses if a society begins tearing itself apart because of the collapse of optimised energy grids and just-in-time supply chains. In addition, the problem of space debris and the political-legal hurdles to conducting debris clean-up operations mean that even a handful of explosive events in space can render a region of Earth orbit unusable for everyone. This could caution a country like China from excessive kinetic intercept missions because its own military and economy is increasingly reliant on outer space, but perhaps not a country like North Korea which does not rely on space. The usefulness, sensitivity, and fragility of space may have some existential deterrent effect. China’s catastrophic anti-satellite weapons test in 2007 is a valuable lesson for all on the potentially devastating effect of kinetic warfare in orbit.

#### Use or lose is wrong – It’d be irrational AND never be contemplated by any state.

Kroenig 18 Matthew Kroenig, Associate Professor in the Department of Government and the Edmund A. Walsh School of Foreign Service at Georgetown, The Logic of American Nuclear Strategy: Why Strategic Superiority Matters, Oxford UPress, pp. 137-142

The second, and more common, argument as to why nuclear superiority might be destabilizing is because the state in the position of nuclear inferiority (in this case, America’s adversaries) may feel “use ’em or lose ’em” (UELE) pressures, but this argument also withers under interrogation.26

According to strategic stability theorists, a US nuclear advantage increases the danger of nuclear war because the inferior opponent may fear that its nuclear arsenal is vulnerable to a first strike. Rather, than wait for the adversary (in this case the United States) to move first and wipe out, or seriously blunt, its strategic forces, the argument goes, the inferior state may decide to intentionally launch a nuclear war early in a crisis in order to avoid suffering a disarming first strike. This is the logic most often invoked by strategic stability theorists when they claim that US nuclear advantages are destabilizing. This is also the precise problem identified and inspired by Wohlstetter’s basing studies.

Use ’em or lose ’em enjoys a certain superficial plausibility, but, upon closer inspection, there are two fundamental reasons why the logic simply does not hold up. First, it ignores the fact that the superior state retains a healthy ability to retaliate. So, even if the inferior state is worried about having its nuclear weapons eliminated in a first strike, the decision to launch its nuclear weapons first as a coping mechanism would be a decision to intentionally launch a nuclear war against a state with at least a secure, second-strike capability. This means that even if the inferior state launches its nuclear weapons first, it will be virtually guaranteed to suffer devastating nuclear retaliation. Moreover, given that it is in a situation of extreme inferiority (so extreme that it might even be vulnerable to a preemptive nuclear strike), this would mean intentionally launching a devastating nuclear war that will likely turn out much worse for itself then for its opponent. It would simply be irrational for a state to intentionally launch a nuclear war against a state with an assured retaliatory capability.

Let us consider a concrete example. The United States maintains nuclear superiority over China, as we have seen in previous chapters. Strategic stability theorists want us to believe that if the United States takes additional steps to further enhance its superiority, then China would face even greater temptations to launch a nuclear first strike against the US homeland in the event of a serious crisis. In other words, strategic stability theorists hold that China would be so worried about losing a devastating nuclear war against United States that it would intentionally choose to start a devastating nuclear war against the United States. The argument does not make sense.

#### No Escalation over Satellites:

#### 1] Planning Priorities

Bowen 18 Bleddyn Bowen 2-20-2018 “The Art of Space Deterrence” <https://www.europeanleadershipnetwork.org/commentary/the-art-of-space-deterrence/> (Lecturer in International Relations at the University of Leicester)//Elmer

Space is often an afterthought or a miscellaneous ancillary in the grand strategic views of top-level decision-makers. A president may not care that one satellite may be lost or go dark; it may cause panic and Twitter-based hysteria for the space community, of course. But the terrestrial context and consequences, as well as the political stakes and symbolism of any exchange of hostilities in space matters more. The political and media dimension can magnify or minimise the perceived consequences of losing specific satellites out of all proportion to their actual strategic effect.

#### 2] Military Precedent

Zarybnisky 18, Eric J. Celestial Deterrence: Deterring Aggression in the Global Commons of Space. Naval War College Newport United States, 2018. (Senior Materiel Leader at United States Air Force)//Elmer

PREVENTING AGGRESSION IN SPACE While deterrence and the Cold War are strongly linked in the public’s mind through the nuclear standoff between the United States and the Soviet Union, the fundamentals of deterrence date back millennia and deterrence remains relevant. Thucydides alludes to the concept of deterrence in his telling of the Peloponnesian War when he describes rivals seeking advantages, such as recruiting allies, to dissuade an adversary from starting or expanding a conflict.6F 6 Aggression in space was successfully avoided during the Cold War because both sides viewed an attack on military satellites as highly escalatory, and such an action would likely result in general nuclear war.7F 7 In today’s more nuanced world, attacking satellites, including military satellites, does not necessarily result in nuclear war. For instance, foreign countries have used highpowered lasers against American intelligence-gathering satellites8F 8 and the United States has been reluctant to respond, let alone retaliate with nuclear weapons. This shift in policy is a result of the broader use of gray zone operations, to which countries struggle to respond while limiting escalation. Beginning with the fundamentals of deterrence illuminates how it applies to prevention of aggression in space.

#### 3] Won’t go nuclear – seen as a normal conventional attack because of integration with ground forces

Firth 7/1/19 [News Editor at MIT Technology Review, was Chief News Editor at New Scientist. How to fight a war in space (and get away with it). July 1, 2019. MIT Technology Review]

Space is so intrinsic to how advanced militaries fight on the ground that an attack on a satellite need no longer signal the opening shot in a nuclear apocalypse. As a result, “deterrence in space is less certain than it was during the Cold War,” says Todd Harrison, who heads the Aerospace Security Project at CSIS, a think tank in Washington, DC. Non-state actors, as well as more minor powers like North Korea and Iran, are also gaining access to weapons that can bloody the noses of much larger nations in space.

#### 4] If we don’t have sufficient data we move the satellite to ‘lost’ category

Hoots ’15 [Felix; Fall 2015; Distinguished Engineer in the System Analysis and Simulation Subdivision, Ph.D. in Mathematics from Auburn University, M.S. in Mathematics from Tennessee Tech University; Crosslink, “Keeping Track: Space Surveillance for Operational Support,” <https://aerospace.org/sites/default/files/2019-04/Crosslink%20Fall%202015%20V16N1%20.pdf>; RP]

The JSpOC tasks these sensors to track specific satellites and to record data such as time, azimuth, elevation, and range. This data is used to create orbital element sets or state vectors that represent the observed position of the satellite. The observed position can then be compared with the predicted position. The dynamic models used for predicting satellite motion are not perfect; factors such as atmospheric density variation caused by unmodeled solar activity can cause the predicted position to gradually stray from the true position. The observations are used to correct the predicted trajectory so the network can continue to track the satellite. This process of using observations to correct and refine an orbit in an ongoing feedback loop is called catalog maintenance, and it continues as long as the satellite remains in orbit. Ideally, the process is automatic, with manual intervention only required when satellites maneuver or get near to reentry due to atmospheric drag.

Sometimes, however, more effort is required. For example, a sensor may encounter a satellite trajectory that does not correspond well to anything in the catalog. Such observations are known as partially correlated observations if they are somewhat close to a known orbit or uncorrelated observations (or uncorrelated tracks) if they are far from any known orbit. Also, if a satellite is not tracked for five days, it is placed on an attention list for manual intervention. In that case, an analyst will attempt to match the wayward satellite to one of these partially correlated or uncorrelated tracks. If that effort succeeds, then the element sets are updated, and the object is returned to automatic catalog maintenance. On the other hand, if the satellite cannot be matched to a partially correlated or uncorrelated track, the satellite information continues to age. If it reaches 30 days without a match, the satellite is placed on the lost list.

One of the most visible uses of the catalog is to warn about collision risks for active payloads. This function predicts potential close approaches three to five days in advance to allow time to plan avoidance maneuvers, if necessary. Unplanned maneuvers may disturb normal operations and deplete resources for future maneuvers, so one would like to have high confidence in the collision-risk predictions. The reliability of the predictions depends directly on the accuracy of the orbit calculation, which in turn depends on the quality and quantity of the tracking data, which is limited by the capability of the Space Surveillance Network. Simply put, there are not enough tracking resources in the network to achieve high-quality orbits for every object in the catalog. Furthermore, many smaller objects can only be tracked by the most sensitive radars, and this tracking is infrequent. Most objects in the catalog are considered debris, which can neither maneuver nor broadcast telemetry. On the other hand, some satellite operators depend exclusively on the satellite catalog to know where their satellites are, and users of the satellite orbital data depend on the catalog to know when the satellites will be within view.

This situation creates a challenging problem in balancing Space Surveillance Network resources to support the collision-warning task (tracking as many potential hazards as possible) while also providing highly accurate support to operational satellites (tracking the spacecraft as precisely as possible). The practical solution is to perform collision risk assessment using a large screening radius to ensure no close approaches are missed despite lower-quality predictions. Once an object is identified as having a potentially close approach, then the tasking level is raised, with the expectation that more tracking data will be obtained to refine the collision risk calculations. When the danger has passed, the object reverts to a normal tracking level.

Collisions and spontaneous breakups do happen. The first satellite breakup occurred on June 29, 1961, when residual fuel in an Ablestar rocket body exploded, creating 296 trackable pieces of debris. Since that time, there have been more than 200 satellite breakups, the most notable being the missile intercept of the Fengyun-1C satellite, which created more than 3300 trackable fragments. In most cases, these breakups are first detected by the phased-array radars in the Space Surveillance Network. When multiple objects are observed where only one was expected, the downstream sensors are alerted, but no tasking is issued because specific debris orbits are not yet established. Tracks are taken and tagged as uncorrelated. Analysts at JSpOC then attempt to link uncorrelated tracks from different sensors to form a candidate orbit. Subsequent tracking improves the orbit to the point that the object can be named and numbered and moved into the catalog for automatic maintenance.

#### 5] Lack of attribution means no retal

Schwarzer et al ’19 [Daniela, Eva-Marie McCormack, and Torben Schutz; Director, Editor, and Associate Fellow in the Security, Defense, and Armaments Program at the German Council of Foreign Relations; Deutsche Gesellschaft fur Auswartige Politik, “Technology and Strategy: The Changing Security Environment in Space Demands New Diplomatic and Military Answers,” [https://www.ssoar.info/ssoar/bitstream/handle/document/63288/ssoar-2019-schutz-Technology\_and\_Strategy\_the\_Changing.pdf](https://www.ssoar.info/ssoar/bitstream/handle/document/63288/ssoar-2019-schutz-Technology_and_Strategy_the_Changing.pdf?sequence=1&isAllowed=y&lnkname=ssoar-2019-schutz-Technology_and_Strategy_the_Changing.pdf);]

However, even a (misinterpreted) threat to space assets could start a chain reaction and quickly escalate an incident in space to a wider war. Successful deterrence, therefore, requires situational awareness, attribution capabilities and resilient assets. Especially the latter two are notoriously difficult to achieve in space. While it might be easy to attribute a kinetic attack executed with a missile, the same is not true for ASAT attacks by other satellites, and, especially, not for cyberattacks and electronic warfare measures. Without clear attribution, however, it is difficult to deter any adversary, since he could speculate that an attack cannot be traced back to him – making deterrence and retaliation more difficult. Although cross-domain deterrence, i.e. threatening an actor through potential retaliation attacks on or by other-than-space assets, is always possible, it also amplifies the problems involved in traditional deterrence: A response has to be timely and proportionate, and it should not further expand of the conflict.

#### 6] Internet doesn’t need satellites

Jim Grupé 19, Former Technical Consultant and Strategic Planner at Federal Government of the United States, 40+ years as an Engineer, Mostly “Systems Level”, “Would The Internet Still Function If All Satellites Were Destroyed?”, Quora, 2/16/2019, https://www.quora.com/Would-the-internet-still-function-if-all-satellites-were-destroyed

The internet rarely uses satellites. That’s because a satellite link is slow, and the internet automatically prioritizes fast connections. The only time a satellite link would be in the path is an island that didn’t have a cable connection to the mainland nearby.

#### And there is a disconnect between their internal link evidence and impact—Breen says LEO will become unusable if there is more debris but Johnson-Freese says escalation occurs when states put more weapons in space to protect their assets—squo solves the impact because if LEO becomes unusable, then states will not have assets to protect which solves their war scenario.

#### AND LEO becoming unusable is good because satellites are bad—

#### Loss of satellites will shut down terrestrial mining

Les Johnson 13, Deputy Manager for NASA's Advanced Concepts Office at the Marshall Space Flight Center, Co-Investigator for the JAXA T-Rex Space Tether Experiment and PI of NASA's ProSEDS Experiment, Master's Degree in Physics from Vanderbilt University, Popular Science Writer, and NASA Technologist, Frequent Contributor to the Journal of the British Interplanetary Society and Member of the American Institute of Aeronautics and Astronautics, National Space Society, the World Future Society, and MENSA, Sky Alert!: When Satellites Fail, p. 105

Resource Location

Looking for rare minerals to be mined for our many gadgets, household appliances, and industrial machines? Soil type is often a strong indicator of whether or not underground deposits of metals and minerals are located. By using satellite data to identify promising surface structural features and different soil types, mining companies can better identify promising mining locations, wasting less time and effort in finding the best places to obtain much-needed industrial resources. Without satellite images, the finding and assessment of promising new mines would grind to a halt as the industries retooled back into the days of much slower and labor-intensive field surveys (but without GPS!).

#### Amazon mining will cause extinction

Charito Ushiñahua 11, Anthropologist Working for the Preservation of Indigenous Amazonian Cultures, “Yanomami Indians: The Fierce People?”, http://www.amazon-indians.org/yanomami.html

A mineralogical survey of the northern Amazon by the Brazilian government in 1975 revealed the presence of gold ore in the Roraima region of Brazil. By the early 1980's, miners in search of gold began invading the Yanomami territory in Brazil and by 1987 it had become a full-fledged gold rush. Over 30,000 prospectors entered Yanomami lands and established over a hundred clandestine mining operations. The resulting massacres and diseases brought by these invaders is estimated to have caused the death of over 2,000 Yanomami. One of the problems with gold mining is the environmental destruction it causes. In order to separate gold from rocks and soil, mercury is used. Mercury in the rivers and streams bio-accumulates and permeates the entire ecosystem. The mercury accumulates in predators and hunters (such as the Yanomami) higher up the food chain and creates a neurotoxin that causes birth defects and abnormal child development. The Yanomami have had increased child mortality rates while their birth rates have declined putting their very existence into risk. Moreover, malaria increased in the area due to the stagnant pools left by the miners that increase the mosquito populations that are vectors of the disease. Some have estimated that malaria is responsible for the deaths of about 13% of the Yanomami population every year. However, the negative influence of the miners extends beyond physical health. Their introduction of alcohol and other western goods has had an immense negative effect on Yanomami society itself.

In response to the crisis created by the gold miners, in 1992 the Yanomami territory was protected by the Brazilian government by creating a federal indigenous reserve. However, the gold miners were not happy about the creation of the reserve and in July, 1993, a group of miners tried to exterminate an entire village in what has become to be known as the "Haximu Massacre." At lease 16 Yanomami were killed in what many have called genocide. Some of the miners were tried and convicted and after numerous appeals on the 7th of August, 2006 the Brazilian Supreme Federal Court reaffirmed that the crime known as the Haximu Massacre and upheld the ruling sentencing the miners to 19 years in prison for genocide. However, to this day there is political pressure by the mining industry to reduce the Yanomami territory and allow commercial mining operations on their lands.

In the year 2000, a journalist named Patrick Tierney published a book called, "Darkness in El Dorado," and accused anthropologist Napoleon Chagnon and his colleague geneticist James Neel of numerous misdeeds, among them intentionally creating an epidemic of measles among the Yanomami people in order to study the effects of natural selection on primitive societies. Tierney states that the resulting epidemic caused the death of hundreds of Yanomami. Incredibly, Tierney charged that the experiments were funded by the US Atomic Energy Commission, who sought to model the societal consequences of mass mortality caused by nuclear war. In addition to the measles epidemic, Tierney charged that Chagnon mischaracterized the Yanomami as "The Fierce People" when in fact it was Chagnon who was causing the violence by introducing enormous amounts of western goods such as machetes into the Yanomami society, thus stimulating warfare over the introduced goods. Tierney also accused Chagnon of fraud by staging films, such as "The Axe Fight" that he helped produce. The journalist charged that the anthropologist prescripted the films and that they were not spontaneous as portrayed.

Tierney's book caused an uproar in the anthropological community and the American Anthropological Association (AAA) got involved in the debate. In fact, the AAA convened a special commission to investigate the allegations against Chagnon and Neel. The report by the AAA issued in May, 2002 exonerated the anthropologist and geneticist from causing a measles epidemic among the Yanomami. Nonetheless, the AAA criticized some aspects of Chagnon's research, including his portrayal of the Yanomami as "The Fierce People," and his bribing of Venezuelan officials. However, the AAA debate was not over and three years later in June, 2005 they rescinded the acceptance of the 2002 report.

As someone who is working to support indigenous people, I would like to point out that over the many years since publishing his first book on the Yanomami (whose revenues made him a millionaire), Chagnon has failed to bring significant aid to the Yanomami people. In fact, he sought to damage the indigenous movement by publicly criticizing Davi Kopenawa, a Yanomami activist who helped establish the Yanomami reserve in Brazil. One might ask if it was proper behavior for an anthropologist to hurt the efforts of an indigenous Amazonian activist attempting to defend his people. Interestingly, the Yanomami leader Davi Kopenawa has predicted the destruction of the entire human race if the Amazon Rainforest is destroyed. Kopenawa states, "The forest-land will only die if it is destroyed by whites. Then, the creeks will disappear, the land will crumble, the trees will dry and the stones of the mountains will shatter under the heat. The xapiripë spirits who live in the mountain ranges and play in the forest will eventually flee. Their fathers, the shamans, will not be able to summon them to protect us. The forest-land will become dry and empty. The shamans will no longer be able to deter the smoke-epidemics and the malefic beings who make us ill. And so everyone will die." Many ecologists seem to agree with Kopenawa, believing that the Amazon Rainforest are the "lungs of the Earth" and that if the Amazon is destroyed, it will cause a global ecological disaster resulting in the eventual destruction of the human race.

#### Satellite loss shuts down global fracking

Les Johnson 13, Deputy Manager for NASA's Advanced Concepts Office at the Marshall Space Flight Center, Co-Investigator for the JAXA T-Rex Space Tether Experiment and PI of NASA's ProSEDS Experiment, Master's Degree in Physics from Vanderbilt University, Popular Science Writer, and NASA Technologist, Frequent Contributor to the Journal of the British Interplanetary Sodety and Member of the American Institute of Aeronautics and Astronautics, National Space Society, the World Future Society, and MENSA, Sky Alert!: When Satellites Fail, p. 99-105

Energy, environment, farming, mining, land use. All of these areas and more are now inextricably linked to satellite data and would be devastated should that flow of data stop. Environmental Monitoring Oh how complacent we've become. We take for granted that we will have instant images from space showing a volcanic eruption somewhere in the South Pacific within hours of learning that it happened. When the BP oll spill happened in the Gulf of Mexico in 2010, satellite images were used in conjunction with aircraft and ships to monitor the extent and evolving nature of the spill (Figures 10.1 and 10.2). The data were also used to direct the ships that were attempting to clean up the spill, to warn fishermen of areas in which it would be dangerous to fish, and to generally monitor the extent of the disaster. This is the type of data we get from space in a field known as remote sensing. Remote sensing is, well, exactly what its name implies. With it, you gather data, or sense, usually in the form of electromagnetic radiation (light), remotely - that is, you are not physically touching what you are looking at. Satellite remote sensing began shortly after we began launching satellites and many industries are now totally dependent upon having the capability. We use satellites, like the venerable Landsat series, to study the Earth m unprecedented detail. Since 1972, Landsat satellites have taken millions of high resolution images of the Earth's surface, allowing comprehensive studies of how the land has changed due to human intervention (deforestation, agriculture, settlement, etc.) and natural processes (desertification, floods, etc.). The best way to understand how useful Landsat and similar data can be to governments at all levels is best illustrated by looking at 14then and now" photographs. For example, Africa's Lake Chad has been shrinking for 40 years, as the desert has encroached on this once plentiful inland freshwater lake. Forty years ago, there were about 15,000 square miles of water within the lake. Now, it is less than 500 square miles (Figure 10.3) [1]. And what is the practical side of this particular bit of information? Governments use this type of satellite imagery to avoid human tragedy. Hundreds of thousands of people, if not millions, depend upon the waters of Lake Chad for agriculture, industry, and personal hygiene. With the lake going dry, how has this impacted on their livelihoods, their families, and their very lives? The European Space Agency (ESA) is freely providing satellite data to developing countries as they search for new sources of drinking water. For example, ESA assessed data obtained from space over Nigeria to find over 90 new freshwater sources within that country. After ground teams visited the new sites, all were confirmed to contain fresh water. This was no accident. These were satellites with sensors developed for just such purposes in mind [2]. Desertification is but one example of changing climates affecting people's everyday lives. What about more direct observations of our impact on the planet? Figures 10.4 and 10.5 show the scarring of the Earth's surface as a result of surface mining in West Virginia. This is not a polemic against mining; rather, it is an observation that we can use satellite imagery to monitor such mining and be mindful of its impact on the environment. Other than taking pictures of surface features, like lakes and open pit mines, how are satellites monitoring the Earth's changing climate? In just about every way, by: monitoring global land, sea, and atmospheric temperatures; measuring yearly average rainfall amounts just about everywhere on the globe; measuring glaciation rates; measuring sea surface heights; and more. Remote sensing is more than taking pictures of the Earth in the visible part of the spectrum. We can learn a great deal from looking at part of the spectrum that our eyes cannot see - but our instruments can. Shown in Figure 10.6 is a composite image of the Earth's surface showing the average land-surface temperature at night. The data came from two NASA satellites, Terra and Aqua, as they orbit the Earth in a polar orbit. (This means that they circle the Earth from top to bottom, passing over both the North and South Poles with each complete orbit.) Terra's orbit is such that it passes from the north to the south across the equator in the morning; Aqua passes south to north over the equator in the afternoon. Taken together, they observe the Earth's surface in its entirety every two days. Data sets such as this exist for just about any day of the year and can show either night-time lows or daytime highs. By looking in different parts of the spectrum, like the infrared light discussed above, we can make observations as described in Table 10.1. Pollution Monitoring As emerging countries industrialize, they also become polluters. Many of these countries are not exactly forthright about releasing air-pollution details to the media, so much of our awareness of the rising pollution there is anecdotal - typically m the form of stories told by people who have visited these countries and seen the extreme pollution at first hand. This, by the way, is not exactly scientific. Using satellites, and not relying on either the governments in question or second-hand stories, we can accurately assess the pollution levels there and elsewhere. Using satellite images to measure the amount of light absorbed or blocked by fine particulates in the atmosphere, otherwise known as air pollution, you can determine not only what the airborne pollutant might be, but also its size. And, by looking at the overall light blockage, an accurate estimate of the amount of pollution in the air can also be made. Recent studies show that many of these countries are covered in a pollution cloud that countries in the developed world would deem extremely harmful. And how do we know this with scientific certainty? From satellite measurements. Energy Production The recent boom in the production of shale oil in the United States and elsewhere is due in large part to the identification and geolocation of promising geologic formations for test drilling and fracking. "Fracking" is a somewhat new term that comes from the phrase "hydraulic fracturing". In fracking, massive amounts of previously unusable reservoirs of oil and natural gas are released for capture, sale, and transport from deposits deep within the Earth - many located at least a mile below the surface. In the United States alone, there may be as much as 750 trillion cubic feet of natural gas within shale deposits releasable by fracking [3]. How do energy companies know where to look for these deposits? In large part, by analyzing satellite imagery. According to Science Daily (26 February 2009), a new map of the Earth's gravitational field based on satellite measurements makes it much less resource intensive to find new oil deposits. The map will be particularly useful as the ice melts in the oil-rich Arctic regions. The easy-to-find oilfields have already been found. To fuel the growing world economy, those harder-to-find deposits must be located and tapped - which is why satellite imagery is so important. Take away this and other satellite-dependent techniques of oil and gas exploration and the world economy will feel the impact through higher oil and natural gas prices.

#### Fracking makes extinction inevitable---try-or die to shut it off

Rev. Mac Legerton 18, Co-Founder and Executive Director of the Center for Community Action, Member of the Board of Directors of the NC Climate Solutions Coalition, Member of the Board of Directors of the Windcall Institute, “Will The U.S. Blaze A Trail To Mass Extinction?”, APPPL News, 1/15/2018, https://www.apppl.org/news/will-the-u-s-blaze-a-trail-to-mass-extinction/

As an elder, I now realize that there is even a greater threat to humanity and life on Earth than nuclear war—though, unlike a nuclear exchange, this threat is a slow-motion catastrophe. Can you guess what it is? Here’s a clue: it is something with which most people don’t have a personal relationship. Tragically, some persons remain in total denial of its validity, much less its present danger. And that’s the problem – that’s why this threat needs to be more seriously addressed on the local, state, national, and international level.

What is it? It’s the slow-motion but rapidly growing catastrophe of climate change. There’s now good news amidst this seemingly overwhelming challenge. But the answer may surprise you. Today we know what is the #1 preventable cause of climate change. It’s not coal, it’s not nuclear, and it’s not oil and gasoline. It’s actually the use of the very fuel that is touted as being cleaner, greener, and cheaper than all the rest. This fuel is called “Natural Gas”.

Let’s start with its name – “Natural Gas”. What is “natural gas”? There’s actually nothing “natural” about it when it is forcibly extracted from the ground through hydraulic fracturing, commonly known as “fracking”. When something is forcibly ruptured from deep within the earth with the use of toxic chemicals, the last name you would use for it is “natural”.

Fracking disrupts the geologic fault lines causing earthquakes, uses millions of gallons of fresh water that becomes permanently poisoned by unknown, cancer-producing chemicals added to it, creates air pollution during the drilling process, increases the risk of injury and explosions, raises major health risks to both people and place in close proximity to it, and changes the nature of both neighborhoods and landscapes. Fracking also leaves a massive carbon footprint of drilling wells as deep as 8,000 feet and then drilling horizontally over 10,000 feet; On top of all this, it leaks major amounts of gas into the environment.

So, what is this gas? It is 90-95% methane gas which is a hydrocarbon compound made up of one carbon atom and four hydrogen atoms (CH4). It releases carbon into the atmosphere and produces carbon dioxide (C02) just like coal does when it is burned. Methane is not its trace element–it is its undisputed compound of this fossil fuel product. If a compound is 90-95% of a product, it makes sense to call it by that name. Doesn’t it? Well, actually not if you want people to believe and think that it is something that it is not. It is un-natural methane gas produced under massive and highly toxic pressure and hazardous conditions.

Now that we know what this gas is, what does it do to the atmosphere and climate that is so dangerous? This hydrocarbon has properties that block the radiation of heat from Earth’s surface 100 times more effectively than CO2 (released from burning coal) during its first 10 years of release and 86 times more effectively in its first 20 years. Because of the climate emergency underway, the first 10 or 20 years matter most.

When utility companies and the larger fossil fuel companies state that they are committed to lowering carbon emissions, this just isn’t true. They are radically escalating the most dangerous and worst of all fossil fuels in relation to its impact on the climate. Now the industry wants to expand production of methane gas all over the world by calling it “the most environmentally friendly fossil fuel”and a “bridge fuel” that we can safely use until we transition to 100% renewable energy sources.

Why would a major business industry want to call its product by another name? Perhaps for the same reason that the tobacco industry did not like the term “coffin nails” or “cancer sticks” for cigarettes. Honestly, there’s a striking similarity between what are called cigarettes and natural gas. When both were produced and named, their harm was not fully known. Once the industries promoting them learned of their significant harm, they did everything they could to hide this knowledge from the public. They even hired scientists to deny their dangers. The tobacco industry was eventually sued, the truth was acknowledged, and billions of dollars were paid out in the tobacco settlement.

This same scenario that occurred with the tobacco industry needs to occur with methane gas and the fossil fuel industry. The major difference in these two scenarios is that that this fossil fuel product doesn’t just threaten the lives of individuals who voluntarily breathe it in – it threatens the lives of not only every human being, but also all life on the planet. The outcome of this scenario needs to be a moratorium and eventual end to all use of methane gas as an energy source. For the sake of all of us, our communities, and world, the sooner the better. This abomination is different. There is no time to waste.

#### Loss of satellites shuts down drones

Daniel Ventre 11, Engineer for CNRS and Researcher for CESDIP, Cyberwar and Information Warfare, p. 198-199

The introduction of cyberspace operations is part of a specific context; a major evolution in the operation environment and the nature of the conflicts, which make irregular wars the rule, and make regular actors the exception to the rule. But the battle against unconventional, non-state governed, irregular actors raises specific problems: there are multiple actors, unpredictable at that, who do not abide by the same rules. New orders in conflicts are imposing the implementation of an ever more important need for information, and information collection and processing. Networks now have an incredible importance. The document refers to the growing threats against American heritage: the USA is a target and the increasing amount of attacks against their networks is indeed the proof of this. There are many obstacles which need to be removed before they can achieve real superiority and freedom to act, especially as vulnerable points may originate within the very operations of the armed forces. An example of this is the vulnerability of using products (software and hardware), commercial products (off-the-shelf), and sometimes even foreign products123. This brings to mind the fact that the US Air Force uses commercial, even foreign, applications for its cyberspace operations.

Information space extends to space124, particularly via communication and observation satellites125. Satellites are the keystone to the cyberspace and communication systems, but also the security system: monitoring (Echelon network is the symbol), observation, communication. These are at the heart of the C4ISR systems, without which a concept such as network-centric warfare could not exist. There would be no drones without satellites. It is even a question of extending the Internet to extra-atmospheric space. Projects in this vein (Interplanetary Networks) were being formed in the 1990s, but ran into several technical difficulties (delays in important transmissions due to high distances and costs) [GEL 06]. NASA dedicates a few pages on its website to this project126. The development of communication systems based on the infrastructures in extra-atmospheric space will also raise questions for legal, geopolitical and geostrategic domains: questions of seizing this space, questions of regulation of human activity in this space, of sovereignty, new territoriality and independence.

#### Drone prolif is inevitable and causes global nuclear war

Dr. Michael C. Horowitz 19, Professor of Political Science at University of Pennsylvania, NDT Champion from Emory University, PhD in Government from Harvard University, Adjunct Senior Fellow at the Center for a New American Security, “When Speed Kills: Autonomous Weapon Systems, Deterrence, and Stability”, 5/2/2019, https://papers.ssrn.com/sol3/papers.cfm?abstract\_id=3348356

Thus, the reason to deploy autonomous systems would have to be their reliability and effectiveness rather than signaling. And giving up human control to algorithms in a crisis that could end with global nuclear war would require an extremely high level of perceived reliability and effectiveness. Few things are more important to militaries in crisis situations than informational awareness and control over decisions, and there might be fear that autonomous systems are prone to accidents.

This counterfactual illustrates that the development and deployment of lethal autonomous weapon systems by national militaries, if it occurs, is unlikely to have simple, easy, and linear consequences. Instead, human factors, including the psychological desire for control and organizational politics, will strongly shape how militaries think about developing and using LAWS. This will not just influence the potential for arms races in peacetime, but deterrence and wartime stability due to the organizational processes militaries implement for the deployment and use of autonomous systems on the battlefield.

This paper draws on research in strategic studies and examples from military history to assess how LAWS could influence the development and deployment of military systems, including arms races, crisis stability, and wartime stability, especially the risk of escalation. It also discusses the potential for arms control. It focuses on these questions through the lens of key characteristics of LAWS, especially the potential for increased operational speed and, simultaneously, less human control over battlefield choices. One of the primary attractions of autonomous systems, even compared to remotely piloted systems, is the potential to operate at machine speed. Another potential benefit is the possibility of machine-like accuracy in following programming, but that comes with a potential downside: the loss of control and the accompanying risk of accidents, adversarial spoofing, and miscalculation. Even if LAWS malfunction at the same rate as humans in a given scenario, the ability of operators to control the impact of those malfunctions may be lower, which could make LAWS less predictable on the battlefield. The paper then examines how these issues interact with the large uncertainty parameter associated with AI-based military capabilities at present, both in terms of the range of the possible and the opacity of their programming.

The results highlight several critical issues surrounding the development and deployment of LAWS.1 First, the desire to fight at machine speed with autonomous systems, while making a military more effective in a conflict, could increase crisis instability. As countries fear losing conflicts faster, it will generate escalation pressure, including an increased incentive for first strikes. Second, in addition to the actual risk of accidents and miscalculation from LAWS, the fear of accidents and losing control of autonomous systems could limit the willingness of militaries to deploy them, particularly since many militaries are conservative when it comes to emerging technologies and have high standards for system reliability. Third, the dual-use, or even general purpose, character of the basic science underlying many autonomous systems will make the technology hard to control, giving many countries and actors access to basic algorithms, though whether this is described as diffusion, proliferation, or an arms race will depend on political dynamics as much as anything.

Finally, multiple uncertainty parameters concerning lethal autonomous weapon systems could exacerbate security dilemmas. Uncertainty over the range of the possible concerning the programming of lethal autonomous weapon systems will increase fear of those systems in the near term, making restraint less likely for competitive reasons. Moreover, the inherent differences between remotely piloted systems and LAWS at the platform level come from software, not hardware. There is arguably an inherent opacity to lethal autonomous weapon systems. If an arms race over lethal autonomous weapon systems occurs, it will likely be because of worse-case assumptions about capability development by potential adversaries.

What is Autonomy or Artificial Intelligence?

Artificial intelligence is the use of computing power, in the form of algorithms, to conduct tasks that previously required human intelligence.2 Artificial intelligence in this context is best thought of as an umbrella technology or enabler, like the combustion engine or electricity. Military applications of artificial intelligence are potentially broad – from image recognition for surveillance to more efficient logistics to battle management.3 These include both non-kinetic applications, including in the cyber realm, as well as kinetic applications.4 One potential application of artificial intelligence is through armed autonomous systems that could be deployed on the battlefield, or what are most popularly called lethal autonomous weapon systems or lethal autonomous weapon systems. This differs from remotely-piloted systems where a human, though at a distance, still operates a given vehicle or system.

What is a lethal autonomous weapon system? While simple to describe on first glance, and easy to understand in the extreme – an armed humanoid robot with extremely broad programming making decisions about engaging in warfare – drawing the line between a lethal autonomous weapon system and other weapon systems is complex. In Directive 3000.09, published in 2012, the US Department of Defense defines an autonomous weapon as “A weapon system that, once activated, can select and engage targets without further intervention by a human operator.”5 What it means to select and engage a target is not entirely clear, however. For example, homing munitions, which have existed since World War II, select and engage targets, according to a common sense understanding of the terms.6

Exactly what functions are autonomous also matters. A system could have automatic piloting, for example, that flies or drives a platform to a target, but still have complete human control over the use of the weapon. That would be a system with a high level of automation, though not a lethal autonomous weapon system according to most perspectives. Heather Roff measures the level of autonomy in a weapon system based on three subcomponents: self-mobility, self-direction, and self-determination. This helps distinguish systems where there might be autonomy concerning the best way a missile should get to a target, but the target itself is designated by a person fromsystems where an algorithm might be making higher-level engagement decisions.7 There are already some applications of limited machine autonomy in military systems, with the most prominent example being the automatic mode present on many Close-In Weapon Systems (CIWS), such as the Phalanx, used to defend ships and incoming missiles from attack.8

This article will not resolve the definitional debate surrounding lethal autonomous weapon systems, which is still ongoing in meetings of the Group of Governmental Experts focused on lethal autonomous weapon systems in the United Nations Convention on Certain Conventional Weapons. Provisionally, this article adopts the Scharre and Horowitz definition that a lethal autonomous weapon system is “[A] weapon system that, once activated, is intended to select and engage targets where a human has not decided those specific targets are to be engaged.”9 However, moving beyond the close cases (e.g. particular types of missile guidance systems) and considering those weapon systems that clearly use machine intelligence to search for, select, and/or engage targets can help clarify what is at stake in this debate in the first place.10 After all, if most militaries most of the time would not have any need for lethal autonomous weapon systems, or those systems have significant disadvantages relative to remotely-piloted military robotics or soldiers on the battlefield, the stakes are lower. In contrast, if the integration of machine intelligence with military systems could give countries or violent non-state actors a significant advantage in how they employ force, it becomes even more crucial to engage the topic.

It is important to note that this article does not address concerns about existential risk related to artificial general intelligence – the fear that a superintelligence could decide to destroy the human race, either because it decides humans are malign or because humans program it to achieve a goal it can only accomplish by destroying humans.11 The existential risk issue associated with artificial intelligence is not necessarily closely coupled to military applications of artificial intelligence. If a super-intelligent machine learning system has the ability to take over human society in the interest of a goal – any goal – whether autonomous systems at much smaller orders of magnitude already exist in military systems will likely be unimportant. The super-intelligent system would simply create what it needed.

Why Invest in Autonomous Systems?

Militaries are already increasing their investments in remotely-piloted robotic systems. From UAVs such as the MQ-9 Reaper (United States) to uninhabited surface vehicles (USVs) such as the Guardium (Israel) to uninhabited ground vehicles (UGV) such as Platform-M (Russia), militaries around the world are investing in remotely piloted platforms, some of which can carry weapons. In these systems, human control over the use of force is not fundamentally different from the use of force with inhabited systems. In some cases, such as the MQ-9 Reaper, the sensor system a drone pilot uses to launch a weapon might even be the same sensor system a pilot in the cockpit of an inhabited fighter uses. Using remotely piloted systems gives militaries the ability to reduce the risk to their own soldiers while still projecting power in similar ways to how they used force previously.12 The first places militaries are likely to use kinetic lethal autonomous weapon systems include relatively “clear” environments such as air-to-air combat or naval combat, especially in geographic arenas where civilians are extremely unlikely to be present.13
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One of the more dangerous concerns is the idea that the world will reach “a point of no return in space” 431 meaning there will be so much space junk that the ability to operate ceases to exist.432 In Marshall Kaplan’s view, “space-faring nations have already passed the point of no return, with the accumulation of debris objects in LEO steadily building over the past 50 years.” 433 As discussed earlier, NASA’s Kessler, established a similar concept called the Kessler Syndrome, which stated “when debris reaches a critical density in particular orbit, it can set off a chain reaction of collisions that create more debris, eventually making the orbit unusable.” 434 The importance of this statement is with the word “eventually,” because Kessler understood that this process could take decades.435 But, he wanted the world, especially the U.S., “to understand that if we don’t actively start removing five to ten objects per year for the next 100 years, we’ll have an unstable environment.” 436 Unstable environments have the potential to lead to political and military crisis. For example, imagine a hypothetical future scenario where LEO has been banned for satellite usage due to the immense amount of traffic, which no longer allows satellites to orbit safely without being hit by debris. Also, the satellites left in LEO are colliding with one another, creating even more debris and, additionally, making it difficult to launch satellites into higher orbits. This becomes a global conflict; militaries lose capabilities, and civilians lose basic luxuries that commercial space offers such as Internet connectivity, satellite television broadcasts, and other communications. The scenario presented above could result in an international crisis, creating the potential for more dangerous political and military disputes and disagreements. If space were unusable, the world might then become unstable, since we now depend on a variety of data from space for society, national militaries, and the international economy to function. The loss of satellites, specifically military assets, to space debris could incite armed conflict between space-faring nations.437 Armed conflict or even war in space would be the most dangerous possibility resulting from space debris collisions. Vitaly Adushkin,from the Russian Academy of Sciences, says that there can only be two likelihoods when a military defense satellite suddenly fails: “an unregistered collision with space debris or an aggressive action by an adversary.” 438 Both of those possibilities deal with a sensitivity that has the potential to become a politically or militarily dangerous conflict.439

#### Economic growth guarantees civilizational collapse by 2050 – decoupling is impossible and tech is a pipeline dream

**Kallis et al 18** Giorgos Kallis [ICREA Research Professor at Universitat Autònoma de Barcelona, environmental scientist working on ecological economics and political ecology, formerly Marie Curie International Fellow at the Energy and Resources Group of the University of California at Berkeley, PhD in Environmental Policy and Planning from the University of the Aegean in Greece], Vasilis Ragnar [Nurkse School of Innovation and Governance, Tallinn University of Technology], Steffen Lange [Institute for Ecological Economy Research, Berlin, Germany], Barbara Muraca [College of Liberal Arts, Oregon State University], Susan Paulson [Center for Latin American Studies, University of Florida], and Matthias Schmelzer [DFG Research Group, University of Jena], 5-31-2018, "Research On Degrowth," Annual Review of Environment and Resources, Vol. 43:291-316,  [https://www.annualreviews.org/doi/abs/10.1146/annurev-environ-102017-025941 //](https://www.annualreviews.org/doi/10.1146/annurev-environ-102017-025941%20//) ash

Although driven by political, institutional, and discursive processes, growth is also biophysical. The economic process converts energy, resources, and matter to goods, services, and waste (34). In theory, it seems possible to decouple material throughput from economic output by improving the resource efficiency of production. Ecological economists, however, argue that in practice absolute decoupling is unlikely, even though relative decoupling is common (34). Efficiency should not be confused with scale (35): The more efficiently we use resources, the lower they cost, and the more of them we end up using (36). This is, in essence, growth. Just as increases in labor productivity lead to growth and new jobs, not to less employment, increases in resource productivity increase output and resource use (37). Capitalist economies grow by using more resources and more people, more intensively. Accelerating this is unlikely to spare resources.

Growth can become “cleaner” or “greener” by substituting, for example, fossil fuels with solar power, or scarce, environmentally intensive metals with more abundant and less intensive metals. But new substitutes have resource requirements, and life-cycle impacts that cross space and time. Energy is a vital source of useful work (38); growth has been possible because fossil fuels did things human labor alone could not do. Ending the use of fossil fuels is likely to reduce labor productivity and limit output (34). Solar and wind power are constrained only by their rate of flow, but unlike fossil fuels, they are diffuse—more like rain than a lake (3). To collect and concentrate a diffuse flow of energy, more energy is necessary and more land is required. The EROIs (energy returns on energy investment) of renewable energies are between 10:1 and 20:1, compared to more than 50:1 for earlier deposits of oil and coal (39). An economy powered by a diffuse energy flow is then likely to be an economy of lower net energy and lower output than one powered by concentrated stocks (3). Land use for solar or wind also competes with the use of land for food production, and rare materials are necessary for infrastructures and batteries that store their intermittent flows, with significant environmental effects.

Historical data corroborate ecological economic theory (40). Ayres & Warr (38) find that the use of net energy after conversion losses explains a big portion of the United States’ total factor productivity and economic growth. At the global level, GDP and material use have increased approximately 1:1. Carbon emissions have increased somewhat slower than GDP, but still have increased (34). This is unlikely to be a coincidence. Exceptions may exist, but cross-panel data analysis shows that overall, 1% growth of a national economy is associated with 0.6% to 0.8% increase in its carbon emissions (41) and 0.8% growth in its resource use (42).

Global resource use follows currently the “collapse by 2050” scenario foreseen in the “Limits to Growth” 1971 report (43–45). Domestic material use in some developed OECD economies has reached a plateau, but this is because of globalization and trade. If we take into account imported goods, then the material requirements of products and services consumed in OECD countries have grown hand in hand with GDP, with no decoupling (46). For water use, the effects of growth overwhelm any realistic savings from technologies and efficiency (47); water footprints have increased even in regions such as California where water withdrawals were stabilized (40).

Carbon emissions in some EU (European Union) countries have been declining, even after trade is taken into account, suggesting some substitution of fossil fuels by cleaner energies. [Although recession also played a role (34).] These declines are nowhere near the 8–10%, year-afteryear reductions in carbon emissions required for developed nations under scenarios compatible with a 50% chance of limiting warming to 2◦C (48). Further reductions will be harder to sustain once one-off substitutions of oil or coal with natural gas are exhausted (34).

Resource use or carbon emissions are a product of the scale of the economy (GDP) times its resource or carbon intensity (kg/GDP or kgCO2/GDP). With 1.5% annual increase in global income per capita, carbon intensity has to decline 4.4% each year for staying within 2◦C; with 0% growth, carbon intensity has to fall 2.9% each year (49). In the period 1970–2013, the average annual reduction rate for carbon intensity was less than 1.5%—and this gets harder to sustain as the share of carbon-intensive economies in global output increases (49). As Jackson (50) showed in his seminal work, it is practically impossible to envisage viable climate mitigation scenarios that involve growth. This calls for research on managing, or prospering, without growth (50, 51).

Some scenarios deem possible meeting climate targets while sustaining growth, but these generally assume after 2050 some sort of “negative emissions technology,” geo-engineering or otherwise. According to a recent Nature editorial, these technologies remain currently “magical thinking” (52). Clean energy investments can stimulate the economy in the short run, but in the long run growth may be limited by their low EROIs. Studies suggest that economic growth requires a minimum EROI of close to 11:1 (53). Less EROI means less labor productivity, and hence less growth. Indeed, “Limits to Growth” scenarios do not predict growth ending when resources are exhausted but, rather, when the quality of resources declines to such an extent that further extraction diverts more and more investment away from productive industry (44).

Degrowth is defined by ecological economists as an equitable downscaling of throughput, with a concomitant securing of wellbeing. If there is a fundamental coupling of economic activity and resource use, as ecological economics suggests there is, then serious environmental or climate policies will slow down the economy. Vice versa, a slower economy will use less resources and emit less carbon (40). This is not the same as saying that the degrowth goal is to reduce GDP (54); slowing down the economy is not an end but a likely outcome in a transition toward equitable wellbeing and environmental sustainability.

#### Stopping growth solves extinction from eco collapse – decoupling is impossible even under perfect conditions, and transition dangers are overhyped

Hickel 18 [Jason Hickel is an anthropologist, author, and a fellow of the Royal Society of Arts. Why Growth Can’t Be Green. Foreign Policy Magazine. September 12, 2018. https://foreignpolicy.com/2018/09/12/why-growth-cant-be-green/]

Warnings about ecological breakdown have become ubiquitous. Over the past few years, major newspapers, including the Guardian and the New York Times, have carried alarming stories on soil depletion, deforestation, and the collapse of fish stocks and insect populations. These crises are being driven by global economic growth, and its accompanying consumption, which is destroying the Earth’s biosphere and blowing past key planetary boundaries that scientists say must be respected to avoid triggering collapse.

Many policymakers have responded by pushing for what has come to be called “green growth.” All we need to do, they argue, is invest in more efficient technology and introduce the right incentives, and we’ll be able to keep growing while simultaneously reducing our impact on the natural world, which is already at an unsustainable level. In technical terms, the goal is to achieve “absolute decoupling” of GDP from the total use of natural resources, according to the U.N. definition.

It sounds like an elegant solution to an otherwise catastrophic problem. There’s just one hitch: New evidence suggests that green growth isn’t the panacea everyone has been hoping for. In fact, it isn’t even possible.

Green growth first became a buzz phrase in 2012 at the United Nations Cosnference on Sustainable Development in Rio de Janeiro. In the run-up to the conference, the World Bank, the Organization for Economic Cooperation and Development, and the U.N. Environment Program all produced reports promoting green growth. Today, it is a core plank of the U.N. Sustainable Development Goals.

But the promise of green growth turns out to have been based more on wishful thinking than on evidence. In the years since the Rio conference, three major empirical studies have arrived at the same rather troubling conclusion: Even under the best conditions, absolute decoupling of GDP from resource use is not possible on a global scale.

A team of scientists led by the German researcher Monika Dittrich first raised doubts in 2012. The group ran a sophisticated computer model that predicted what would happen to global resource use if economic growth continued on its current trajectory, increasing at about 2 to 3 percent per year. It found that human consumption of natural resources (including fish, livestock, forests, metals, minerals, and fossil fuels) would rise from 70 billion metric tons per year in 2012 to 180 billion metric tons per year by 2050. For reference, a sustainable level of resource use is about 50 billion metric tons per year—a boundary we breached back in 2000.

The team then reran the model to see what would happen if every nation on Earth immediately adopted best practice in efficient resource use (an extremely optimistic assumption). The results improved; resource consumption would hit only 93 billion metric tons by 2050. But that is still a lot more than we’re consuming today. Burning through all those resources could hardly be described as absolute decoupling or green growth.

In 2016, a second team of scientists tested a different premise: one in which the world’s nations all agreed to go above and beyond existing best practice. In their best-case scenario, the researchers assumed a tax that would raise the global price of carbon from $50 to $236 per metric ton and imagined technological innovations that would double the efficiency with which we use resources. The results were almost exactly the same as in Dittrich’s study. Under these conditions, if the global economy kept growing by 3 percent each year, we’d still hit about 95 billion metric tons of resource use by 2050. Bottom line: no absolute decoupling.

Finally, last year the U.N. Environment Program—once one of the main cheerleaders of green growth theory—weighed in on the debate. It tested a scenario with carbon priced at a whopping $573 per metric ton, slapped on a resource extraction tax, and assumed rapid technological innovation spurred by strong government support. The result? We hit 132 billion metric tons by 2050. This finding is worse than those of the two previous studies because the researchers accounted for the “rebound effect,” whereby improvements in resource efficiency drive down prices and cause demand to rise—thus canceling out some of the gains.

Study after study shows the same thing. Scientists are beginning to realize that there are physical limits to how efficiently we can use resources. Sure, we might be able to produce cars and iPhones and skyscrapers more efficiently, but we can’t produce them out of thin air. We might shift the economy to services such as education and yoga, but even universities and workout studios require material inputs. Once we reach the limits of efficiency, pursuing any degree of economic growth drives resource use back up.

These problems throw the entire concept of green growth into doubt and necessitate some radical rethinking. Remember that each of the three studies used highly optimistic assumptions. We are nowhere near imposing a global carbon tax today, much less one of nearly $600 per metric ton, and resource efficiency is currently getting worse, not better. Yet the studies suggest that even if we do everything right, decoupling economic growth with resource use will remain elusive and our environmental problems will continue to worsen.

Preventing that outcome will require a whole new paradigm. High taxes and technological innovation will help, but they’re not going to be enough. The only realistic shot humanity has at averting ecological collapse is to impose hard caps on resource use, as the economist Daniel O’Neill recently proposed. Such caps, enforced by national governments or by international treaties, could ensure that we do not extract more from the land and the seas than the Earth can safely regenerate. We could also ditch GDP as an indicator of economic success and adopt a more balanced measure like the genuine progress indicator (GPI), which accounts for pollution and natural asset depletion. Using GPI would help us maximize socially good outcomes while minimizing ecologically bad ones.

But there’s no escaping the obvious conclusion. Ultimately, bringing our civilization back within planetary boundaries is going to require that we liberate ourselves from our dependence on economic growth—starting with rich nations. This might sound scarier than it really is. Ending growth doesn’t mean shutting down economic activity—it simply means that next year we can’t produce and consume more than we are doing this year. It might also mean shrinking certain sectors that are particularly damaging to our ecology and that are unnecessary for human flourishing, such as advertising, commuting, and single-use products.

But ending growth doesn’t mean that living standards need to take a hit. Our planet provides more than enough for all of us; the problem is that its resources are not equally distributed. We can improve people’s lives right now simply by sharing what we already have more fairly, rather than plundering the Earth for more. Maybe this means better public services. Maybe it means basic income. Maybe it means a shorter working week that allows us to scale down production while still delivering full employment. Policies such as these—and countless others—will be crucial to not only surviving the 21st century but also flourishing in it.

#### Warming guarantees extinction – multiple scenarios

Specktor 19 [Brandon Specktor] “Human Civilization Will Crumble by 2050 If We Don't Stop Climate Change Now, New Paper Claims.” Live Science. June 4, 2019. <https://www.livescience.com/65633-climate-change-dooms-humans-by-2050.html> TG

It seems every week there's a scary new report about how man-made climate change is going to cause the collapse of the world's ice sheets, result in the extinction of up to 1 million animal species and — if that wasn't bad enough — make our [beer very, very expensive](https://www.livescience.com/63832-climate-change-will-ruin-beer.html). This week, a new policy paper from an Australian think tank claims that those other reports are slightly off; the risks of climate change are actually much, much worse than anyone can imagine.

[According to the paper](https://docs.wixstatic.com/ugd/148cb0_b2c0c79dc4344b279bcf2365336ff23b.pdf), climate change poses a "near- to mid-term existential threat to human civilization," and there's a good chance society could collapse as soon as 2050 if serious mitigation actions aren't taken in the next decade.

Published by the Breakthrough National Centre for Climate Restoration in Melbourne (an independent think tank focused on climate policy) and authored by a climate researcher and a former fossil fuel executive, the paper's central thesis is that climate scientists are too restrained in their predictions of how climate change will affect the planet in the near future. [[Top 9 Ways the World Could End](https://www.livescience.com/36999-top-scientists-world-enders.html)]

The current climate crisis, they say, is larger and more complex than any humans have ever dealt with before. General climate models — like the one that the [United Nations' Panel on Climate Change](https://www.ipcc.ch/sr15/) (IPCC) used in 2018 to predict that a global temperature increase of 3.6 degrees Fahrenheit (2 degrees Celsius) could put hundreds of millions of people at risk — fail to account for the sheer complexity of Earth's many interlinked geological processes; as such, they fail to adequately predict the scale of the potential consequences. The truth, the authors wrote, is probably far worse than any models can fathom.

How the world ends

What might an accurate worst-case picture of the planet's climate-addled future actually look like, then? The authors provide one particularly grim scenario that begins with world governments "politely ignoring" the advice of scientists and the will of the public to decarbonize the economy (finding alternative energy sources), resulting in a global temperature increase 5.4 F (3 C) by the year 2050. At this point, the world's ice sheets vanish; brutal droughts kill many of the trees in the [Amazon rainforest](https://www.livescience.com/57266-amazon-river.html) (removing one of the world's largest carbon offsets); and the planet plunges into a feedback loop of ever-hotter, ever-deadlier conditions.

"Thirty-five percent of the global land area, and 55 percent of the global population, are subject to more than 20 days a year of lethal heat conditions, beyond the threshold of human survivability," the authors hypothesized.

Meanwhile, droughts, floods and wildfires regularly ravage the land. Nearly one-third of the world's land surface turns to desert. Entire ecosystems collapse, beginning with the planet's coral reefs, the rainforest and the Arctic ice sheets. The world's tropics are hit hardest by these new climate extremes, destroying the region's agriculture and turning more than 1 billion people into refugees.

This mass movement of refugees — coupled with [shrinking coastlines](https://www.livescience.com/51990-sea-level-rise-unknowns.html) and severe drops in food and water availability — begin to stress the fabric of the world's largest nations, including the United States. Armed conflicts over resources, perhaps culminating in nuclear war, are likely.

The result, according to the new paper, is "outright chaos" and perhaps "the end of human global civilization as we know it."

#### Collapse doesn’t cause war

Clary 15 – Christopher Clary, former International Affairs Fellow in India at the Council on Foreign Relations, Postdoctoral Fellow at the Watson Institute at Brown University, Adjunct Staff Member @ RAND Corporation, Security Studies Program @ MIT, country director for South Asian affairs in the Office of the Secretary of Defense, former Research Fellow @ the Harvard Kennedy School's Belfer Center for Science and International Affairs, former research associate in the Department of National Security Affairs at the Naval Postgraduate School, BA from Wichita State University and an MA from the U.S. Naval Postgraduate School, 2015 (“Economic Stress and International Cooperation: Evidence from International Rivalries,” Massachusetts Institute of Technology Political Science Department Research Paper No. 2015-­‐8, “Economic Stress and International Cooperation: Evidence from International Rivalries,” <http://papers.ssrn.com/sol3/papers.cfm?abstract_id=2597712>)

Do economic downturns generate pressure for diversionary conflict? Or might downturns encourage austerity and economizing behavior in foreign policy? This paper provides new evidence that economic stress is associated with conciliatory policies between strategic rivals. For states that view each other as military threats, the biggest step possible toward bilateral cooperation is to terminate the rivalry by taking political steps to manage the competition. Drawing on data from 109 distinct rival dyads since 1950, 67 of which terminated, the evidence suggests rivalries were approximately twice as likely to terminate during economic downturns than they were during periods of economic normalcy. This is true controlling for all of the main alternative explanations for peaceful relations between foes (democratic status, nuclear weapons possession, capability imbalance, common enemies, and international systemic changes), as well as many other possible confounding variables. This research questions existing theories claiming that economic downturns are associated with diversionary war, and instead argues that in certain circumstances peace may result from economic troubles. Defining and Measuring Rivalry and Rivalry Termination I define a rivalry as the perception by national elites of two states that the other state possesses conflicting interests and presents a military threat of sufficient severity that future military conflict is likely. Rivalry termination is the transition from a state of rivalry to one where conflicts of interest are not viewed as being so severe as to provoke interstate conflict and/or where a mutual recognition of the imbalance in military capabilities makes conflict-causing bargaining failures unlikely. In other words, rivalries terminate when the elites assess that the risks of military conflict between rivals has been reduced dramatically. This definition draws on a growing quantitative literature most closely associated with the research programs of William Thompson, J. Joseph Hewitt, and James P. Klein, Gary Goertz, and Paul F. Diehl.1 My definition conforms to that of William Thompson. In work with Karen Rasler, they define rivalries as situations in which “[b]oth actors view each other as a significant politicalmilitary threat and, therefore, an enemy.”2 In other work, Thompson writing with Michael Colaresi, explains further: The presumption is that decisionmakers explicitly identify who they think are their foreign enemies. They orient their military preparations and foreign policies toward meeting their threats. They assure their constituents that they will not let their adversaries take advantage. Usually, these activities are done in public. Hence, we should be able to follow the explicit cues in decisionmaker utterances and writings, as well as in the descriptive political histories written about the foreign policies of specific countries.3 Drawing from available records and histories, Thompson and David Dreyer have generated a universe of strategic rivalries from 1494 to 2010 that serves as the basis for this project’s empirical analysis.4 This project measures rivalry termination as occurring on the last year that Thompson and Dreyer record the existence of a rivalry.5 Why Might Economic Crisis Cause Rivalry Termination? Economic crises lead to conciliatory behavior through five primary channels. (1) Economic crises lead to austerity pressures, which in turn incent leaders to search for ways to cut defense expenditures. (2) Economic crises also encourage strategic reassessment, so that leaders can argue to their peers and their publics that defense spending can be arrested without endangering the state. This can lead to threat deflation, where elites attempt to downplay the seriousness of the threat posed by a former rival. (3) If a state faces multiple threats, economic crises provoke elites to consider threat prioritization, a process that is postponed during periods of economic normalcy. (4) Economic crises increase the political and economic benefit from international economic cooperation. Leaders seek foreign aid, enhanced trade, and increased investment from abroad during periods of economic trouble. This search is made easier if tensions are reduced with historic rivals. (5) Finally, during crises, elites are more prone to select leaders who are perceived as capable of resolving economic difficulties, permitting the emergence of leaders who hold heterodox foreign policy views. Collectively, these mechanisms make it much more likely that a leader will prefer conciliatory policies compared to during periods of economic normalcy. This section reviews this causal logic in greater detail, while also providing historical examples that these mechanisms recur in practice.