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**Interpretation: Topical affirmatives must defend the appropriation of outer space**

**Outer space starts 372 miles above the surface of earth.**

**National Geographic No Date** [National Geographic Society, "Atmosphere," <https://www.nationalgeographic.org/encyclopedia/atmosphere/>] Sachin

Earth’s atmosphere stretches from the surface of the planet up to as far as 10,000 kilometers (6,214 miles) above. After that, the atmosphere blends into space. Not all scientists agree where the actual upper boundary of the atmosphere is, but they can agree that the bulk of the atmosphere is located close to Earth’s surface—up to a distance of around eight to 15 kilometers (five to nine miles). While oxygen is necessary for most life on Earth, the majority of Earth’s atmosphere is not oxygen. Earth’s atmosphere is composed of about 78 percent nitrogen, 21 percent oxygen, 0.9 percent argon, and 0.1 percent other gases. Trace amounts of carbon dioxide, methane, water vapor, and neon are some of the other gases that make up the remaining 0.1 percent. The atmosphere is divided into five different layers, based on temperature. The layer closest to Earth’s surface is the troposphere, reaching from about seven and 15 kilometers (five to 10 miles) from the surface. The troposphere is thickest at the equator, and much thinner at the North and South Poles. The majority of the mass of the entire atmosphere is contained in the troposphere—between approximately 75 and 80 percent. Most of the water vapor in the atmosphere, along with dust and ash particles, are found in the troposphere—explaining why most of Earth’s clouds are located in this layer. Temperatures in the troposphere decrease with altitude. The stratosphere is the next layer up from Earth’s surface. It reaches from the top of the troposphere, which is called the tropopause, to an altitude of approximately 50 kilometers (30 miles). Temperatures in the stratosphere increase with altitude. A high concentration of ozone, a molecule composed of three atoms of oxygen, makes up the ozone layer of the stratosphere. This ozone absorbs some of the incoming solar radiation, shielding life on Earth from potentially harmful ultraviolet (UV) light, and is responsible for the temperature increase in altitude. The top of the stratosphere is called the stratopause. Above that is the mesosphere, which reaches as far as about 85 kilometers (53 miles) above Earth’s surface. Temperatures decrease in the mesosphere with altitude. In fact, the coldest temperatures in the atmosphere are near the top of the mesosphere—about -90°C (-130°F). The atmosphere is thin here, but still thick enough so that meteors will burn up as they pass through the mesosphere—creating what we see as “shooting stars.” The upper boundary of the mesosphere is called the mesopause. **The thermosphere** is located above the mesopause and **reaches** out to around 600 kilometers **(372 miles).** Not much is known about the thermosphere except that temperatures increase with altitude. Solar radiation makes the upper regions of the thermosphere very hot, reaching temperatures as high as 2,000°C (3,600°F). The uppermost layer, that blends with what is considered to be outer space, is the exosphere. The pull of Earth’s gravity is so small here that molecules of gas escape into outer space.

**Megaconstellations occupy the area below space**

**Reno Gazette** 6/11/**21** [Reno Gazette Journal, , "SpaceX satellites soaring across the night sky have many wondering what they are," https://www.rgj.com/story/news/2021/06/11/spacex-starlink-satellites-night-sky-lights/7643864002/, accessed 1-23-2022 azhang]

[News](https://www.rgj.com/news/)[Sports](https://www.rgj.com/sports/)[Business](https://www.rgj.com/business/)[Life](https://www.rgj.com/life/)[Opinion](https://www.rgj.com/opinion/)[Obituaries](https://www.rgj.com/obituaries)[E-Edition](https://user.rgj.com/user/enewspaper)[Legals](http://classifieds.rgj.com/category.php?place=Public+Notices&posit=Public+Notices)

If you have looked up at the night sky lately, you may have seen a string of lights blazing by.

While these may be an unidentified object to a lot of people, they are part of Elon Musk’s goal of universal internet.

These SpaceX satellites, known as Starlinks, are often as bright as an airplane and travel in packs of up to 60 satellites. They orbit the earth at one of the lowest elevations allowed for spacecraft, around 186 miles above earth's surface and up to almost 342 miles high.

Currently, there are about 1,800 Starlink satellites in orbit. SpaceX has applied to place upwards of 30,000 satellites in orbit to provide high-speed wireless internet.

For scale, currently there are about 4,300 active satellites orbiting the planet and historically, only 11,670 ever placed into orbit since the launch of the first satellite, Sputnik, in 1957. According to SpaceNews.com, SpaceX [began placing Starlink satellites in orbit](https://spacenews.com/spacex-launches-60-starlink-satellites-begins-constellation-buildout/) in May of 2019.

When we reached out to SpaceX for more information they said no one was available for an interview.

'100,000 functional satellites in orbit around the earth'

“Starlink is just one representative of a whole new class of what are being called satellite mega-constellations,” said Dr. John Barentine, the director of conservation of the [International Dark-Sky Association](https://www.darksky.org/). These mega-constellations are a group of satellites that fly together in some sort of formation.

**Violation: 342 miles is less than the 372 miles necessary to be considered outer space; they explicitly defend only LEO**

**Vote neg:**

**1] Limits and ground: the aff interpretation explodes the topic to allow any aff about space generally which structurally alters the neg research burden because there’s a qualitative difference between outer space and the atmosohere. Means we get no ground bc of how unpredictable the AC could be from round to round – kills core neg generics like space col bad and mining that don’t link if you specify a part of space**

**2] Precision – Justifies the aff arbitrarily doing away with words in the resolution which gives way to affs about anything which obliterates neg prep. Even if its not drop the debater, this implicates solvency independently.**

**Use competing interps - Topicality is a binary question, you can’t be reasonably topical and it invites a race to the bottom of intervention**

**Drop the debater – dropping the argument doesn’t rectify abuse since winning T proves why we don’t have the burden of rejoinder against their aff.**

**No RVIS – it’s your burden to be topical**

### 2

#### Interpretation: “Appropriation of outer space” by private entities refers to the exercise of exclusive control of space.

TIMOTHY JUSTIN TRAPP, JD Candidate @ UIUC Law, ’13, TAKING UP SPACE BY ANY OTHER MEANS: COMING TO TERMS WITH THE NONAPPROPRIATION ARTICLE OF THE OUTER SPACE TREATY UNIVERSITY OF ILLINOIS LAW REVIEW [Vol. 2013 No. 4]

The issues presented in relation to the nonappropriation article of the Outer Space Treaty should be clear.214 The ITU has, quite blatantly, created something akin to “property interests in outer space.”215 It allows nations to exclude others from their orbital slots, even when the nation is not currently using that slot.216 This is directly in line with at least one definition of outer-space appropriation.217 [\*\*Start Footnote 217\*\*Id. at 236 (“Appropriation of outer space, therefore, is ‘the exercise of exclusive control or exclusive use’ with a sense of permanence, which limits other nations’ access to it.”) (quoting Milton L. Smith, The Role of the ITU in the Development of Space Law, 17 ANNALS AIR & SPACE L. 157, 165 (1992)). \*\*End Footnote 217\*\*]The ITU even allows nations with unused slots to devise them to other entities, creating a market for the property rights set up by this regulation.218 In some aspects, this seems to effect exactly what those signatory nations of the Bogotá Declaration were trying to accomplish, albeit through different means.219

#### Violation: Satellite positioning is de facto appropriation, not appropriation proper.

Matignon 19 [Louis de Gouyon Matignon, PhD in space law from Georgetown University, “ORBITAL SLOTS AND SPACE CONGESTION,” 06/03/19, *Space Legal Issues*, https://www.spacelegalissues.com/orbital-slots-and-space-congestion/, EA]

Near-Earth space is formed of different orbital layers. Terrestrial orbits are limited common resources and inherently repugnant to any appropriation: they are not property in the sense of law. Orbits and frequencies are res communis (a Latin term derived from Roman law that preceded today’s concepts of the commons and common heritage of mankind; it has relevance in international law and common law). It’s the first-come, first-served principle that applies to orbital positioning, which without any formal acquisition of sovereignty, records a promptness behaviour to which it grants an exclusive grabbing effect of the space concerned. Geostationary orbit is a limited but permanent resource: this de facto appropriation by the first-comers – the developed countries – of the orbit and the frequencies is protected by Space Law and the International Telecommunications Law. The challenge by developing countries of grabbing these resources is therefore unjustified on the basis of existing law. Denying new entrants geostationary-access or making access more difficult does not constitute appropriation; it simply results from the traditional system of distribution of access rights. The practice of developed States is based on free access and priority given to the first satellites placed in geostationary orbit.

#### Prefer

#### 1] Limits – they explode the topic to include banning anything in space like photography, sending rovers, collecting ice cores, can’t sell rocks on EBAY, etc. and make it so there is *no* unified neg generics. That kills fairness by exploding the neg prep burden since outer space is so vague and no generics exist to answer both the photography and the rovers aff, so affs would just win with a tiny impact every round.

#### 2] Ground – we can’t read generics like the space democracy or the space colonization DAs, the Moon PIC, and property rights NCs which hyperfocuses debate on minute parts of the literature and makes neg engagement impossible.

#### Cross app the rest of the standards

### 3

#### Xi is tightening control over the PLA but completing goals are critical.

Krishnan 21 – Ananth, 11/18/21, [‘Xi tightened control over the PLA’, TheHindu, <https://www.thehindu.com/news/international/xi-tightened-control-over-the-pla/article37549460.ece>] Justin

The new resolution on history passed last week by China’s ruling Communist Party has said that President Xi Jinping had tightened control over the military to address the party’s “obviously lacking” leadership of the armed forces under his predecessors.

The full text of the resolution, released on Tuesday evening, listed some of the actions taken by the People’s Liberation Army (PLA) under Mr. Xi, who is also the chairman of the Central Military Commission. These included what the document described as “major operations related to border defence”.

No specifics

It did not specify what those major operations were. China has unresolved land borders with India and Bhutan. In April 2020, the PLA mobilised two divisions and carried out multiple transgressions across the Line of Actual Control (LAC) in Eastern Ladakh, sparking the worst crisis along the border in many years. Talks to resolve the tensions are still on-going.

“The armed forces have remained committed to carrying out military struggles in a flexible manner to counter military provocations by external forces, and they have created a strong deterrent against separatist activities seeking ‘Taiwan independence,’” the resolution said.

“They have conducted major operations related to border defence, protecting China’s maritime rights, countering terrorism and maintaining stability, disaster rescue and relief, fighting COVID-19, peacekeeping and escort services, humanitarian assistance, and international military cooperation.”

Last week’s resolution on history was only third such document putting forth the official view on party history, following resolutions passed by Mao Zedong in 1945 and Deng Xiaoping in 1981.

The new resolution dealt more with the future than the past. It essentially reaffirmed the official view on history, saying that the “basic points and conclusions” of past resolutions “remain valid to this day.”

It repeated the conclusion reached in 1981 on Mao’s errors noting that “mistakes were made” and that “Mao Zedong’s theoretical and practical errors concerning class struggle in a socialist society became increasingly serious” leading to the disasters of the Cultural Revolution.

Criticism of predecessors

Much of the new resolution focuses on emphasising Mr. Xi’s leadership and calling for the party to support his “core” status. It only briefly mentioned Mr. Xi’s predecessors Jiang Zemin and Hu Jintao, and implicitly critcised some aspects of their leadership including on military matters.

“For a period of time, the party’s leadership over the military was obviously lacking,” it noted. “If this problem had not been completely solved, it would not only have diminished the military’s combat capacity, but also undermined the key political principle that the party commands the gun.”

The document said Mr. Xi’s leadership had tightened supervision on the military including boosting “troop training and battle preparedness”, and it repeated China’s stated goals of completing the modernisation of its armed forces by 2035 and building a “world class” military by 2050, which observers see as meaning on par with the U.S.

‘Working vigorously’

“To build strong people’s armed forces, it is of paramount importance to uphold the fundamental principle and system of absolute party leadership over the military, to ensure that supreme leadership and command authority rest with the party Central Committee and the Central Military Commission (CMC), and to fully enforce the system of the CMC chairman assuming overall responsibility,” the resolution said, adding that “setting their sights on this problem, the Central Committee and the CMC have worked vigorously to govern the military with strict discipline in every respect.”

#### Megaconstellations are part of China’s core space agenda, is seen as their greatest opportunity to compete with the West, and is a national priority – the private sector is key and the plan is a 180

**Jones, 21** (Ash Jones, 4-27-2021, accessed on 1-23-2022, Industry Europe, "China's plans for a 13,000 satellite megaconstellation", https://industryeurope.com/sectors/aerospace-defence/china-s-plans-for-a-13-000-satellite-megaconstellation/)azhang

by Ash Jones 27 April 2021 14:00 China has announced plans to oversee and construct a megaconstellation - used for sending satellite internet services - made up of a little under 13,000 satellites through a coordinated effort involving many of the country's key space players. Satellites are used to project networks across the globe; pictured is an artists' rendition of a global satellite internet network. Credit: ESA Plans for this have been publicly known since at least October 2020, when analysts predicted the Chinese state would move to create a Low Earth Orbit (LEO) constellation to compete with major western rivals such as Amazon, OneWeb and SpaceX. Read more: NASA & California partner on methane-mapping satellite project Recent comments by Chinese state officials suggest it may already make use of existing satellite infrastructure, potentially forming part of the larger "Guoweng" network, part of its idea for a national internet network. These have come as a boost to previous plans for similar networks made last year. SpaceNews reported on April 21 that spectrum filings were submitted to the International Telecommunication Union (ITU) by China in September last year. The filings show as many as 12,992 satellites will make up the constellation, although there are fears this would only serve China's interest by operating state-run media and intranet outlets. These would lie - as the name LEO suggests - in low orbit, anywhere between 500 and 1500 km and would operate under a number of frequency bands. In a March 7 interview with Shanghai Securities News, Bao Weimin, a senior official with the state-owned China Aerospace Science and Technology Bao Weimin. Credit: SASAC Corp. (CASC) revealed it had already launched some test satellites. “We are planning and developing space Internet satellites and have launched test satellites," he said. "A 'State Grid' company will also be established to be responsible for the overall planning and operation of space Internet construction." Washington DC-based analyst Bhavya Lal surmised that out of the 20 or so Chinese companies engaged in satellite technologies, fewer than a dozen had proposed the use of constellation at the time the filings were submitted. “Many focus on narrowband communications, targeting markets such as the Internet of Things (IoT)," he said in a statement released in October 2020, adding that many of the state-owned outlets "[had] the deeper pockets needed to rapidly launch satellite constellations." She concluded that many of the private companies lacked the required hardware to launch. Read more: The satellite drone that can beam 5G from the stratosphere She said: “However, as in other areas, the Chinese are making fast progress. The best we can tell the current focus of most companies is domestic. But as the Chinese have done in other areas such as high-speed rail, it would be not a stretch of the imagination that once the bugs in the system are worked out domestically, the Chinese will begin to market services internationally.” It is currently unknown if any of this has changed in the six months since it broke. In mid-April Ge Yujung, the president of China Spacesat, another key player, revealed the previously planned satellite clusters would be altered to fit a new plan, saying the Hongyan and Hongyun systems would "undergo major changes" by "relevant government authorities." He also revealed plans for the constellations have been in development since at least 2018 and that CASC was planning to launch at least 60 satellites by 2022. It is currently unclear how the project will proceed, but news reports indicate it has become a national priority. SpaceX's global satellite network was completed in early April, and the network is now active. It is likely China has issued this as a national priority in order to compete with western rivals.

#### That triggers backlash – they don’t support restrictions on the space sector and will do everything to convince leaders not to do the plan – independently, is a reason the plan gets circumvented

Cheng 14 [Dean Cheng, Senior Research Fellow in the Asia Studies Center at the Heritage Foundation, Former Senior Analyst at the China Studies Division of the Center for Naval Analyses, Former Senior Analyst with Science Applications International Corporation, “Prospects for U.S.-China Space Cooperation”, Testimony before the Committee on Commerce, Science, and Transportation, United States Senate, 4/9/2014, https://www.heritage.org/testimony/prospects-us-china-space-cooperation]

At the same time, space is now a sector that enjoys significant political support within the Chinese political system. Based on their writings, the PLA is clearly intent upon developing the ability to establish “space dominance,” in order to fight and win “local wars under informationized conditions.”[8] The two SOEs are seen as key parts of the larger military-industrial complex, providing the opportunities to expose a large workforce to such areas as systems engineering and systems integration. It is no accident that China’s commercial airliner development effort tapped the top leadership of China’s aerospace corporations for managerial and design talent.[9] From a bureaucratic perspective, this is a powerful lobby, intent on preserving its interests. China’s space efforts should therefore be seen as political, as much as military or economic, statements, directed at both domestic and foreign audiences. Insofar as the PRC has scored major achievements in space, these reflect positively on both China’s growing power and respect (internationally) and the CCP’s legitimacy (internally). Efforts at inducing Chinese cooperation in space, then, are likely to be viewed in terms of whether they promote one or both objectives. As China has progressed to the point of being the world’s second-largest economy (in gross domestic product terms), it becomes less clear as to why China would necessarily want to cooperate with other countries on anything other than its own terms. Prospects for Cooperation Within this context, then, in. China’s past experience of major high-technology cooperative ventures (Sino–Soviet cooperation in the 1950s, U.S.–China cooperation in the 1980s until Tiananmen, and Sino–European space cooperation on the Galileo satellite program) is an unhappy one, at best. The failure of the joint Russian–Chinese Phobos–Grunt mission is likely seen in Beijing as further evidence that a “go-it-alone” approach is preferable. Nor is it clear that, bureaucratically, there is significant interest from key players such as the PLA or the military industrial complex in expanding coop

eration.[10] Moreover, as long as China’s economy continues to expand, and the top political leadership values space efforts, there is little prospect of a reduction in space expenditures—making international cooperation far less urgent for the PRC than most other spacefaring states. [FOOTNOTE] [10]It is worth noting here that the Chinese Ministry of Foreign Affairs is not a part of the CCP Politburo, a key power center in China. Thus, the voice of the Ministry of Foreign Affairs is muted, at best, in any internal debate on policy. [END FOOTNOTE] If there is likely to be limited enthusiasm for cooperation in Chinese circles, there should also be skepticism in American ones. China’s space program is arguably one of the most opaque in the world. Even such basic data as China’s annual space expenditures is lacking—with little prospect of Beijing being forthcoming. As important, China’s decision-making processes are little understood, especially in the context of space. Seven years after the Chinese anti-satellite (ASAT) test, exactly which organizations were party to that decision, and why it was undertaken, remains unclear. Consequently, any effort at cooperation would raise questions about the identity of the partners and ultimate beneficiaries—with a real likelihood that the PLA would be one of them.

#### An unhinged PLA triggers Himalayan war – goes global

Chellaney 17 [Dr. Brahma Chellaney, Professor of Strategic Studies at the Center for Policy Research and Fellow at the Robert Bosch Academy, PhD in International Studies from Jawaharlal Nehru University, “Why the Chinese Military’s Rising Clout Troubles Xi Jinping”, The National, 9/9/2017, https://www.thenational.ae/opinion/why-the-chinese-military-s-rising-clout-troubles-xi-jinping-1.626815?videoId=5754807360001]

China’s president Xi Jinping has stepped up his domestic political moves in the run-up to the critical 19th national congress of the Chinese Communist Party next month, but he is still struggling to keep the People’s Liberation Army (PLA) in line. China’s political system makes it hard to get a clear picture, yet Mr Xi’s actions underscore the troublesome civil-military relations in the country. Take the recent standoff with India that raised the spectre of a Himalayan war, with China threatening reprisals if New Delhi did not unconditionally withdraw its forces from a small Bhutanese plateau, which Beijing claims is Chinese territory. After 10 weeks, the face-off on the Doklam Plateau ended with both sides pulling back troops and equipment from the site on the same day, signalling that Beijing, not New Delhi, had blinked. The mutual-withdrawal deal was struck just after Mr Xi replaced the chief of the PLA’s joint staff department. This key position, equivalent to the chairman of the US joint chiefs of staff, was created only last year as part of Mr Xi’s military reforms to turn the PLA into a force “able to fight and win wars”. The Doklam pullback suggests that the removed chief, Gen Fang Fenghui, who has since been detained for alleged corruption, was an obstacle to clinching a deal with India. To be sure, this was not the first time that the PLA’s belligerent actions in the Himalayas imposed diplomatic costs on China. A classic case happened when Mr Xi reached India on a state visit in September 2014. He arrived on Indian prime minister Narendra Modi’s birthday with a strange gift for his host, a predawn Chinese military encroachment deep into India’s northern region of Ladakh. The encroachment, the worst in many years in terms of the number of intruding troops, overshadowed Mr Xi’s visit. It appeared bizarre that the military of an important power would seek to mar the visit of its own head of state to a key neighbouring country. Yet Chinese premier Li Keqiang’s earlier visit to New Delhi in 2013 was similarly preceded by a PLA incursion into another part of Ladakh that lasted three weeks. Such provocations might suggest that they are intentional, with the Chinese government in the know, thus reflecting a preference for blending soft and hard tactics. But it is also possible that these actions underscore the continuing “disconnect between the military and the civilian leadership” in China that then US defence secretary Robert Gates warned about in 2011. During his 2014 India trip, Mr Xi appeared embarrassed by the accompanying PLA encroachment and assured Mr Modi that he would sort it out upon his return. Soon after he returned, the Chinese defence ministry quoted Mr Xi as telling a closed-door meeting with PLA commanders that “all PLA forces should follow the president’s instructions” and that the military must display “absolute loyalty and firm faith in the party”. Recently Xi conveyed that same message yet again when he addressed a parade marking the 90th anniversary of the PLA’s creation on August 1, 1927. Donning military fatigues, Mr Xi exhorted members of his 2.3-million-strong armed forces to “unswervingly follow the absolute leadership of the party.” Had civilian control of the PLA been working well, would Mr Xi repeatedly be demanding “absolute loyalty” from the military or asking it to “follow his instructions”? China does not have a national army; rather the party has an army. So the PLA has traditionally sworn fealty to the party, not the nation. Under Mr Xi’s two immediate predecessors, Hu Jintao and Jiang Zemin, the PLA gradually became stronger at the expense of the party. The military’s rising clout has troubled Mr Xi because it hampers his larger ambition. As part of his effort to reassert party control over the military, Mr Xi has used his anti-corruption campaign to ensnare a number of top PLA officers. He has also cut the size of the ground force and established a new command-and-control structure. But just as a dog’s tail cannot be straightened, asserting full civil control over a politically ascendant PLA is proving unachievable. After all, the party depends on the PLA to ensure domestic order and sustain its own political monopoly. The regime’s legitimacy increasingly relies on an appeal to nationalism. But the PLA, with its soaring budgets and expanding role to safeguard China’s overseas interests, sees itself as the ultimate arbiter of nationalism. To make matters worse, Mr Xi has made many enemies at home in his effort to concentrate power in himself, including through corruption purges. It is not known whether the PLA’s upper echelon respects him to the extent to be fully guided by his instructions. In the past decade, the PLA’s increasing clout has led China to stake out a more muscular role.

This includes resurrecting territorial and maritime disputes, asserting new sovereignty claims, and using construction activity to change the status quo. China’s cut-throat internal politics and troubled civil-military relations clearly have a bearing on its external policy. The risks of China’s rise as a praetorian state are real and carry major implications for international security.

#### Extinction.

Caldicott 17 – Helen, 2017, Founder of Physicians for Social Responsibility [“The new nuclear danger: George W. Bush's military-industrial complex,” The New Press]//Elmer

The use of Pakistani nuclear weapons could trigger a chain reac­tion. **Nuclear-armed India, an ancient enemy, could respond** in kind. China, India's hated foe, could react if India used her nuclear weapons, triggering a nuclear [war] ~~holocaust~~ on the subcontinent. If any of either **Russia** or **America**'s 2,250 strategic weapons on hair-trigger alert were launched either **accidentally** or **purposefully** in response, **nuclear winter** would ensue, meaning the **end of most life on earth**.

### 4

#### Internet is open to massive vulnerabilities now

Griffiths 19 James Griffiths 7-26-2019 "The global internet is powered by vast undersea cables. But they’re vulnerable." <https://www.cnn.com/2019/07/25/asia/internet-undersea-cables-intl-hnk/index.html> (CNN Analyst)//ELmer

Hong Kong (CNN) - On July 29, 1858, two steam-powered battleships met in the middle of the Atlantic Ocean. There, they connected two ends of a 4,000 kilometer (2,500 mile) long, 1.5 centimeter (0.6 inch) wide cable, linking for the first time the European and North American continents by telegraph. Just over two weeks later, the UK’s Queen Victoria sent a congratulatory message to then US President James Buchanan, which was followed by a parade through the streets of New York, featuring a replica of a ship which helped lay the cable and fireworks over City Hall. In their inaugural cables, Queen Victoria hailed the “great international work” by the two countries, the culmination of almost two decades of effort, while Buchanan lauded a “triumph more glorious, because far more useful to mankind, than was ever won by conqueror on the field of battle. The message took over 17 hours to deliver, at 2 minutes and 5 seconds per letter by Morse code, and the cable operated for less than a month due to a variety of technical failures, but a global communications revolution had begun. By 1866, new cables were transmitting 6 to 8 words a minute, which would rise to more than 40 words before the end of the century. In 1956, Transatlantic No. 1 (TAT-1), the first underwater telephone cable, was laid, and by 1988, TAT-8 was transmitting 280 megabytes per second – about 15 times the speed of an average US household internet connection – over fiber optics, which use light to transmit data at breakneck speeds. In 2018, the Marea cable began operating between Bilbao, Spain, and the US state of Virginia, with transmission speeds of up to 160 terabits per second – 16 million times faster than the average home internet connection. Today, there are around 380 underwater cables in operation around the world, spanning a length of over 1.2 million kilometers (745,645 miles). Underwater cables are the invisible force driving the modern internet, with many in recent years being funded by internet giants such as Facebook, Google, Microsoft and Amazon. They carry almost all our communications and yet – in a world of wireless networking and smartphones – we are barely aware that they exist. Yet as the internet has become more mobile and wireless, the amount of data traveling across undersea cables has increased exponentially. “Most people are absolutely amazed” by the degree to which the internet is still cable-based, said Byron Clatterbuck, chief executive of Seacom, a multinational telecommunications firm responsible for laying many of the undersea cables connecting Africa to the rest of the world. “People are so mobile and always looking for Wi-Fi,” he said. “They don’t think about it, they don’t understand the workings of this massive mesh of cables working together. “They only notice when it’s cut.” Network down In 2012, Hurricane Sandy slammed into the US East Coast, causing an estimated $71 billion in damage and knocking out several key exchanges where undersea cables linked North America and Europe. “It was a major disruption,” Frank Rey, director of global network strategy for Microsoft’s Cloud Infrastructure and Operations division, said in a statement. “The entire network between North America and Europe was isolated for a number of hours. For us, the storm brought to light a potential challenge in the consolidation of transatlantic cables that all landed in New York and New Jersey.” For its newest cable, Marea, Microsoft chose to base its US operation further down the coast in Virginia, away from the cluster of cables to minimize disruption should another massive storm hit New York. But most often when a cable goes down nature is not to blame. There are about 200 such failures each year and the vast majority are caused by humans.

“Two-thirds of cable failures are caused by accidental human activities, fishing nets and trawling and also ships’ anchors,” said Tim Stronge, vice-president of research at TeleGeography, a telecoms market research firm. “The next largest category is natural disaster, mother nature – sometimes earthquakes but also underwater landslides.” A magnitude-7.0 earthquake off the southwest coast off Taiwan in 2006, along with aftershocks, cut eight submarine cables which caused internet outages and disruption in Taiwan, Hong Kong, China, Japan, Korea and the Philippines. Stronge said the reason most people are not aware of these failures is because the whole industry is designed with it in mind. Companies that rely heavily on undersea cables spread their data across multiple routes, so that if one goes down, customers are not cut off. How a cable gets laid Laying a cable is a years-long process which costs millions of dollars, said Seacom’s Clatterbuck. The process begins by looking at naval charts to plot the best route. Cables are safest in deep water where they can rest on a relatively flat seabed, and won’t rub against rocks or be at risk of other disturbances. “The deeper the better,” Clatterbuck said. “When you can lay the cable down in deep water you rarely have any problems. It goes down on the bottom of the seabed and just stays there.” Things become more difficult the closer you get to shore. A cable that is only a few centimeters thick on the bottom of the ocean must be armored from its environment as reaches the landing station that links it with the country’s internet backbone. “Imagine a long garden hose, inside of which are very small tubes that house a very, very thin fiber pair,” Clatterbuck said. That hose is wrapped in copper, which conducts the direct current that powers the cable and its repeaters, sometimes up to 10,000 volts. “The fibers are wrapped in urethane and wrapped in copper and wrapped again in urethane,” he said. “If we’re going to have to put that cable on a shoreline that is very shallow and has a lot of rocks, you’re now going to have to armor coat that cable so no one can hack through it.” Cables in less hospitable areas can be far thicker than garden hoses, wrapped in extra plastic, kevlar armor plating, and stainless steel to ensure they can’t be broken. Depending on the coast, cable companies might also have to build concrete trenches far out to sea, to tuck the cable in to protect it from being bashed against rocks. “Before the cable-laying vessels go out they send out another specialized ship that maps the sea floor in the area when they want to go,” said TeleGeography’s Stronge. “They want to avoid areas where there’s a lot of undersea currents, certainly want to avoid volcanic areas, and avoid a lot of elevation change on the sea floor.” Once the route is plotted and checked, and the shore connections are secure, huge cable laying ships begin passing out the equipment. “Imagine spools of spools of garden hose along with a lot of these repeaters the size of an old travel trunk,” Clatterbuck said. “Sometimes it can take a month to load the cable onto a ship.” The 6,600 kilometer (4,000 mile) Marea cable weighs over 4.6 million kilograms (10.2 million pounds), or the equivalent of 34 blue whales, according to Microsoft, which co-funded the project with Facebook. It took more than two years to lay the entire thing. Malicious cuts The blackout came without warning. In February 2008, a whole swath of North Africa and the Persian Gulf suddenly went offline, or saw internet speeds slow to a painful crawl. This disruption was eventually traced to damage to three undersea cables off the Egyptian coast. At least one – linking Dubai and Oman – was severed by an abandoned, 5,400 kilogram (6-ton) anchor, the cable’s owner said. But the cause of the other damage was never explained, with suggestions it could have been the work of saboteurs. That raises the issue of another threat to undersea cables: deliberate human attacks. In a 2017 paper for the right-wing think tank Policy Exchange, British lawmaker Rishi Sunak wrote that “security remains a challenge” for undersea cables. “Funneled through exposed choke points (often with minimal protection) and their isolated deep-sea locations entirely public, the arteries upon which the Internet and our modern world depends have been left highly vulnerable,” he said. “The threat of these vulnerabilities being exploited is growing. A successful attack would deal a crippling blow to Britain’s security and prosperity.” However, with more than 50 cables connected to the UK alone, Clatterbuck was skeptical about how useful a deliberate outage could be in a time of war, pointing to the level of coordination and resources required to cut multiple cables at once. “If you wanted to sabotage the global internet or cut off a particular place you’d have to do it simultaneously on multiple cables,” he said. “You’d be focusing on the hardest aspect of disrupting a network.”

#### Starlink key to global broadband

**Menon 21** [Arun Menon Sep 8, 2021 08, "SpaceX’s Starlink kickstarts a satellite broadband market that could disrupt telecom — Menon," Fierce Telecom, [https://www.fiercetelecom.com/telecom/spacex-s-starlink-kickstarts-a-satellite-broadband-market-could-disrupt-telecom-menon accessed 12/19/21](https://www.fiercetelecom.com/telecom/spacex-s-starlink-kickstarts-a-satellite-broadband-market-could-disrupt-telecom-menon%20accessed%2012/19/21)] Adam

In recent years, more than 10 low earth orbit (LEO) satellite projects have surfaced, among which SpaceX’s Starlink has a clear first-mover advantage. With 1,500+ active satellites, Starlink is by far the largest network in the orbit. Elon Musk most recently [tweeted](https://twitter.com/elonmusk/status/1429907171639103489?lang=en) that Starlink has now shipped 100,000 terminals to users in 14 countries, with license applications pending in several other countries. That’s significant given that a full commercial service has not yet begun.

RELATED: [Industry Voices—Menon: Satellite mega-constellations are connectivity’s new frontier post-5G revolution](https://www.fiercetelecom.com/telecom/industry-voices-menon-satellite-mega-constellations-are-connectivity-s-new-frontier-post-5g)

Despite service downtimes during the initial beta-testing phase, Starlink’s satellite broadband service managed to provide a comparable experience to fixed-based internet service. A recent post by broadband network intelligence firm [Ookla](https://www.speedtest.net/insights/blog/starlink-hughesnet-viasat-performance-q2-2021/) noted Starlink as the only satellite broadband service provider in the U.S. to offer fixed-broadband-l

ike latency figures of 45 ms and median download speeds at 97.23 Mbps (vs. fixed broadband’s 14 ms and 115 Mbps) in 2Q21. Elsewhere, Starlink managed to beat the average download speeds of fixed broadband in markets like Canada (Starlink’s 86.92 Mbps vs. fixed broadband’s 84.24 Mbps), Germany (107.98 Mbps vs. 58.17 Mbps), New Zealand (127.02 Mbps vs. 78.85 Mbps), and the UK (108.30 Mbps vs. 50.14 Mbps).

All these stats point to Starlink emerging as a strong alternative for broadband service. As more Starlink satellites join the orbit, the occasional downtimes will reduce significantly, also improving the latency and speed. And if Elon Musk is to be believed, Starlink’s speed will [double](https://www.business-standard.com/article/international/starlink-internet-speed-will-double-to-300mbps-this-year-elon-musk-121022300223_1.html) to 300 Mbps by the end of this year, from the current promised speeds of 50-150 Mbps range.

Rivals make progress but lag Starlink’s pace of growth

Several other players are prepping to launch new constellation projects. Three of the most promising LEO satellite projects (other than SpaceX’s Starlink) include OneWeb, Amazon’s Kuiper, and Telesat’s Lightspeed. Starlink’s direct competitor in terms of scale, goal, and target market is Amazon’s Kuiper which plans to operate a fleet of 3,236 LEO satellites. Though Amazon is yet to deploy any satellites, it received U.S. Federal Communications Commission (FCC) approval mid last year to deploy half of the satellites by mid-2026 and the rest by mid-2029. Despite signing a [contract](https://www.cnbc.com/2021/04/19/amazon-signs-ula-rockets-to-launch-bezos-kuiper-internet-satellites.html) for nine launches of its Project Kuiper internet satellites on United Launch Alliance’s Atlas V rockets, Amazon did not reveal any timeline for those launches. This is in stark contrast to Starlink’s satellite internet service, which will be up and running commercially by [September](https://www.zdnet.com/article/spacex-president-says-starlink-global-satellite-broadband-service-to-be-live-by-september/) this year.

#### Internet access checks multiple existential threats

Eagleman ’10 [Dr. David; 11/9/2010; PhD in Neuroscience @ Baylor University, Adjunct Professor of Neoroscience @ Stanford University, Former Guggenheim Fellow, Director of the Center for Science and Law, BA @ Rice University; “Six Ways The Internet Will Save Civilization”; https://www.wired.co.uk/article/apocalypse-no]

Many great civilisations have fallen, leaving nothing but cracked ruins and scattered genetics. Usually this results from: natural disasters, resource depletion, economic meltdown, disease, poor information flow and corruption. But we’re luckier than our predecessors because we command a technology that no one else possessed: a rapid communication network that finds its highest expression in the internet. I propose that there are six ways in which the net has vastly reduced the threat of societal collapse.

Epidemics can be deflected by telepresence

One of our more dire prospects for collapse is an infectious-disease epidemic. Viral and bacterial epidemics precipitated the fall of the Golden Age of Athens, the Roman Empire and most of the empires of the Native Americans. The internet can be our key to survival because the ability to work telepresently can inhibit microbial transmission by reducing human-to-human contact. In the face of an otherwise devastating epidemic, businesses can keep supply chains running with the maximum number of employees working from home. This can reduce host density below the tipping point required for an epidemic. If we are well prepared when an epidemic arrives, we can fluidly shift into a self-quarantined society in which microbes fail due to host scarcity. Whatever the social ills of isolation, they are worse for the microbes than for us.

The internet will predict natural disasters

We are witnessing the downfall of slow central control in the media: news stories are increasingly becoming user-generated nets of up-to-the-minute information. During the recent California wildfires, locals went to the TV stations to learn whether their neighbourhoods were in danger. But the news stations appeared most concerned with the fate of celebrity mansions, so Californians changed their tack: they uploaded geotagged mobile-phone pictures, updated Facebook statuses and tweeted. The balance tipped: the internet carried news about the fire more quickly and accurately than any news station could. In this grass-roots, decentralised scheme, there were embedded reporters on every block, and the news shockwave kept ahead of the fire. This head start could provide the extra hours that save us. If the Pompeiians had had the internet in 79AD, they could have easily marched 10km to safety, well ahead of the pyroclastic flow from Mount Vesuvius. If the Indian Ocean had the Pacific’s networked tsunami-warning system, South-East Asia would look quite different today.

Discoveries are retained and shared

Historically, critical information has required constant rediscovery. Collections of learning -- from the library at Alexandria to the entire Minoan civilisation -- have fallen to the bonfires of invaders or the wrecking ball of natural disaster. Knowledge is hard won but easily lost. And information that survives often does not spread. Consider smallpox inoculation: this was under way in India, China and Africa centuries before it made its way to Europe. By the time the idea reached North America, native civilisations who needed it had already collapsed. The net solved the problem. New discoveries catch on immediately; information spreads widely. In this way, societies can optimally ratchet up, using the latest bricks of knowledge in their fortification against risk.

Tyranny is mitigated

Censorship of ideas was a familiar spectre in the last century, with state-approved news outlets ruling the press, airwaves and copying machines in the USSR, Romania, Cuba, China, Iraq and elsewhere. In many cases, such as Lysenko’s agricultural despotism in the USSR, it directly contributed to the collapse of the nation. Historically, a more successful strategy has been to confront free speech with free speech -- and the internet allows this in a natural way. It democratises the flow of information by offering access to the newspapers of the world, the photographers of every nation, the bloggers of every political stripe. Some posts are full of doctoring and dishonesty whereas others strive for independence and impartiality -- but all are available to us to sift through. Given the attempts by some governments to build firewalls, it’s clear that this benefit of the net requires constant vigilance.

Human capital is vastly increased

Crowdsourcing brings people together to solve problems. Yet far fewer than one per cent of the world’s population is involved. We need expand human capital. Most of the world not have access to the education afforded a small minority. For every Albert Einstein, Yo-Yo Ma or Barack Obama who has educational opportunities, uncountable others do not. This squandering of talent translates into reduced economic output and a smaller pool of problem solvers. The net opens the gates education to anyone with a computer. A motivated teen anywhere on the planet can walk through the world’s knowledge -- from the webs of Wikipedia to the curriculum of MIT’s OpenCourseWare. The new human capital will serve us well when we confront existential threats

we’ve never imagined before.

Energy expenditure is reduced

Societal collapse can often be understood in terms of an energy budget: when energy spend outweighs energy return, collapse ensues. This has taken the form of deforestation or soil erosion; currently, the worry involves fossil-fuel depletion. The internet addresses the energy problem with a natural ease. Consider the massive energy savings inherent in the shift from paper to electrons -- as seen in the transition from the post to email. Ecommerce reduces the need to drive long distances to purchase products. Delivery trucks are more eco-friendly than individuals driving around, not least because of tight packaging and optimisation algorithms for driving routes. Of course, there are energy costs to the banks of computers that underpin the internet -- but these costs are less than the wood, coal and oil that would be expended for the same quantity of information flow.

The tangle of events that triggers societal collapse can be complex, and there are several threats the net does not address. But vast, networked communication can be an antidote to several of the most deadly diseases threatening civilisation. The next time your coworker laments internet addiction, the banality of tweeting or the decline of face-to-face conversation, you may want to suggest that the net may just be the technology that saves us.

### 5

#### States ought to increase satellite protection measures such as quantum encryption, intrusion prevention systems, and intrusion protection systemsin Low Earth Orbit

#### Cross apply 1ac verco, I couldn’t rehihglight because it’s a pdf but it’s in the unhighlighted of the card

### Ozone

#### Delbert has alt causes

#### “There are about 5,000 active and defunct satellite sin LEO, with over 40,000 Starlink sats planned in the future, plus satellite projects from national space agencies and private companies around the world”

#### Australian ozone hole thumps

#### No ozone impact

**Ridley 14** -- Matthew White Ridley, 5th Viscount Ridley DL FRSL FMedSci, known commonly as Matt Ridley, is a British journalist, businessman and author of popular science books. Since 2013 Ridley has been a Conservative hereditary peer in the House of Lords. “THE OZONE HOLE WAS EXAGGERATED AS A PROBLEM” http://www.rationaloptimist.com/blog/the-ozone-hole-was-exaggerated-as-a-problem.aspx

Serial hyperbole does the environmental movement no favours My recent [Times column](http://www.thetimes.co.uk/tto/opinion/columnists/article4206440.ece) argued that the alleged healing of the ozone layer is exaggerated, but so was the impact of the ozone hole over Antarctica: The ozone layer is healing. Or so said the news last week. Thanks to a treaty signed in Montreal in 1989 to get rid of refrigerant chemicals called chlorofluorocarbons (CFCs), the planet’s stratospheric sunscreen has at last begun thickening again. Planetary disaster has been averted by politics. For reasons I will explain, this news deserves to be taken with a large pinch of salt. You do not have to dig far to find evidence that the ozone hole was never nearly as dangerous as some people said, that it is not necessarily healing yet and that it might not have been caused mainly by CFCs anyway. The timing of the announcement was plainly political: it came on the 25th anniversary of the treaty, and just before a big United Nations climate conference in New York, the aim of which is to push for a climate treaty modelled on the ozone one. Here’s what was actually announced last week, in the words of a Nasa scientist, Paul Newman: “From 2000 to 2013, ozone levels climbed 4 per cent in the key mid-northern latitudes.” That’s a pretty small change and it is in the wrong place. The ozone thinning that worried everybody in the 1980s was over Antarctica. Over northern latitudes, ozone concentration has been falling by about 4 per cent each March before recovering. Over Antarctica, since 1980, the ozone concentration has fallen by [40 or 50 per cent each September](http://bigstory.ap.org/article/scientists-say-ozone-layer-recovering) before the sun rebuilds it. So what’s happening to the Antarctic ozone hole? Thanks to a diligent blogger named Anthony Watts, I came across a press release also from Nasa about nine months ago, which said: “ Two new studies show that signs of recovery are not yet present, and that temperature and winds are still driving any annual changes in ozone hole size.” As recently as 2006, Nasa announced, quoting Paul Newman again, that the Antarctic ozone hole that year was “the largest ever recorded”. The following year a paper in Nature magazine from Markus Rex, a German scientist, presented new evidence that suggested CFCs may be responsible for less than 40 per cent of ozone destruction anyway. Besides, nobody knows for sure how big the ozone hole was each spring before CFCs were invented. All we know is that it varies from year to year. How much damage did the ozone hole ever threaten to do anyway? It is fascinating to go back and read what the usual hyperventilating eco-exaggerators said about ozone thinning in the 1980s. As a result of the extra ultraviolet light coming through the Antarctic ozone hole, southernmost parts of Patagonia and New Zealand see about 12 per cent more UV light than expected. This means that the weak September sunshine, though it feels much the same, has the power to cause sunburn more like that of latitudes a few hundred miles north. Hardly Armageddon. The New York Times reported “an increase in Twilight Zone-type reports of sheep and rabbits with cataracts” in southern Chile. Not to be outdone, Al Gore wrote that “hunters now report finding blind rabbits; fisherman catch blind salmon”. Zoologists briefly blamed the near extinction of many amphibian species on thin ozone. Melanoma in people was also said to be on the rise as a result. This was nonsense. Frogs were dying out because of a fungal disease spread from Africa — nothing to do with ozone. Rabbits and fish blinded by a little extra sunlight proved to be as mythical as unicorns. An eye disease in Chilean sheep was happening outside the ozone-depleted zone and was caused by an infection called pinkeye — nothing to do with UV light. And melanoma incidence in people actually levelled out during the period when the ozone got thinner. Then remember that the ozone hole appears when the sky is dark all day, and over an uninhabited continent. Even if it persists into the Antarctic spring and spills north briefly, the hole allows 50 times less ultraviolet light through than would hit your skin at the equator at sea level (let alone at a high altitude) in the tropics. So it would be bonkers to worry about UV as you sailed round Cape Horn in spring, say, but not when you stopped at the Galapagos: the skin cancer risk is 50 times higher in the latter place. This kind of eco-exaggeration has been going on for 50 years. In the 1960s Rachel Carson said there was an epidemic of childhood cancer caused by DDT; it was not true — DDT had environmental effects but did not cause human cancers. In the 1970s the Sahara desert was said be advancing a mile a year; it was not true — the region south of the Sahara has grown markedly greener and more thickly vegetated in recent decades. In the 1980s acid rain was said to be devastating European forests; not true — any local declines in woodland were caused by pests or local pollution, not by the sulphates and nitrates in rain, which may have contributed to an actual increase in the overall growth rate of European forests during the decade. In the 1990s sperm counts were said to be plummeting thanks to pollution with man-made “endocrine disruptor” chemicals; not true — there was no fall in sperm counts. In the 2000s the Gulf Stream was said to be failing and hurricanes were said to be getting more numerous and worse, thanks to global warming; neither was true, except in a Hollywood studio. The motive for last week’s announcement was to nudge world leaders towards a treaty on climate change by reminding them of how well the ozone treaty worked. But getting the world to agree to cease production of one rare class of chemical, for which substitutes existed, and which only a few companies mainly in rich countries manufactured, was a very different proposition from setting out to decarbonise the whole economy, when each of us depends on burning carbon (and hydrogen) for almost every product, service, meal, comfort and journey in our lives. The true lesson of the ozone story is that taking precautionary action on the basis of dubious evidence and exaggerated claims might be all right if the action does relatively little economic harm. However, loading the entire world economy with costly energy, and new environmental risks based on exaggerated claims about what might in future happen to the climate makes less sense.

### Cyberattacks

#### Grush is nonuq, they haven’t launched satellites yet but it says they will, and if you buy they already launched the plan doesn’t do anything and the impact is nonuq

#### No cyberattacks or impact.

Lewis 20 — senior vice president and director of the Strategic Technologies Program at the Center for Strategic and International Studies (James Andrew; Published: August 17, 2020; "Dismissing Cyber Catastrophe”; Center for Strategic and International Studies; https://www.csis.org/analysis/dismissing-cyber-catastrophe)//CYang

More importantly, there are powerful strategic constraints on those who have the ability to launch catastrophe attacks. We have more than two decades of experience with the use of cyber techniques and operations for coercive and criminal purposes and have a clear understanding of motives, capabilities, and intentions. We can be guided by the methods of the Strategic Bombing Survey, which used interviews and observation (rather than hypotheses) to determine effect. These methods apply equally to cyberattacks. The conclusions we can draw from this are:

Nonstate actors and most states lack the capability to launch attacks that cause physical damage at any level, much less a catastrophe. There have been regular predictions every year for over a decade that nonstate actors will acquire these high-end cyber capabilities in two or three years in what has become a cycle of repetition. The monetary return is negligible, which dissuades the skilled cybercriminals (mostly Russian speaking) who might have the necessary skills. One mystery is why these groups have not been used as mercenaries, and this may reflect either a degree of control by the Russian state (if it has forbidden mercenary acts) or a degree of caution by criminals.

There is enough uncertainty among potential attackers about the United States’ ability to attribute that they are unwilling to risk massive retaliation in response to a catastrophic attack. (They are perfectly willing to take the risk of attribution for espionage and coercive cyber actions.)

No one has ever died from a cyberattack, and only a handful of these attacks have produced physical damage. A cyberattack is not a nuclear weapon, and it is intellectually lazy to equate them to nuclear weapons. Using a tactical nuclear weapon against an urban center would produce several hundred thousand casualties, while a strategic nuclear exchange would cause tens of millions of casualties and immense physical destruction. These are catastrophes that some hack cannot duplicate. The shadow of nuclear war distorts discussion of cyber warfare.

State use of cyber operations is consistent with their broad national strategies and interests. Their primary emphasis is on espionage and political coercion. The United States has opponents and is in conflict with them, but they have no interest in launching a catastrophic cyberattack since it would certainly produce an equally catastrophic retaliation.

Their goal is to stay below the “use-of-force” threshold and undertake damaging cyber actions against the United States, not start a war.

This has implications for the discussion of inadvertent escalation, something that has also never occurred. The concern over escalation deserves a longer discussion, as there are both technological and strategic constraints that shape and limit risk in cyber operations, and the absence of inadvertent escalation suggests a high degree of control for cyber capabilities by advanced states. Attackers, particularly among the United States’ major opponents for whom cyber is just one of the tools for confrontation, seek to avoid actions that could trigger escalation.

**<<< FOR SPECIFIC SCENARIOS >>>**

The United States has two opponents (China and Russia) who are capable of damaging cyberattacks. Russia has demonstrated its attack skills on the Ukrainian power grid, but neither Russia nor China would be well served by a similar attack on the United States. Iran is improving and may reach the point where it could use cyberattacks to cause major damage, but it would only do so when it has decided to engage in a major armed conflict with the United States. Iran might attack targets outside the United States and its allies with less risk and continues to experiment with cyberattacks against Israeli critical infrastructure. North Korea has not yet developed this kind of capability.

#### Even a worst-case cyber-attack wouldn’t prompt nuclear retaliation -- prefer official military clarification

Tucker, 18 -- Patrick Tucker; technology editor for Defense One, citing Gen. Paul Selva, vice chairman of the Joints Chiefs of Staff. (2-2-2018; "No, the US Won’t Respond to A Cyber Attack with Nukes;" Defense One; https://www.defenseone.com/technology/2018/02/no-us-wont-respond-cyber-attack-nukes/145700/; //GrRv)

The idea that the U.S. is building new low-yield nuclear weapons to respond to a cyber attack is “not true,” military leaders told reporters in the runup to the Friday release of the new Nuclear Posture Review.

“The people who say we lowered the threshold for the use of nuclear weapons are saying, ‘but we want these low-yield nuclear weapons so that we can answer a cyber attack because we’re so bad at cyber security.’ That’s just fundamentally not true,” Gen. Paul Selva, vice chairman of the Joints Chiefs of Staff, said Tuesday at a meeting with reporters.

It’s an idea that military leaders have been pushing back against since the New York Times ran a Jan. 16 story headlined, “Pentagon Suggests Countering Devastating Cyberattacks With Nuclear Arms.”

When would the U.S. launch a nuclear attack in response to a non-nuclear event? The Defense Department says the threshold hasn’t changed since the Obama administration’s own nuclear posture review in 2010, but a draft of the new review that leaked online caused a bit of drama in its attempts to dispel “ambiguity.”

The new review gives examples of “non-nuclear strategic attacks,” Robert Soofer, deputy assistant secretary for nuclear and missile defense policy, told reporters on Thursday. “It could be catastrophic attacks against civilian populations, against infrastructure. It could be an attack using a non-nuclear weapon against our nuclear command-and-control [or] early-warning satellites. But we don’t talk about cyber.”

In his own conversation with reporters, Selva broadened “early warning” systems to include ones that provide “indications of warning that are important to our detection of an attack.” He also emphasized, “We never said ‘cyber.’”

There’s a reason for that. While cyber attacks on physical infrastructure can be very dangerous, they are unlikely to kill enough people to provoke a U.S. nuclear response.

An National Academies of Science and Engineering analysis of the vulnerability of U.S. infrastructure makes that point. A major cyber attack could cut off electrical power, resulting in “people dying from heat or cold exposure, etc.,” said Granger Morgan, co-director of the Carnegie Mellon Electricity Industry Center and one of the chairs of the report. “A large outage of long duration could cover many states and last for weeks or longer. Whether and how many casualties there could be would depend on things like what the weather was during the outage.”

It’s a huge problem but not an event resulting in tens of thousands of immediate deaths.

Contrast that with a nuclear attack on a city like Moscow, even one using a device of 6 kilotons, much smaller than the ones the United States used against Japanese targets in World War II. The immediate result: there would be 40,000 deaths, according to the online nuclear simulation tool NukeMap.

Russia has demonstrated a willingness to take down power services with cyber attacks, as they did in Ukraine on Christmas Eve 2015. But these attacks were brief and occured in the context of actual fighting.

In other words, the worst cyber physical attack that top experts believe credible likely does not meet the threshold that the Defense Department has set out for deploying a nuclear weapon.

#### PND says it outweighs climate change, not any other impact, so don’t grant them any other impact other than climate change

### Debris

#### Dvorksi never says war causes extinction, it says agriculture production would be devastated

#### Asats are an alt cause

#### Alt cause – asteroid mining

Scoles 15 ~~[(Sarah Scoles, freelance science writer, contributor at Wired and Popular Science, author of the books Making Contact and They Are Already Here) "Dust from asteroid mining spells danger for satellites," New Scientist, May 27, 2015, <https://www.newscientist.com/article/mg22630235-100-dust-from-asteroid-mining-spells-danger-for-satellites/>~~] TDI

* Study this is citing – Javier Roa, Space Dynamic Group, Applied Physics Department, Technical University of Madrid. Casey J Handmer, Theoretical Astrophysics, California Institute of Technology. Both PhD Candidates. "Quantifying hazards: asteroid disruption in lunar distant retrograde orbits," arXiv, Cornell University, May 14, 2015, <https://arxiv.org/pdf/1505.03800.pdf>

NASA chose the second option for its [Asteroid Redirect Mission](http://www.nasa.gov/content/what-is-nasa-s-asteroid-redirect-mission/), which aims to [pluck a boulder from an asteroid’s surface](https://www.newscientist.com/article/dn27243-rock-grab-from-asteroid-will-aid-human-mission-to-mars) and relocate it to a stable orbit around the moon. But an asteroid’s gravity is so weak that it’s not hard for surface particles to escape into space. Now a new model warns that debris shed by such transplanted rocks could intrude where many defence and communication satellites live – in geosynchronous orbit.

According to [Casey Handmer](http://www.caseyhandmer.com/) of the California Institute of Technology in Pasadena and Javier Roa of the Technical University of Madrid in Spain, 5 per cent of the escaped debris will end up in regions traversed by satellites. Over 10 years, it would cross geosynchronous orbit 63 times on average. A satellite in the wrong spot at the wrong time will suffer a damaging high-speed collision with that dust.

The study also looks at the "catastrophic disruption" of an asteroid 5 metres across or bigger. Its total break-up into a pile of rubble would increase the risk to satellites by more than 30 per cent ([arxiv.org/abs/1505.03800](http://arxiv.org/abs/1505.03800)).

#### Alt cause – broad space privatization and existing debris.

Muelhapt et al 19 [(Theodore J., Center for Orbital and Reentry Debris Studies, Center for Space Policy and Strategy, The Aerospace Corporation, 30 year Space Systems Analyst and Operator, Marlon E. Sorge, Jamie Morin, Robert S. Wilson), “Space traffic management in the new space era,” Journal of Space Safety Engineering, 6/18/19, <https://doi.org/10.1016/j.jsse.2019.05.007>] TDI

The last decade has seen rapid growth and change in the space industry, and an explosion of commercial and private activity. Terms like NewSpace or democratized space are often used to describe this global trend to develop faster and cheaper access to space, distinct from more traditional government-driven activities focused on security, political, or scientific activities. The easier access to space has opened participation to many more participants than was historically possible. This new activity could profoundly worsen the space debris environment, particularly in low Earth orbit (LEO), but there are also signs of progress and the outlook is encouraging. Many NewSpace operators are actively working to mitigate their impact. Nevertheless, NewSpace represents a significant break with past experience and business as usual will not work in this changed environment. New standards, space policy, and licensing approaches are powerful levers that can shape the future of operations and the debris environment.

2. Characterizing NewSpace: a step change in the space environment

In just the last few years, commercial companies have proposed, funded, and in a few cases begun deployment of very large constellations of small to medium-sized satellites. These constellations will add much more complexity to space operations. Table 1 shows some of the constellations that have been announced for launch in the next decade. Two dozen companies, when taken together, have proposed placing well over ~~20,000~~ [twenty thousand] satellites in orbit in the next ~~10~~ [10]years. For perspective, fewer than ~~8100~~[eight thousand one hundred] payloads have been placed in Earth orbit in the entire history of the space age, only 4800 [1] remain in orbit and approximately 1950 [2] of those are still active. And it isn't simply numbers – the mass in orbit will increase substantially, and long-term debris generation is strongly correlated with mass.

[Table 1 Omitted]

This table is in constant flux. It is based largely on U.S. filings with the Federal Communications Commission (FCC) and various press releases, but many of the companies here have already altered or abandoned their original plans, and new systems are no doubt in work. Although many of these large constellations may never be launched as listed, the traffic created if just half are successful would be more than double the number of payloads launched in the last 60 years and more than 6 times the number of currently active satellites.

Current space safety, space surveillance, collision avoidance (COLA) and debris mitigation processes have been designed for and have evolved with the current population profile, launch rates and density of LEO space.

By almost any metric used to measure activity in space, whether it is payloads in orbit, the size of constellations, the rate of launches, the economic stakes, the potential for debris creation, the number of conjunctions, NewSpace represents a fundamental change.

3. Compounding effects of better SSA, more satellites, and new operational concepts

The changes in the space environment can be seen on this figurative map of low Earth orbit. Fig. 1 shows the LEO environment as a function of altitude. The number of objects found in each 10 km “bin” is plotted on the horizontal axis, while the altitude is plotted vertically. Objects in elliptical orbits are distributed between bins as partial objects proportional to the time spent in each bin. Some notable resident systems are indicated in blue text on the right to provide an altitude reference. The (dotted) red line shows the number of objects in the current catalog tracked by the U.S. Space Surveillance Network (SSN). All the COLA alerts and actions that must be taken by the residents are due to their neighbors in the nearby bins, so the currently visible risk is proportional to the red line.

#### **Alt cause - explosions**

Michelle Starr 20 [Michelle Starr. . “Earth's Space Debris Problem Is Getting Worse, And There's an Explosive Component”. 10-13-2020. ScienceAlert. https://www.sciencealert.com/the-space-debris-problem-is-getting-worse-not-better. Accessed 7-25-2021]

Before humans first started sending objects into Earth orbit, the pocket of space around our planet was clear and clean. But the launch of Sputnik 1 in October of 1957 changed everything. Since then, the space debris has been accumulating, with the amount of useless, defunct satellites vastly outnumbering the operational objects in our orbit. A new annual report from the European Space Agency (ESA) has found that while we have become aware of the problem and taken steps in recent years to mitigate it, those steps are currently not keeping up with the sheer scale of space junk.

#### No one’s going to war over a downed satellite

#### Multiple satellites solve