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#### CP: The appropriation of outer space by private entities is unjust with the exception of Starlink.

#### Satellites is key to rural broadband expansion

Weinschenk 2/25 [(Carl, IT and telecom journalist for Telecompetitor, Teleco Transformation, and IT Business Edge) “Report: Starlink Looks Very Promising for Rural Broadband,” Telecompetitor, 2/25/2021] JL

SpaceX’s Starlink satellite broadband service has the potential to be a game changer for rural broadband, according to an analysis by PCMag of Starlink speeds. The analysis is based on beta tester data exclusively provided to it by Ookla Speedtest.

The site looked at data from rural, suburban and urban areas. Among its more than 10,000 users in its semi-public beta were “a perplexing” number in urban and suburban areas where a variety of high-speed options already are available. The story cites Chicago, Seattle and Minneapolis as places where there were testers, despite readily available alternatives.

The site compared download speeds against other fixed service providers in 30 counties with at least 30 samples in any month from December 30 to February 24. The counties in which the fixed providers had the biggest speed advantage over Spacelink were urban or suburban: Los Angeles and Santa Clara counties, CA; Cook County, IL; King County, WA and Washington County, MN.

It is in rural areas that Starlink shines, according to the research. The five counties in which Starlink had the biggest download speed advantage over the fixed group were rural: Vilas County, WI; Ravali County, MT; Waldo County, ME; Okanogan County, WA and Lamoile County, VT.

The number of counties in which Starlink beat the fixed providers and those in which the fixed providers beat Starlink appeared to be about equal, as was the speed differential.

“Our own analysis shows that Starlink will make the biggest difference in rural, low-density, low-population counties with few options other than lower-quality satellite services,” wrote Sascha Segan, author of the PCMag article about Startlink rural speeds.

#### Broadband is key to precision agriculture transition

ABI 19 [(American Broadband Initiative, a leading force in driving changes across Federal Agencies to identify and remove barriers to broadband access and leverage public assets and resources to expand our Nation’s broadband infrastructure capacity.) “A Case for Rural Broadband,” The United States Department of Agriculture, 4/2019] BC

HOW E-CONNECTIVITY WILL TRANSFORM THE BUSINESS OF AGRICULTURE

Across the agricultural production cycle, farmers and ranchers can implement digital technologies as other modern businesses are doing, enhancing agriculture by driving decision-making based on integrated data, automating processes to increase operational efficiency, improving productivity with tasks driven by real-time insights, augmenting the role of management in the business of farming, and creating new markets with extended geographic reach.

These patterns of digital transformation create fundamental shifts in agricultural production, developing new ways of working that make the industry more productive, attractive, and financially sustainable for farmers and ranchers. Tech companies which stand to benefit from industry transformation continue to capitalize on these shifts by developing new technologies, which according to one recent study, may help position themselves to capture a portion of an estimated $254 billion to $340 billion in global addressable digital agriculture market.13

BUSINESS MANAGEMENT shifts decisionmaking from instinct to integrated data

Precision Agriculture is transforming the way producers collect, organize, and rely on information to make key decisions. Traditionally, producers’ long-term experiences have created a competitive advantage: years of experiments have produced insights and instincts about the land they have farmed and the animals they have raised. But the volume of data that is possible

to collect today can accelerate that learning curve, helping producers learn faster and more rapidly adapt to market shifts—particularly on new fields and with new animals—and creating more nuanced insights, enabling them to act on leading indicators. This creates a disparity between producers who can utilize high-speed Internet service and those who cannot. Examples include the ability to do the following:

create decision tools to help farmers and ranchers estimate the potential profit and economic risks associated with growing one particular crop over another • decide which fertilizer is best for current soil conditions • apply pesticides in targeted areas of the field, to control pests rather than applying pesticides over the entire field • use limited water resources more effectively • respond to findings of sensors that monitor animal health and nutrition

Better choices about what, where, and when to plant, fertilize, and harvest—or breed, feed, and slaughter—can drive above-average returns by removing unrecognized inefficiencies and scaling insights.

DIGITIZATION shifts supply chain management and resource allocation from generic to precise

Precision Agriculture helps make the business of farming more efficient by minimizing inputs— such as raw materials and labor—and maximizing outputs.

For example, previous research has found that 40 percent of fields are over-fertilized, which not only inflates the cost of inputs but also results in 15 percent–20 percent yield loss suffered from improper fertilizer application.14 Precise application of inputs, such as fertilizer, herbicides, and pesticides, allows farmers to adjust inputs to location-based characteristics and use exact amounts needed, which saves money and increases sustainability due to more efficient resource stewardship. Improved fertilizer, soil, and water use can significantly improve water quality with less runoff and reduce climate gas emissions, which is important since agriculture accounts for 10-15 percent of worldwide emissions.15 Despite reductions in necessary inputs, Next Generation Precision Agriculture helps maintain or increase yields, leading to significant gains in efficiency14.

Real-time insights also improve logistics. When growing melons, for instance, real-time data can help farmers overcome challenges in storing and shipping their products. Melons should be stored in an optimal refrigeration environment to minimize spoilage, and real-time precision sensors can reduce spoilage by alerting staff to suboptimal variations in temperature and humidity, allowing the execution of remedies before major losses occur. When refrigerated storage is full or the market price is at a peak, the “Internet of Things” can provide real-time information about where trucks are located and locating customers to market products to help make the sale.

LABOR EFFICIENCY boosts productivity by automating routine processes and enabling real-time response

Connected devices equip farmers with a clear picture of their operations at any moment, making it possible to prioritize tasks more effectively and triage the most pressing issues. While routine inspection and scouting has typically been a regular part of farm management and has increased farm profitability14, connected technologies can track, sense, and flag where a producer should focus their time and attention that day. Similarly, e-connectivity has allowed rural farms to access new training resources and high-skilled labor that has not been previously available.

#### Food insecurity causes state collapse, nuclear war, and terror – extinction

DeFeo 17 [(Michael, Regional Organizing Director at Arizona Democratic Party who graduated in 2019 with a bachelor’s degree in political science from Gettysburg College) “Food Insecurity and the Threat to Global Stability and Security in the 21st Century” Inquires Journal, 2017] BC

Poor Institutional Capacity

Although the developed world experiences food insecurity, it is the lack of infrastructure and government institutions in developing countries that contribute to civil wars and state fragility. Foreign exchange shortages can provoke food and fuel scarcities that force governments to spend less on essential services and public goods. Accordingly, citizens see their medical and educational entitlements melt away. Such circumstances create breeding grounds for internal conflict.

All violent conflicts destroy land, water, and social resources for food production. Developing countries do not have massive industrial machines that can remedy such losses, therefore, the population will suffer. Food insecurity is a recruitment tool for violent extremist groups. Promising food and water to a starving population, especially in urban areas, makes recruiting young and disgruntled youth easier (Messer & Cohen, 2015). Syria had limited institutional capacity to deal with the mass displacement, and that lead to a civilian revolt and recruitment into the Islamic State.

Countries that fail to provide their people with basic services often experience gross economic inequality, and even human-rights violations, as was the case in both Syria and Sudan. Both countries are classified as Least Developed Countries (LDCs). LDCs are distinguished not just by their widespread poverty, but also by their structural weaknesses in economic, institutional, and human resources that make them unable to maintain stability during a drought. The combination of drought and political instability or violence led to famine in Somalia (another LDC) in 2011. Even with urgent humanitarian action, the country still plunged into chaos and violence (Messer & Cohen, 2015). Severe drought, like Somalia's, may result in crop failure in major food producing areas, which in turn is a significant threat to social stability and peace (Wischnath, 2014).

Sometimes droughts of exceptional severity (and the civil unrest that follows) are attributed to climate change, especially in particularly arid regions. Scholars are divided on whether climate change actually impacts civil conflict. That is why African countries like Somalia and Sudan are prime case studies. Africa has the lowest percentage of irrigated land in the world. Agriculture is the most important sector of most African countries. Very high percentages of civilians in African countries live in rural areas. Those characteristics combined with low economic and state capacity make African, particularly sub-Saharan African countries the most vulnerable to climate change and civil instability. Africa experiences more civil conflict than other parts of the world, therefore, it is possible to argue that a lack of climate variability effect on civil conflict in Africa would make it unlikely to cause civil conflict in other parts of the world (Koubi et al., 2012). Secretary-General of the United Nations, Ban Ki-moon attributed the conflict in Darfur to an ecological crisis arising “at least in part from climate change” (Ki-moon, 2007). The Fourth Report of the Intergovernmental Panel on Climate Change assessed that climate change will continue to worsen. As it does, it will increase food shortages, which may lead to conflict (AR4, 2007). The report also stated that forced displacement and rising social instability is the most likely result of food insecurity. This is almost exactly what happened in Syria. The first step towards conflict might be food riots, which often occur during a food shortage or when there is an unequal distribution of food. These are usually caused by food price increases, food speculation, transport problems, or extreme weather. In 1977, Egyptians became so desperate for food that they attacked shops, markets, and government buildings just to obtain bread and grain (Paveliuc-Olariu, 2013).

Moreover, civil war can create economic opportunities for certain groups, so they try to avoid resolving the conflict. Urban elites in Somalia profited tremendously off of internal conflict because of the absurd amount of foreign aid that was pumped into the country and then largely stolen (Shortland, Christopoulou, & Makatsoris, 2013). Once a country experiences a food shortage, it may lead to protests, riots, and violence. This all contributes to state instability, but it is not the state alone that suffers. If one country fails, it creates a crisis that could destabilize an entire region.

State Failure and the Threat to Regional Stability

Although fragile governments in developing countries are at a heightened risk for internal conflict that could topple them, that risk also threatens the country’s neighbors. After the Soviet Union collapsed in 1991, Afghanistan found itself alone in regional trade. Without a guaranteed source of cereal, the government had to turn to Iran and Pakistan for support in order to avoid its own collapse (Clarke, 2000). Unlike Afghanistan, many other developing countries have been unable to work together on food and water security. Thirteen of the twenty-two members of the Arab League rank among the most water-scarce nations on the planet. Food cannot be grown without water. The majority of the world is engaged in some sort of agreement with neighboring countries to share water supplies, but thirty-seven countries still do not share their water resources (El Hassan, 2014). Lack of cooperation can cause civil as well as interstate conflict. South Sudan legally has no share of the Nile River and the effects of that lack of water access have been mass starvation and violence.

The effects of climate change, water shortages, and mass migrations have resulted in acute food insecurity not just in Syria, but across the region (El Hassan, 2014). Food insecurity, plus an increase in the prices of staple foods have destabilized much of the area. The Arab Spring was the beginning of multiple conflicts that have affected countries like Syria, Egypt, and Libya. In Syria, food insecurity resulted in mass violence and has now created an international crisis involving multiple world powers.

Food insecurity is such a threat to entire regions because people cannot live without food and people want to live. When a region experiences food scarcity and that population feels threatened by hunger, it will relinquish dependency on any political authority and take up arms in order to ensure its well-being (Paveliuc-Olariu, 2013). This is human survivalism. It is important for developing countries in areas that are at risk for food insecurity to formulate policy that ensures aid goes to the food insecurity hotspots so as to maintain stability.

South Sudan experienced what happens when countries do not work together to feed their people. After gaining its independence from Sudan in 2011, 360,000 South Sudanese refugees returned to the country. This influx of human beings, coupled with drought conditions exacerbated economic strain and drove food prices up. The increases were the result of trade restrictions between Sudan and South Sudan. The overall reason for the food crisis, however, was the government's preoccupation with fighting a political and quasi-ethnic civil war rather than negotiating fair access to the Nile River (Tappis et al., 2013). Because of South Sudan’s weak institutions, it has done little to address the food shortage. That inability to solve the problem fuels insurgent recruitment that continues the bloodshed in South Sudan. The conflict is keeping regional rivalries alive with Uganda, Kenya, Ethiopia, and Sudan; all of whom have attempted to intervene in South Sudan militarily to bring about stability (Council on Foreign Affairs 2016). Aside from South Sudan, multiple conflicts across Africa are consuming massive amounts of diplomatic, political, and humanitarian resources in a region that faces a multitude of threats.

South Sudan, Somalia, and Syria are all failing states that are experiencing huge food shortages, humanitarian crises, and most importantly, extreme civil violence. South Sudan is mired in a civil war. Somalia is controlled by warlords and terror organizations. Syria has both of those problems. Conflict has turned these countries into “breeding grounds of instability, mass migration, and murder” rather than sovereign states with a monopoly on violence and control over their borders (Rotberg, 2002). To be sure, failing states are a concern because of their ability to destabilize entire regions, but states at risk for failure are also very important. Countries like Pakistan that are politically unstable and have food and water shortages could result in uncontrollable civil upheaval (The Fund for Peace, 2016).

Global Consequences of State Failure

Failing states and destabilized regions are not just a problem for the developing world. They are a very real concern for the United States and other developed countries as well. The Islamic State fed off of the Syrian Civil War and helped destabilize Iraq, Syria, Libya, and even Afghanistan and the Philippines. They have at also inspired terror attacks in Europe and the United States. They are a threat to both the developed and developing world. State instability allows them to recruit and train without government interference, which in turn allows them to plan attacks outside the region. An important source of income for the Islamic State has been agriculture from Iraq and Syria. While this revenue has received less media attention than oil extraction, it is still an important part of their economy (Jaafar & Woertz, 2016). It is also a key aspect of their political legitimacy because it allows them to feed their soldiers and those they control. Controlling some of the most fertile regions of the two countries has also helped the Islamic State starve off areas that have resisted them (Jaafar & Woertz, 2016). If Syria or Iraq are ever going to stabilize, those breadbaskets must be retaken and the food must reach the civilians in the cut off areas.

In the 20th century, state failure had few implications for international peace and security. Thanks to globalization, that is no longer the case. Failed states pose a threat to themselves, their neighbors, and the entire international community (Rotberg, 2002). Islamic State - inspired terror attacks in Belgium and France are a direct result of state collapse in Syria and Iraq. Preventing states from failing, rather than having to intervene militarily when they do, ought to be a top priority in the foreign policy of rich nations. Although the situations in Syria, Somalia, and South Sudan seem beyond repair, nation-building projects have had success in the past. Tajikistan, Lebanon, Cambodia, Kosovo and East Timor are all examples of relatively successful attempts to put failing states back on the right track (Rotberg, 2002). Developed countries must have the political will to ensure that people in developing countries are fed so that they remain pacified. It is often severe food insecurity that precedes ethnic or religious violence, as has been the case in South Sudan, therefore, adequate food is paramount to avoiding humanitarian crises that accompany ethnic and sectarian conflict (The Economist, 2016).

While it is true that many developed countries, especially the United States, are weary of providing so much financial aid and intervening militarily in war-torn, developing countries, it is imperative that the rich do not abandon the poor to a fate of internal destruction. Money must not be thrown blindly towards humanitarian crises and military intervention must be the last resort. Developed countries provided $1.4 billion for humanitarian aid in South Sudan in its first year of independence, but without specific conditions, that money went to kleptocrats rather than infrastructure projects or public services (The Economist, 2016).

Paying to help developing nations is expensive and will continue to be so. Afghanistan and Iraq are proof of that. But the war on terror, repeated military intervention, and humanitarian aid are expensive as well. In 2002, Robert Rotberg suggested that a new Marshall Plan was required for places like Afghanistan, the DRC, Sierra Leone, Somalia, and Sudan. If it is true that food and water security are the keys to keeping relative peace in new and developing countries and their collapse threatens the safety of the developed world, it seems logical that assisting those countries is wise.

In 1999, Susan L. Woodward argued that military leaders focus too much on force versus force combat rather than the issues of insurgency and terrorism in failed states. In 2017, military leaders have adjusted their strategies accordingly. Woodward believed that globalization made states less important, but their failure would still be felt around the world. Failed states cannot exercise their monopoly on violence and they cannot control their borders, thus threatening more than just the failed state (Woodward, 1999). Because state failure is so consequential, the United States military must continue to look into measures it can take to prevent it.

The Threat of the Future

Finally, the threats from food shortages in South Sudan, Somalia, Afghanistan, Iraq, and Syria are important to the United States and the international community at large, but there is one country that, while it is not a failing state right now, could easily become one if the wealthy nations of the world do not ensure its stability. That country is Pakistan. The Fund for Peace ranked Pakistan as the 14th most fragile state in the world in 2016, giving it a “High Alert” designation for state failure (The Fund for Peace, 2016). Its Demographic Pressure Indicator was an 8.9 - 10.2 Although it improved by one-tenth of a point last year, its decade trend is worse by seven-tenths of a point and its five-year trend is worse by four-tenths of a point, suggesting that the food situation is actually worsening overall (The Fund for Peace, 2016). If internal conflict and potential state failure at its most basic level begins with food and water insecurity, then Pakistan could become a real problem very soon.

Considering the risk of state failure, Pakistan poses the greatest threat to the rest of the world because of the existence of nuclear weapons within the country. Pakistan is not a member of the Nuclear Non-Proliferation Treaty, yet it has about 120 nuclear weapons. It also has a Shaheen 1A ballistic missile that can reach targets 550 miles away (Pakistan Defence, 2015). Should a food crisis arise in Pakistan that results in civil war and governmental collapse, those weapons could end up in the hands of a group that intends to use them maliciously as an act of terror. That prospect should be incentive enough for the developed countries to realize that they cannot and must not leave food insecure countries to devour themselves.

While it is difficult to argue that food insecurity immediately and directly causes civil conflict, there is no denying that people need food and water and will fight to survive. In South Sudan, ethnic and political armies fight one another. In Syria, rebels and government forces fight each other while also fighting the Islamic State. And in Somalia, warlords and their armies fight. The Syrian Civil War began six years ago after a water shortage forced thousands of migrants into urban centers. Developing countries tend to be most affected by climate change, poor governance, and food price increases. Therefore, they are the most prone to instability that may lead to outright violence. Without the wherewithal to handle civil conflict, these countries may become fragile or even failing states. Once that happens, they represent a threat not just in their region of influence, but the whole world. That is why the developed Western nations must pay attention and provide aid to the developing world in order to maintain stability. There will be more food crises in developing countries in the future, but if the North has the strength to continue aiding the South, perhaps it will be able to curb mass starvation and avoid the horrendous violence that consumes starving countries.

## 1NC – Off

#### China’s capitalizing on US vulnerabilities and ramping up ASAT development now – that emboldens Xi to invade Taiwan

Chow and Kelley 8/21 [(Brian G., policy analyst for the Institute of World Politics, Ph.D in physics from Case Western Reserve University, MBA and Ph.D in finance from the University of Michigan,and Brandon, graduate of Georgetown’s School of Foreign Service ) “China’s Anti-Satellite Weapons Could Conquer Taiwan—Or Start a War,” National Review, 8/21/2021] JL

If current trends hold, then China’s[Strategic Support Force](https://ndupress.ndu.edu/Portals/68/Documents/stratperspective/china/china-perspectives_13.pdf) will be capable by the late 2020s of holding key U.S. space assets at risk. [Chinese military doctrine](https://nationalinterest.org/blog/reboot/nowhere-earth-will-be-safe-us-china-war-172523), statements by senior officials, and past behavior all suggest that China may well believe threatening such assets to be an effective means of deterring U.S. intervention. If so, then the United States would face a type of “Sophie’s Choice”: decline to intervene, potentially leading allies to follow suit and Taiwan to succumb without a fight, thereby enabling Xi to achieve his goal of “peacefully” snuffing out Taiwanese independence; or start a war that would at best be long and bloody and might well even cross the nuclear threshold.

This emerging crisis has been three decades in the making. In 1991, China watched from afar as the United States used space-enabled capabilities to obliterate the Iraqi military from a distance in the first Gulf War. The People’s Liberation Army quickly set to work developing capabilities targeted at a perceived Achilles’ heel of this new [American way of war](https://nationalinterest.org/feature/secrets-and-lies-role-truth-great-power-information-warfare-170579): reliance on vulnerable space systems.

This project came to fruition with a direct ascent[ASAT weapons test](https://fas.org/sgp/crs/row/RS22652.pdf) in 2007, but the test was limited in two key respects. First, it only reached low Earth orbit. Second, it generated thousands of pieces of long-lasting space junk, provoking immense[international ire](https://spacenews.com/u-s-official-china-turned-to-debris-free-asat-tests-following-2007-outcry/). This backlash appears to have taken China by surprise, driving it to seek new, more usable ASAT types with minimal debris production. Now, one such ASAT is nearing operational status: spacecraft capable of rendezvous and proximity operations (RPOs).

Such spacecraft are[inevitable](https://www.airuniversity.af.edu/Portals/10/SSQ/documents/Volume-12_Issue-2/Chow.pdf#page=22) and cannot realistically be limited. The United States, European Union, China, and others are developing them to provide a range of satellite services essential to the[new space economy](https://www.morganstanley.com/ideas/space-economy-themes-2021), such as in situ repairs and refueling of satellites and active removal of space debris. But RPO capabilities are dual-use: if a satellite can grapple space objects for servicing, then it might well be capable of grappling an adversary’s satellite to move it out of its servicing orbit. Perhaps it could degrade or disable it by bending or disconnecting its solar panels and antennas all while producing minimal debris.

This is [a serious threat](https://nationalinterest.org/feature/can-america-lose-china-189020), primarily because no international rules presently exist to limit close approaches in space. Left unaddressed, this lacuna in international law and space policy could enable a prospective attacker to pre-position, during peacetime, as many spacecraft as they wish as close as they wish to as many high-value targets as they wish. The result would be an ever-present possibility of sudden, bolt-from-the-blue attacks on vital space assets—and worse, on many of them at once.

China has conducted at least[half a dozen tests of RPO](https://swfound.org/media/207179/swf_chinese_rpo_fact_sheet_apr2021.pdf#page=3) capabilities in space since 2008, two of which went on for years. Influential space experts have noted that these tests have plausible peaceful purposes and are in many cases similar to those conducted by the United States. This, however, does not make it any less important to establish effective legal, policy, and technical counters to their offensive use. Even if it were certain that these capabilities are intended purely for peaceful applications—and it is not at all clear that that is the case—China (or any other country) could at any time decide to repurpose these capabilities for ASAT use.

There is still time to get out ahead of this threat, but likely not for much longer. China’s RPO capabilities have, thus far, lagged about five years behind those of the United States. There are reasons to believe this gap may close, but even assuming that it holds, we should expect to see China demonstrate an operational dual-use rendezvous spacecraft by around 2025. (The first instance of a U.S. commercial satellite docking with another satellite to change its orbit occurred in[February 2020](https://news.northropgrumman.com/news/releases/northrop-grumman-successfully-completes-historic-first-docking-of-mission-extension-vehicle-with-intelsat-901-satellite).)

At the same time, China is expanding its capacity for rapid spacecraft manufacturing. The[Global Times](https://www.globaltimes.cn/page/202101/1213345.shtml) reported in January that China’s first intelligent mass production line is set to produce 240 small satellites per year. In April,[Andrew Jones](https://spacenews.com/china-is-developing-plans-for-a-13000-satellite-communications-megaconstellation/#:~:text=China%20is%20developing%20plans%20for%20a%2013%2C000%2Dsatellite%20megaconstellation,-by%20Andrew%20Jones&text=HELSINKI%20%E2%80%94%20China%20is%20to%20oversee,the%20country's%20major%20space%20actors.) at SpaceNews reported that China is developing plans to quickly produce and loft a thirteen thousand-satellite national internet megaconstellation. It is not unreasonable to assume that China could manufacture two hundred small rendezvous ASAT spacecraft by 2029, possibly more.

If this happens, and Beijing was to decide in 2029 to launch these two hundred small RPO spacecraft and position them in close proximity to strategically vital assets, then China would be able to simultaneously threaten disablement of the entire constellations of U.S. satellites for missile early warning (about a dozen satellites with spares included); communications in a nuclear-disrupted environment (about a dozen); and positioning, navigation, and timing (about three dozen); along with several dozen key communications, imagery, and meteorology satellites. Losing these assets would severely degrade U.S. deterrence and warfighting capabilities, yet once close pre-positioning has occurred such losses become almost impossible to prevent. For this reason, such pre-positioning could conceivably deter the United States from coming to Taiwan’s aid due to the prospect that intervention would spur China to disable these critical space systems. Without their support, the war would be much bloodier and costlier—a daunting proposition for any president.

Should the United States fail to intervene, the consequences would be disastrous for both Washington and its allies in East Asia, and potentially the credibility of U.S. defense commitments around the globe. Worse yet, however, might be what could happen if China believes that such a threat will succeed but proves to be wrong. History is rife with examples of major wars arising from miscalculations such as this, and there are many pathways by which such a situation could easily escalate out of control to a full-scale conventional conflict or even to nuclear use.

#### Starlink development solves – mega-constellations are unjammable and accurate

Harris 20 [(Mark, Knight Science Journalism Fellow at MIT in 2013, writes about technology, science, business, the environment, and travel, internally cites Todd Humphreys, Professor of Aerospace Engineering at UT Austin, and Peter Iannucci,, Postdoctoral Research Fellow in Aerospace Engineering and Engineering Mechanics at UT Austin) “SpaceX’s Starlink satellites could make US Army navigation hard to jam,” MIT Technology Review, 9/28/2020] JL

Now, research funded by the US Army has concluded that the growing mega-constellation could have a secondary purpose: doubling as a low-cost, highly accurate, and almost unjammable alternative to GPS. The new method would use existing Starlink satellites in low Earth orbit (LEO) to provide near-global navigation services.

In a non-peer-reviewed paper, Todd Humphreys and Peter Iannucci of the Radionavigation Laboratory at the University of Texas at Austin claim to have devised a system that uses the same satellites, piggybacking on traditional GPS signals, to deliver location precision up to 10 times as good as GPS, in a system much less prone to interference.

The Global Positioning System consists of a constellation of around 30 satellites orbiting 20,000 kilometers above Earth. Each satellite continuously broadcasts a radio signal containing its position and the exact time from a very precise atomic clock on board. Receivers on the ground can then compare how long signals from multiple satellites take to arrive and calculate their position, typically to within a few meters.

The problem with GPS is that those signals are extremely weak by the time they reach Earth, and are easily overwhelmed by either accidental interference or electronic warfare. In China, mysterious GPS attacks have successfully “spoofed” ships in fake locations, while GPS signals are regularly jammed in the eastern Mediterranean.

The US military relies heavily on GPS. Last year, the US Army Futures Command, a new unit dedicated to modernizing its forces, visited Humphreys’s lab to talk about a startup called Coherent Navigation he had cofounded in 2008. Coherent, which aimed to use signals from Iridium satellites as a rough alternative to GPS, was acquired by Apple in 2015.

“They told me the Army has a relationship with SpaceX [it signed an agreement to test Starlink to move data across military networks in May] and would I be interested in talking to SpaceX about using their Starlink satellites the same way that I used these old Iridium satellites?” Humphreys says. “That got us an audience with people at SpaceX, who liked it, and the Army gave us a year to look into the problem.” Futures Command also provided several million dollars in funding.

The concept of using LEO satellites for navigation isn't new. In fact, some of the first US spacecraft launched in the 1960s were Transit satellites orbiting at 1,100 kilometers, providing location information for Navy ships and submarines. The advantage of an LEO constellation is that the signals can be a thousand times stronger than GPS. The disadvantage is that each satellite can serve only a small area beneath it, so that reliable global coverage requires hundreds or even thousands of satellites.

Building a whole new network of LEO satellites with ultra-accurate clocks would be an expensive undertaking. Bay Area startup Xona Space Systems plans to do just that, aiming to launch a constellation of at least 300 Pulsar satellites over the next six years.

Humphreys and Iannucci’s idea is different: they would use a simple software upgrade to modify Starlink’s satellites so their communications abilities and existing GPS signals could provide position and navigation services .

They claim their new system can even, counterintuitively, deliver better accuracy for most users than the GPS technology it relies upon. That is because the GPS receiver on each Starlink satellite uses algorithms that are rarely found in consumer products, to pinpoint its location within just a few centimeters. These technologies exploit physical properties of the GPS radio signal, and its encoding, to improve the accuracy of location calculations. Essentially, the Starlink satellites can do the heavy computational lifting for their users below.

The Starlink satellites are also essentially internet routers in space, capable of achieving 100 megabits per second. GPS satellites, on the other hand, communicate at fewer than 100 bits per second.

“There are so few bits per second available for GPS transmissions that they can’t afford to include fresh, highly accurate data about where the satellites actually are,” says Iannucci. “If you have a million times more opportunity to send information down from your satellite, the data can be much closer to the truth.”

The new system, which Humphreys calls fused LEO navigation, will use instant orbit and clock calculations to locate users to within 70 centimeters, he estimates. Most GPS systems in smartphones, watches, and cars, for comparison, are only accurate to a few meters.

But the key advantage for the Pentagon is that fused LEO navigation should be significantly more difficult to jam or spoof. Not only are its signals much stronger at ground level, but the antennas for its microwave frequencies are about 10 times more directional than GPS antennas. That means it should be easier to pick up the true satellite signals rather than those from a jammer.  “At least that’s the hope,” says Humphreys.

According to Humphreys and Iannucci’s calculations, their fused LEO navigation system could provide continuous navigation service to 99.8% of the world’s population, using less than 1% of Starlink’s downlink capacity and less than 0.5% of its energy capacity.

“I do think this could lead to a more robust and accurate solution than GPS alone,” says Todd Walter of Stanford University’s GPS Lab, who was not involved with the research. “And if you don’t have to modify Starlink’s satellites, it certainly is a fast, simple way to go.”

#### Extinction----Taiwan goes nuclear

The Week 1/4 [(The Week Staff, weekly news magazine with editions in the United Kingdom and United States) “What would happen if China tried to invade Taiwan?” The Week Staff, 1/4/2022] JL

If a conflict were to break out between the two neighbours it would be “a catastrophe”, reported The Economist. This is first because of “the bloodshed in Taiwan” but also because of the risk of “escalation between two nuclear powers”, namely the US and China.

Beijing massively outguns Taiwan, with estimates from the Stockholm International Peace Research Institute showing that China spends about 25 times more on its military. However, Taiwan has a defence pact with the US dating back to the 1954 Sino-American Mutual Defence Treaty, meaning the US could, in theory, be drawn into the conflict.

“Beijing’s optimistic version of events” after the decision to invade would see “cyber and electronic warfare units target Taiwan’s financial system and key infrastructure, as well as US satellites to reduce notice of impending ballistic missiles”, Bloomberg said.

“Chinese vessels could also harass ships around Taiwan, restricting vital supplies of fuel and food,” the news site continued, while “airstrikes would quickly aim to kill Taiwan’s top political and military leaders, while also immobilising local defences”.

This would be followed by “warships and submarines traversing some 130 kilometres [80 miles] across the Taiwan Strait”, before “thousands of paratroopers would appear above Taiwan’s coastlines, looking to penetrate defences [and] capture strategic buildings”.

According to satellite imagery seen by military news site The Drive, China has also begun “beefing up its combat aviation infrastructure across from Taiwan as invasion fears grow”.

Beijing “is upgrading three air bases located opposite” the island, “boosting its air power capability in an already tense region that is flush with air combat capabilities.”

“Construction of the new infrastructure began in early 2020 and continued uninterrupted through the pandemic, underlining its priority,” the site added.

Taiwan would be reliant on “natural defences” – its rugged coastline and rough sea – with plans to “throw a thousand tanks at the beachhead” in the event of a Chinese invasion that could result in “brutal tank battles” that “decide the outcome”, according to Forbes.

The island’s top military leadership has also “warned China that the closer its aircraft and ships get to the island the harder Taipei will respond”, Bloomberg reported, with “a multi-pronged approach that utilises aircraft, ships and its air defence systems to counter Chinese military incursions” in the works.

“Chinese state media has dismissed the idea of Taiwan retaliating,” the news agency added. But a report by the island’s defence ministry sent to legislators shows the island is preparing to “take tougher measures” should they be necessary.

This would all be complicated by the US pledge to defend its ally in what The Economist called a “test of America’s military might and its diplomatic and political resolve”.

Asked last week during a CNN town hall meeting whether the US would mount a military response if Beijing attempted to take the island by force, Biden responded: “Yes, we have a commitment to do that.”

The Guardian said that Biden “made a similar pledge in August”, when he told ABC News that the US has a “sacred commitment” to defend its Nato allies in Canada and Europe and it was the “same with Japan, same with South Korea, same with Taiwan”.

If the US had decided against intervention, “China would overnight become the dominant power in Asia” and “America’s allies around the world would know that they could not count on it”, the paper added. In other words, “Pax Americana would collapse”.

That would be unacceptable in Washington, especially as “Joe Biden pivots US foreign policy towards a focus on the Indo-Pacific as the main arena for 21st-century superpower competition”, The Guardian said.

Biden’s comments during the CNN event were “at odds with the long-held US policy” of “strategic ambiguity”, The Telegraph said. Historically, Washington has helped “build Taiwan’s defences” but has “not explicitly promised to come to the island’s aid”.

US manoeuvres have so far consisted of building up “large amounts of lethal military hardware”, The Guardian added, with “the steady buildup of troops and equipment and the proliferation of war games” meaning there is “more of a chance of conflict triggered by miscalculation or accident”.

The primary danger that comes with US involvement lies in the fact that both Washington and Beijing possess nuclear weapons.

Leaked documents published by The New York Times earlier this year revealed the extent of Washington’s discussions about using nuclear weapons to deter a Chinese invasion of Taiwan in the 1950s.

Provided to the paper by Daniel Ellsberg, the whistleblower behind the 1971 Pentagon Papers, the documents appeared to show an “acceptance by some US military leaders of possible retaliatory nuclear strikes on US bases”, CNN noted, raising the spectre of how the nuclear powers would square off in a 21st-century conflict.

## 1NC-Case

### Solvency

#### Can’t solve not appropriation of outerspace—1AC Gorove says that it is permanent use—they give no reason on how Chinese weapons like rockets, smart bombs, navigation and operation of ships, other vehicles and troops are banned through the aff

#### Can’t Solve----Chinese space industry is overwhelmingly dominated by the government—private enterprises cannot exist independently under domestic law

Nie 12-24 (Mingyan Nie, JD; Nanjing University of Aeronautics and Astronautics Department of Law; 12-24-2021; "The Growth of China’s Non-governmental Space Sector in the Context of Government Support for Public-Private Partnerships: An Assessment of Major Legal Challenges";S*pace Policy* (2021) https://doi.org/10.1016/j.spacepol.2021.101461., accessed 1-14-2022; JPark)

* PPPs = public-private partnerships
* Strict and opaque governmental regulation basically makes it impossible for private entities to act independently and are subsumed by the state
* Laws are deliberately unclear to maximize state control – e.g., classifying launch vehicles as weapons

In light of China’s recent policies and other measures, it is evident that decision-makers in the space industry intend to privatize space activities to meet urgent market demands and social goals, including promoting PPPs.19 However, the military dominates the Chinese space industry, and the government controls nearly all civil space activities, while state-owned companies conduct programs related to space exploration. These dynamics have led to an unclear administration of space activities that has created an unstable environment for the growth of private enterprises. In addition, the reality of military-dominated space activities has engendered harsh regulations for all non-governmental affairs related to space exploration. 3.1. Complex administration of space activities and the non-governmental participation The role of the military and the government in the space field has resulted in a complicated framework for governing space activities in China. SASTIND, which was established under the Ministry of Industry and Information Technology of the PRC (MIIT), is the main administrative body under the State Council tasked with coordinating and managing the country’s space activities20. The impact of China’s military on space activities is extremely relevant. The role of the Equipment Development Department (EDD), which belongs to the People’s Republic of China Central Military Commission,21 is also notable. The EDD is qualified to conduct space projects directly. For instance, the human spaceflight program and the launching infrastructure, including launching sites and the hub of China’s telemetry, tracking, and control network, are mainly operated by the EDD. Furthermore, the EDD collaborates with SASTIND to establish regulations, monitor their implementation, allocate research funds, and determine the qualification of private entities to enter the space industry [[17], p.13]. This complicated and opaque organizational structure is detrimental to the participation of private actors in space-related activities in China. Space facilities, including launching sites, are controlled by the military that does not distinguish the nature of space activities. Thus, private enterprises with a sole focus on developing commercial space activities will have to fulfill the same high-level military requirements as the government. Additionally, the co-existence of more than one administrative body with similar supervision functions impedes non-governmental enterprises’ involvement in space activities [[31], pp. 4–5]. 3.2. Strict supervision of non-governmental entry into the space field: focusing on launch activities and satellite development In contrast to the United States, which promotes private entities to comprehensively participate in numerous space areas through PPPs [5], existing Chinese PPP policies related to space activities stress the domains of space science research, the launching of commercial satellites, the manufacture and operation of satellites, space infrastructure construction, and so on.22 The newly defined scope of the new type of infrastructure in China contains satellite internet, which motivates the creation of PPPs in space programs, and demands the growth of private participants to succeed in doing so. The fields of most relevance to this are launching activities and satellite development (including micro-satellite). Furthermore, emerging non-governmental space corporations are mainly interested in developing their launching and satellite manufacturing capacities (including micro-satellites) [32]. This is consistent with the policy requirements and constitutes a good starting point for conducting space PPPs and will, in turn, contribute to the growth of the commercial space industry. However, the administration of the rules of these areas is unfavorable for the non-governmental sector. Concerning launch activities, in June 2019, SASTIND and EDD announced the ‘Notice on Promoting the Orderly Development of Commercial Launch Vehicles’ (2019 Notice) [33]. Commercial launch activities are divided into phases of research and development, manufacturing, and launching. For non-governmental entities that intend to get involved in any of these phases, authorization is required. However, conditions and other requirements for obtaining such permissions are unfavorable. For example, launch vehicles are identified as a weapon. Given that SASTIND provides authorization for the research, development, and manufacture of weapons, any related technology must comply with the ‘Regulation on the Administration of Licenses for Scientific Research and Production of Weapons and Equipment’23 and the ‘Measures for the Implementation of the License for Scientific Research and Production of Weapons and Equipment’.24 Furthermore, the 2019 Notice states that every applicant must receive support from the provincial government where its enterprise is registered. The involved provincial government must inform SASTIND by issuing a letter to express their support and elaborate supervision measures to ensure that relevant enterprises have conducted the authorized space activities in compliance with confidentiality, safety, security, and quality standards. Thus, before conducting authorized operations, a notification to SASTIND and the EDD is required. The requirements stipulated in the 2019 Notice are unfavorable to private entities starting space activities for many reasons. First, the 2019 Notice refers the notification process to the EDD. However, no further details are available on this procedure. Moreover, the specific functions of the EDD in this process are not explained. Second, the relevant provincial government’s letter is a prerequisite for applying to receive authorization. Also, the provincial government’s supervision measures are the primary basis for conducting permitted activities. However, how the applicants obtain the provincial government’s approval letter is unclear. Third, whether the supervision measures elaborated by the relevant provincial government are only applicable to the specific applicant or equally applicable to similar subsequent applicants is not addressed [[31], pp. 5–6]. In the context of conducting PPPs, provincial governments can act as the ‘public’ party, so if no specifics are clarified, it is difficult to ensure a fair legal environment for establishing PPPs in space, which may breed corruption. The launching phase is also strictly administrated. This phase mandates that the application of launching permits should generally be consistent with the ‘Interim Measures on the Administration of Permits for Civil Space Launch Project’, which was released in2002.25 However, an extra review process by the EDD has been added as the pre-condition for approving the permit. Furthermore, any launching activity should be carried out on officially authorized launching sites or testing grounds, administrated and controlled by the military department, and the rules thereof should be observed. When referring to the development of satellites, no regulations have been adopted thus far. Non-governmental enterprises that intend to invest in this field have to meet the requirements of national security safeguards. Accordingly, licenses are necessary. Since the government and military have historically been responsible for the research and manufacture of satellites, no specific rules applicable to the private sector can be found in this field. In 2008, the Aerospace Dongfanghong Development Ltd., Shenzhen (ADD Ltd.), a state-owned corporation, was established.26 This corporation focuses on micro-satellite development. It is the first Chinese company that received authorization to research and develop micro-satellites [35]. Before initiating micro-satellite development programs, this corporation established the ‘certified weapon and equipment quality management system’. Therefore, the corporation was qualified ‘as a weapon and equipment bearer’ and obtained permission to conduct weapon and equipment research and product and met the requirements of acting as a so-called ‘national secondary class confidential qualified corporation’.27 As a result, the ADD Ltd. example offers valuable insights into non-governmental entities that want to get involved in satellite development, especially micro-satellites, as part of the recent interest in building satellite-based interest as a new type of infrastructure. However, these conditions or qualifications are inconsistent with the fundamental policies of facilitating private growth in space-related activities. Specific rules must be formulated to remove or simplify the excessive obstacles that impede private participation in satellite development, including the development of micro-satellites and the implementation of relevant policies. Concerning the procedural requirements for satellites manufacturing, non-governmental enterprises have to get approval from the NDRC. These firms must submit application documents, including the files issued by the provincial development and reform commission, the application report, and the confidential agreement to begin work [36]. Similar to the launch permit application, these application requirements set forth by the NDRC allow for the provincial departments to determine the details of the process, creating an unstable legal environment for potential applicants. In brief, the inevitable growth of the private sector in space is the main reason for creating PPPs in space exploration. Yet, the current dominant role of the military in China’s space industry results in a complex administrative framework and strict requirements for those non-governmental entities willing to undertake space activities. This constrains the development of the private space sector that remains in an underdeveloped stage to date. In addition, ambiguous rules concerning the power of the relevant provincial departments in authorizing launching activities and satellite development make creating and effective implementation of space PPPs more difficult. However, given the growing importance of the private sector in the implementation of the PPP policies regarding space, the existing rules and regulations should be improved.

### China Space War

#### Won’t go nuclear – seen as a normal conventional attack because of integration with ground forces

Firth 7/1/19 [News Editor at MIT Technology Review, was Chief News Editor at New Scientist. How to fight a war in space (and get away with it). July 1, 2019. MIT Technology Review]

Space is so intrinsic to how advanced militaries fight on the ground that an attack on a satellite need no longer signal the opening shot in a nuclear apocalypse. As a result, “deterrence in space is less certain than it was during the Cold War,” says Todd Harrison, who heads the Aerospace Security Project at CSIS, a think tank in Washington, DC. Non-state actors, as well as more minor powers like North Korea and Iran, are also gaining access to weapons that can bloody the noses of much larger nations in space.

#### No space war, and no impact if it does happen

Handberg 17 Roger Handberg 17, Professor in the School of Politics, Security, and International Affairs at the University of Central Florida, 2017, “Is space war imminent? Exploring the possibility,” Comparative Strategy, Vol. 36, No. 5, p. 413-425

The assumption made is that space war will be successfully waged in both the heavens and on the Earth itself. This assumption, however, is grounded on several hypotheticals occurring. First, that total devastating strategic surprise can be achieved—the side attacked becomes so damaged and devastated that further resistance is impossible to sustain regardless of national will, since nuclear weapons overhang the entire enterprise. The analogy usually invoked for American audiences is a “Pearl Harbor” type attack. This scenario is premised on equivalent American incompetence and lack of readiness as exhibited in December 1941. One must note that Pearl Harbor ended as a strategic failure for Japan—it led to defeat because the attack mobilized U.S. power without hesitation, given the intense political divisions over whether to enter the worldwide conflicts already raging. The attack was a military failure because Navy carriers were not destroyed along with battleship row along with critical fuel facilities. Similar analogies invoke September 11, 2001 as the prototype for such attacks more recently, but the same caveats apply. Total surprise assumes that all relevant opponent systems and civilian assets are disabled and left vulnerable to follow on attacks. In fact, collapse of U.S. defenses leaves U.S. cities as hostages to the rulers of the heavens, or vice versa if the U.S. moves first. Space war is extremely destabilizing, as will be discussed, since survivability of one's strategic assets becomes problematic. Second, surprise requires that sufficient offensive space assets be placed in orbit without triggering a response by other states—the scale of such technology deployment is in itself possibly self-defeating given high costs and a likely lack of launch capacity. In addition, much launch capacity is now international rather than national, so maintaining secrecy becomes even more difficult. Space as an operational environment suffers from excessive transparency, meaning any launches can be monitored and tracked by others with strong evidence as to what is being deployed. One must remember that the original satellite launches in the 1950s were accurately tracked by a British grade-school class as a science project. In addition, at least since the early 1960s, remote sensing has increased exponentially the global capability to detect buildup of military assets of differing types, whether in space or on the ground. Commercial remote-sensing capabilities further enhance the capacity to detect militarily relevant actions. For example, commercial imagery is accessed by private parties to monitor the North Korean missile and nuclear weapons programs, in effect expanding the capacity of the world to look in on various states' interior regions, scanning for relevant information, including weapons buildup and launch capabilities. Even construction of physical facilities for production of space assets or for other weaponry can be monitored, making surprise more difficult but not impossible, as demonstrated in earlier monitoring of North Korea and, in 1998, the nuclear tests by both Pakistan and India. That means if the ASAT weapons come from ground locations, there is a high probability that they can be detected but no guarantee exists that detection will in fact occur. The uncertainty will impact calculations of attack success. Third, the most obvious initial attack of space-based assets will most likely come from cyber attacks, given that such actions do not necessarily require the scale of resources necessary for other modalities such as kinetic weapons, or even lasers or other energy-type weapons. One will have to position the weapons plus the infrastructure to permit rapid recycling of the weapons for the next attack. Firing off interceptors will likely be a one-off, meaning extremely precise targeting will be required if the attack is to be successful. Note that none of these systems require that individuals be placed in Earth orbit, despite the imagery describing such operations in fictional universes. Deployment requires a large lift capacity for initial deployment plus replenishment of destroyed or inoperative space assets, since a space conflict assumes that assets will be lost either kinetically or be compromised by cyber or energy beams. In any case, the combatants must be able to recover their capabilities lost during the conflict; failure to do would mean defeat or at least stalemate, negating the reason for the attack. That raises a major question when one considers the problem or expectation that space war can be successfully conducted or defended. Operationally Responsive Space (ORS) remains a critical weak point for all potential space-war participants. Loss of space assets occurs routinely during operations, but actual combat losses can be exponential depending on the weaponry used, and replacing those losses becomes the race to the next level after the initial exchange or combat. Unfortunately, ORS remains a major weakness of the United States and likely other states; deploying replacement satellites remains a multiyear process, while launch capabilities are scheduled long in advance. The rise of multiple private-launch competitors may partially alleviate some of the delay but that remains problematic given that the military payloads may be competing with commercial vendors also trying to replace losses. The tradeoff is that. in principle, private-launch vendors may be able to do so more cheaply, but their capacity may be saturated by demand from the civil and commercial sectors, leaving few “uncommitted” launch options for military purposes. Normally this is not an issue, but the available launch options may be third party rather than national-flag carriers, which raises severe security concerns. Fourth, several other assumptions become essential to make the strategy work, including that such an attack does not render Earth orbit so debris-saturated that further military space operations become impossible to sustain. Also, damage to civilian space assets remains, such that their continuation is possible if undamaged replacements can be quickly reintroduced to restart economically critical operations. Globalization has been fostered through satellite technologies. Their disruption can be devastating for all parties, regardless of who is the winner or the loser. What may occur is the graveyard of the modern economic system. No potential space participants would be immune to the damage, regardless of whether or not they were participants in the actual conflict. Fifth, there must be no difficulty in separating potential targets from the enemy, allied states, and nonbelligerent states. This creates a situation in which the spread of space technologies globally complicates actions, expanding the range of participants beyond the combatants, much like earlier wars at sea, where there were the combatants' ships, along with those of nonbelligerents, including neutrals whom the combatants struggled to draw into the conflict on their side, or at least to render their services unavailable to the other side. The earliest discussion of space conflict was premised on Cold War analogies, meaning two major combatants, either U.S.–Russia, or U.S–-China, or even a three-way war. Presently, analyses focus on a bilateral conflict with the U.S. opposed to China and Russia. Whether that would occur is obviously unknown, despite political rhetoric about a Eurasia coalition of likeminded states. What it does is multiply the number of potential targets and complicates reactions to neutrals' actions to protect their interests or assets. The distinction between combatants and neutrals or third parties will be possibly blurred beyond separation. The byproduct of a kinetic space conflict is massive amounts of space debris, destroying or damaging most space assets regardless of their state sponsor or nationality. Initial attacks may be focused and precise, but the result is still the same. The debris generated by armed conflict will endure beyond the immediate clash. The obvious alternative is a strictly electronic attack on space assets' operating systems, leaving the satellites in orbit, although without the ability to move them or control possible erratic changes in orbit due to collisions with other space debris. Other forms space war will take Reality is more complicated—kinetic action produces debris, the ultimate deterrent to actual space war. Therefore, space war could likely track several distinct phases. The first is cyber attacks, which disable or destroy the working systems of the spacecraft or the ground-support network—in effect, a series of stealth attacks. Civilian satellites are extremely soft targets—defense requires a capacity to detect and analyze any attack on the spacecraft, not available presently for most commercial spacecraft due to cost considerations. Otherwise, one could use nuclear weapons to create electromagnetic pulses (EMP) which can fry unprotected electronics both in space and on the ground, depending on where the weapons are detonated. Interestingly, space war scenarios have some territorial war aspects in that any attacks on space assets will devastate both military and civilian targets without distinction between the war participants and civilians. Similar to unrestricted submarine warfare, all targets in the relevant area will become casualties or otherwise impacted in their operations. Second, attacks that are conducted against the ground down links and/or communications systems, leaving the spacecraft without guidance or instructions, and also no information is returned to the commanders even if the satellites survive the initial onslaught. These can involve kinetic attacks against specific locations or insertion of special operations forces to render the facility inoperative. For example, antennas can be disabled or destroyed, disrupting operations until new facilities are brought online. Other alternatives could include kinetic weapons launched from space, “rods from God.”20 Air strike packages could include electronic warfare elements capable of scrambling or disrupting operations of such facilities even prior to physical strikes against the targets. Spacecraft not destroyed or disabled in the initial two stages of the attack can be directly attacked by “dazzling” their receivers, with laser impulses destroying the receivers for which there are few replacements without replacing the spacecraft physically. Third, rapid replacement of inoperative satellites, regardless of the reasons, does not occur, which translates into a race for the third, possibly end, phase of the war, replenishment. Inability to replace losses may mean that none of the combatants are able to dominate in the end, meaning conventional conflict may be the outcome, although issues of global reach may confine conflicts to relatively small areas. In previous conventional conflicts, large-scale forces were moved, albeit slowly, across the globe to the conflict, i.e., Desert Shield morphing into Desert Storm after a nearly six-month buildup.

#### No space war – it’s hype and systems are redundant

Johnson-Freese and Hitchens 16 [Dr. Joan Johnson-Freese is a member of the Breaking Defense Board of Contributors, a Professor of National Security Affairs at the Naval War College and author of Space Warfare in the 21st Century: Arming the Heavens. Views expressed are those of the author alone. Theresa Hitchens is a Senior Research Scholar at the Center for International and Security Studies at Maryland (CISSM), and the former Director of the United Nations Institute for Disarmament Research (UNIDIR) in Geneva, Switzerland. Stop The Fearmongering Over War In Space: The Sky’s Not Falling, Part 1. December 27, 2016. https://breakingdefense.com/2016/12/stop-the-fearmongering-over-war-in-space-the-skys-not-falling-part-1/]

In the last two years, we’ve seen rising hysteria over a future war in space. Fanning the flames are not only dire assessments from the US military, but also breathless coverage from a cooperative and credulous press. This reporting doesn’t only muddy public debate over whether we really need expensive systems. It could also become a self-fulfilling prophecy. The irony is that nothing makes the currently slim possibility of war in space more likely than fearmongering over the threat of war in space.

Two television programs in the past two years show how egregious this fearmongering can get. In April 2015, the CBS show 60 Minutes ran a segment called “The Battle Above.” In an interview with General John Hyten, the then-chief of U.S. Air Force Space Command, it came across loud and clear that the United States was being forced to prepare for a battle in space — specifically against China — that it really didn’t want.

It was explained by Hyten and other guests that China is building a considerable amount of hardware and accumulating significant know-how regarding space, all threatening to space assets Americans depend on every day. If viewers weren’t frightened after watching the segment, it wasn’t for lack of trying on the part of CBS.

Using terms like “offensive counterspace” as a 1984 NewSpeak euphemism for “weapons,” it was made clear that the United States had no choice but to spend billions of dollars on offensive counterspace technology to not just thwart the Chinese threat, but control and dominate space. While it didn’t actually distort facts — just omit facts about current U.S. space capabilities — the segment was basically a cost-free commercial for the military-industrial complex.

In retrospect though, “The Battle Above” was pretty good compared to CNN’s recent special, War in Space: The Next Battlefield. The latter might as well have been called Sharknado in Space – because the only far-out weapons technology our potential adversaries don’t have, according to the broadcast, seems to be “sharks with frickin’ laser beams attached to their heads!”

First, CNN needs to hire some fact checkers. Saying “unlike its adversaries, the U.S. has not yet weaponized space” is deeply misleading, like saying “unlike his political opponents, President-Elect Donald Trump has not sprouted wings and flown away”: A few (admittedly alarming) weapons tests aside, no country in the world has yet weaponized space. Contrary to CNN, stock market transactions are not timed nor synchronized through GPS, but a closed system. Cruise missiles can find their targets even without GPS, because they have both GPS and precision inertial measurement units onboard, and IMUs don’t rely on satellite data. Oh, and the British rock group Pink Floyd holds the only claim to the Dark Side of the Moon: There is a “far side” of the Moon — the side always turned away from the Earth — but not a “dark side” — which would be a side always turned away from the Sun.

More nefariously, the segment sensationalized nuggets of truth within a barrage of half-truths, backed by a heavy bass, dramatic soundtrack (and gravelly-voiced reporter Jim Sciutto) and accompanied by sexy and scary visuals.

Make no mistake there are dangers in space, and the United States has the most to lose if space assets are lost. The question is how best to protect them. Here are a few facts CNN omitted.

The Reality

The U.S. has all of the technologies described on the CNN segment and deemed potentially offensive: maneuverable satellites, nano-satellites, lasers, jamming capabilities, robotic arms, ballistic missiles that can be used as anti-satellite weapons, etc. In fact, the United States is more technologically advanced than other countries in both military and commercial space.

That technological superiority scares other countries; just as the U.S. military space community is scared of other countries obtaining those technologies in the future. The U.S. military space budget is more than 10 times greater than that of all the countries in the world combined. That also causes other countries concern.

More unsettling still, the United States has long been leery of treaty-based efforts to constrain a potential arms race in outer space, as supported by nearly every other country in the world for decades. Indeed, under the administration of George W. Bush, the U.S. talking points centered on the mantra “there is no arms race in outer space,” so there is no need for diplomat instruments to constrain one. Now, a decade later, the U.S. military – backed by the Intelligence Community which operates the nation’s spy satellites – seems to be shouting to the rooftops that the United States is in danger of losing the space arms race already begun by its potential adversaries. The underlying assumption — a convenient one for advocates of more military spending — is that now there is nothing that diplomacy can do.

However, it must be remembered that most space-related technologies – with the exception of ballistic missiles and dedicated jammers – have both military and civil/commercial uses; both benign — indeed, helpful — and nefarious uses. For example, giving satellites the ability to maneuver on orbit can allow useful inspections of ailing satellites and possibly even repairs.

Further, the United States is not unable to protect its satellites, as repeated during the CNN broadcast by various interviewees and the host. Many U.S. government-owned satellites, including precious spy satellites, have capabilities to maneuver. Many are hardened against electro-magnetic pulse, sport “shutters” to protect optical “eyes” from solar flares and lasers, and use radio frequency hopping to resist jamming.

Offensive weapons, deployed on the ground to attack satellites, or in space, are not a silver bullet. To the contrary, U.S. deployment of such weapons may actually be detrimental to U.S. and international security in space (as we argued in a recent Atlantic Council publication, Towards a New National Security Space Strategy). Further, there are benefits to efforts started by the Obama Administration to find diplomatic tools to restrain and constrain dangerous military activities in space.

These diplomatic efforts, however, would be undercut by a full-out U.S. pursuit of “space dominance.” This includes dialogue with China, the lack of which Gen. William Shelton, retired commander of Air Force Space Command, lamented in the CNN report.

Given CNN’s “cast,” the spin was not surprising. Starting with Ghost Fleet author Peter Singer set the sensationalist tone, which never altered. The apocalyptic opening, inspired by Ghost Fleet, posited a scenario where all U.S. satellites are taken off-line in nearly one fell swoop. Unless we are talking about an alien invasion, that scenario is nigh on impossible. No potential adversary has such capabilities, nor will they ever likely do so. There is just too much redundancy in the system.

#### Revisionist states are only dangerous and conflict-prone when they’ve just had their ambitions denied---the plan creates the only scenario for great power war

Hal Brands 18, the Henry Kissinger Distinguished Professor at Johns Hopkins-SAIS, senior fellow at the Center for Strategic and Budgetary Assessments, 10/24/18, “Danger: Falling Powers,” <https://www.the-american-interest.com/2018/10/24/danger-falling-powers/>

There is, then, no disputing that rising powers can have profoundly disruptive effects. Yet such powers might not actually be the most aggressive or risk-prone type of revisionist state. After all, if a country’s position is steadily improving over time, why risk messing it all up through reckless policies that precipitate a premature showdown? Why not lay low until the geopolitical balance has become still more favorable? Why not wait until one has surpassed the reigning hegemon altogether and other countries defer to one’s wishes without a shot being fired? So while a rising revisionist power may be tempted to assert itself, it should also have good reason to avoid going for broke.

Now imagine an alternative scenario. A revisionist power—perhaps an authoritarian power—has been gaining influence and ratcheting its ambitions upward. Its leaders have cultivated intense nationalism as a pillar of their domestic legitimacy; they have promised the populace that past insults will be avenged and sacrifices will be rewarded with geopolitical greatness and global prestige. Yet then the country’s potential peaks, either because it has reached its natural limit or because of some unforeseen development, and the balance of power starts to shift in unfavorable ways. It becomes clear to the country’s leadership that it may not be able to accomplish the goals it has set and fulfill the promises it has made, and that the situation will only further worsen with time. A roll of the iron dice now seems more attractive: It may be the only chance the nation has to claim geopolitical spoils before it is too late.

In this scenario, it is not rising power that makes the revisionist state so dangerous, but the temptation to act before decline sets in. In this sense, the dynamic bears a resemblance to the famous Davies J-Curve theory of revolution, wherein a populace is held to be more inclined to revolt not when it is maximally oppressed but rather when raised expectations are shown to be in vain.

Obviously, rational analysis does not always prevail in world politics. Rising states can become intoxicated with their own strength; they may simply get tired of waiting to attain the status they desire; or some domestic pressure may impel leaders to act dangerously. But revisionists whose power has begun to decline, or who have hit a rogue bump in the road, may not feel that they even have the option of waiting.

#### Space debris creates existential deterrence and a taboo

Bowen 18 [(Bleddyn, lecturer in International Relations at the University of Leicester) “The Art of Space Deterrence,” European Leadership Network, February 20, 2018, https://www.europeanleadershipnetwork.org/commentary/the-art-of-space-deterrence/] TDI

Fourth, the ubiquity of space infrastructure and the fragility of the space environment may create a degree of existential deterrence. As space is so useful to modern economies and military forces, a large-scale disruption of space infrastructure may be so intuitively escalatory to decision-makers that there may be a natural caution against a wholesale assault on a state’s entire space capabilities because the consequences of doing so approach the mentalities of total war, or nuclear responses if a society begins tearing itself apart because of the collapse of optimised energy grids and just-in-time supply chains. In addition, the problem of space debris and the political-legal hurdles to conducting debris clean-up operations mean that even a handful of explosive events in space can render a region of Earth orbit unusable for everyone. This could caution a country like China from excessive kinetic intercept missions because its own military and economy is increasingly reliant on outer space, but perhaps not a country like North Korea which does not rely on space. The usefulness, sensitivity, and fragility of space may have some existential deterrent effect. China’s catastrophic anti-satellite weapons test in 2007 is a valuable lesson for all on the potentially devastating effect of kinetic warfare in orbit.

#### Loss of satellites will shut down terrestrial mining

Les Johnson 13, Deputy Manager for NASA's Advanced Concepts Office at the Marshall Space Flight Center, Co-Investigator for the JAXA T-Rex Space Tether Experiment and PI of NASA's ProSEDS Experiment, Master's Degree in Physics from Vanderbilt University, Popular Science Writer, and NASA Technologist, Frequent Contributor to the Journal of the British Interplanetary Society and Member of the American Institute of Aeronautics and Astronautics, National Space Society, the World Future Society, and MENSA, Sky Alert!: When Satellites Fail, p. 105

Resource Location

Looking for rare minerals to be mined for our many gadgets, household appliances, and industrial machines? Soil type is often a strong indicator of whether or not underground deposits of metals and minerals are located. By using satellite data to identify promising surface structural features and different soil types, mining companies can better identify promising mining locations, wasting less time and effort in finding the best places to obtain much-needed industrial resources. Without satellite images, the finding and assessment of promising new mines would grind to a halt as the industries retooled back into the days of much slower and labor-intensive field surveys (but without GPS!).

#### Amazon mining will cause extinction

Charito Ushiñahua 11, Anthropologist Working for the Preservation of Indigenous Amazonian Cultures, “Yanomami Indians: The Fierce People?”, http://www.amazon-indians.org/yanomami.html

A mineralogical survey of the northern Amazon by the Brazilian government in 1975 revealed the presence of gold ore in the Roraima region of Brazil. By the early 1980's, miners in search of gold began invading the Yanomami territory in Brazil and by 1987 it had become a full-fledged gold rush. Over 30,000 prospectors entered Yanomami lands and established over a hundred clandestine mining operations. The resulting massacres and diseases brought by these invaders is estimated to have caused the death of over 2,000 Yanomami. One of the problems with gold mining is the environmental destruction it causes. In order to separate gold from rocks and soil, mercury is used. Mercury in the rivers and streams bio-accumulates and permeates the entire ecosystem. The mercury accumulates in predators and hunters (such as the Yanomami) higher up the food chain and creates a neurotoxin that causes birth defects and abnormal child development. The Yanomami have had increased child mortality rates while their birth rates have declined putting their very existence into risk. Moreover, malaria increased in the area due to the stagnant pools left by the miners that increase the mosquito populations that are vectors of the disease. Some have estimated that malaria is responsible for the deaths of about 13% of the Yanomami population every year. However, the negative influence of the miners extends beyond physical health. Their introduction of alcohol and other western goods has had an immense negative effect on Yanomami society itself.

In response to the crisis created by the gold miners, in 1992 the Yanomami territory was protected by the Brazilian government by creating a federal indigenous reserve. However, the gold miners were not happy about the creation of the reserve and in July, 1993, a group of miners tried to exterminate an entire village in what has become to be known as the "Haximu Massacre." At lease 16 Yanomami were killed in what many have called genocide. Some of the miners were tried and convicted and after numerous appeals on the 7th of August, 2006 the Brazilian Supreme Federal Court reaffirmed that the crime known as the Haximu Massacre and upheld the ruling sentencing the miners to 19 years in prison for genocide. However, to this day there is political pressure by the mining industry to reduce the Yanomami territory and allow commercial mining operations on their lands.

In the year 2000, a journalist named Patrick Tierney published a book called, "Darkness in El Dorado," and accused anthropologist Napoleon Chagnon and his colleague geneticist James Neel of numerous misdeeds, among them intentionally creating an epidemic of measles among the Yanomami people in order to study the effects of natural selection on primitive societies. Tierney states that the resulting epidemic caused the death of hundreds of Yanomami. Incredibly, Tierney charged that the experiments were funded by the US Atomic Energy Commission, who sought to model the societal consequences of mass mortality caused by nuclear war. In addition to the measles epidemic, Tierney charged that Chagnon mischaracterized the Yanomami as "The Fierce People" when in fact it was Chagnon who was causing the violence by introducing enormous amounts of western goods such as machetes into the Yanomami society, thus stimulating warfare over the introduced goods. Tierney also accused Chagnon of fraud by staging films, such as "The Axe Fight" that he helped produce. The journalist charged that the anthropologist prescripted the films and that they were not spontaneous as portrayed.

Tierney's book caused an uproar in the anthropological community and the American Anthropological Association (AAA) got involved in the debate. In fact, the AAA convened a special commission to investigate the allegations against Chagnon and Neel. The report by the AAA issued in May, 2002 exonerated the anthropologist and geneticist from causing a measles epidemic among the Yanomami. Nonetheless, the AAA criticized some aspects of Chagnon's research, including his portrayal of the Yanomami as "The Fierce People," and his bribing of Venezuelan officials. However, the AAA debate was not over and three years later in June, 2005 they rescinded the acceptance of the 2002 report.

As someone who is working to support indigenous people, I would like to point out that over the many years since publishing his first book on the Yanomami (whose revenues made him a millionaire), Chagnon has failed to bring significant aid to the Yanomami people. In fact, he sought to damage the indigenous movement by publicly criticizing Davi Kopenawa, a Yanomami activist who helped establish the Yanomami reserve in Brazil. One might ask if it was proper behavior for an anthropologist to hurt the efforts of an indigenous Amazonian activist attempting to defend his people. Interestingly, the Yanomami leader Davi Kopenawa has predicted the destruction of the entire human race if the Amazon Rainforest is destroyed. Kopenawa states, "The forest-land will only die if it is destroyed by whites. Then, the creeks will disappear, the land will crumble, the trees will dry and the stones of the mountains will shatter under the heat. The xapiripë spirits who live in the mountain ranges and play in the forest will eventually flee. Their fathers, the shamans, will not be able to summon them to protect us. The forest-land will become dry and empty. The shamans will no longer be able to deter the smoke-epidemics and the malefic beings who make us ill. And so everyone will die." Many ecologists seem to agree with Kopenawa, believing that the Amazon Rainforest are the "lungs of the Earth" and that if the Amazon is destroyed, it will cause a global ecological disaster resulting in the eventual destruction of the human race.