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#### CP: Private entities except for Ukraine ought not engage in the exclusive and permanent use of Low Earth Orbit via Large Satellite Constellations.

#### Starlink has transformed Ukraine’s resistance – it’s the only reliable way to ensure connectivity

Lerman and Zakrzewski 3/19 [(Rachel, covers technology for The Washington Post in San Francisco, and Cat, technology policy reporter, tracking Washington's efforts to regulate Silicon Valley companies) “Elon Musk’s Starlink is keeping Ukrainians online when traditional Internet fails,” Washington Post, 3/19/2022] JL

Ukraine has already received thousands of antennas from Musk’s companies and European allies, which has proved “very effective,” Fedorov said in an interview with The Washington Post Friday.

“The quality of the link is excellent,” Fedorov said through a translator, using a Starlink connection from an undisclosed location. “We are using thousands, in the area of thousands, of terminals with new shipments arriving every other day.”

The use of Starlink as a stopgap measure for citizens and the government to stay connected during an invasion is a major test of the relatively new technology, experts say, and could have widespread implications for the future of war. Internet has become an essential tool for communication, staying informed and even powering weapons.

It’s also a test for Musk. The world’s richest man, valued at $232 billion according to the Bloomberg Billionaire‘s Index, makes a habit of turning to Twitter for brash promises and proclamations in the midst of world crises. Already this week, the Tesla CEO has challenged Putin to a fight and followed up by pledging he would use just one hand if Putin was scared. And he told Putin he could bring a bear.

He has fallen short on some past pledges, including making ventilators for coronavirus patients and efforts to help rescue Thai children stuck in a cave.

But this time, Fedorov and some experts say he’s come through. Tesla employees in Europe reportedly assembled systems to help power Starlink in Ukraine, and Fedorov said other European countries have sent Starlink equipment from their own supplies.

Musk responded to a request for comment on his efforts with Starlink and past efforts, telling The Post to give his regards “to your puppet master Besos😘😘.” (Amazon founder Jeff Bezos owns The Post.) Musk did not respond to a follow-up request specifically on his work with Starlink in Ukraine.

SpaceX declined to comment on its work in Ukraine.

Internet disruptions can be caused by power outages or by fiber optic cables being cut as a result of shelling, experts said. The Starlink technology is being used by civilians in areas under attack that have lost Internet service, and by government officials. Starlink terminals have also been provided to help the country’s tech companies stay online when the war has forced them to relocate. The Times of London reports that a Ukrainian unit is using Starlink to connect its drones attacking Russian forces.

Starlink has grown quickly in recent years, surpassing some satellite Internet competitors by launching more than 1,000 satellites into space. People can buy the service online for $99 a month, plus $499 for the equipment, but Starlink cautions it can take six or more months to ship in some cases.

A person familiar with Starlink’s effort in Ukraine, speaking on the condition of anonymity to discuss sensitive matters, said there are more than 5,000 terminals in the country.

Still, experts said that even a big Starlink network probably wouldn’t be enough power to keep an entire country online and operating at full-speed. But the terminals can serve as a reliable backup as Internet services falter. Fedorov said he and his staff are having discussions with other European leaders and companies about additional satellite and cellular technologies that could help keep Ukrainians online in the event of greater Internet outages.

Internet flows deteriorated on the first day of Russia’s invasion of Ukraine on Feb. 24 and have not fully recovered, according to data-monitoring services. But since that initial dip, connectivity has remained fairly stable, with mainly temporary, isolated outages even during heavy Russian shelling.

“Every day there are outages, but generally service comes back,” said Doug Madory, director of Internet analysis for Kentik, which monitors global data flows.

Even before Fedorov tweeted at Musk for help, SpaceX was working on a way to get Starlink to Ukraine. President and COO Gwynne Shotwell said in a talk at California Institute of Technology this month that the company had been working for several weeks to get regulatory approval to allow the satellites to communicate in Ukraine.

“But then they tweeted,” she said, according to SpaceNews. “There’s our permission.”

Fedorov’s agency is working to get Starlink terminals to regions where Internet access has been cut off, he said. The systems have in some instances been used to connect people when cellular networks in the country have been overloaded.

Fedorov said that he’s briefly texted with Musk and that the tech billionaire has also had a call with Ukrainian President Volodymyr Zelensky.

There are some concerns that accompany the use of the terminals. Like all satellite communications during war, Starlink signals could be used to detect the location of the antennas, experts say.

While it’s unclear if Russia can use the signals to target attacks, Musk instructed caution on Twitter.

“Important warning: Starlink is the only non-Russian communications system still working in some parts of Ukraine, so probability of being targeted is high,” he tweeted. He added that users should turn on the terminal only when needed and keep it far away from people.

Experts have warned that the devices could give away Ukrainians’ locations to Russian attackers, but that hasn’t been an issue so far, Fedorov said. The devices have usually been used in “densely populated areas where there would be a lot of civilians anyway.”

He said Russian cyberattacks have not ramped up on the systems — yet.

#### Starlink will secure Ukrainian victory – 2 internal links:

#### Information sharing – connectivity is key to morale, foreign support, and Russian infighting

Aral 3/1 [(Sinal, David Austin Professor of Management, IT, Marketing and Data Science at MIT,Director of the MIT Initiative on the Digital Economy, Ph.D. in Information Systems from MIT) “Ukraine is winning the information war,” Washington Post, 3/1/2022] JL \*brackets for ableist language

Today, the information war in Ukraine is more intense, more tightly contested and arguably more important than ever because motivating volunteer fighters at home and encouraging foreign support abroad are critical to success. And this time, it seems, Russia is losing. Reports abound on social media of more than 4,000 Russian casualties, images of [destroyed] ~~crippled~~ Russian helicopters and armored vehicles and cellphone videos of savage Russian missile attacks on civilian targets. This mix of official Ukrainian war statistics combined with videos (both verified and unverified), posted by Ukrainian citizens and sympathizers from the front lines, is painting a vivid picture of a homegrown resistance successfully slowing the advance of a much larger and ostensibly better organized military machine. Facebook posts showing Ukrainians kneeling in front of tanks to stop their progress and Twitter images of women and children sheltering in subways and basements set the emotional backdrop of senseless aggression against a peaceful nation. Viral videos and audio clips evoke a defiant optimism impossible to ignore: Ukrainian President Volodymyr Zelensky appearing via his cellphone walking the streets of Kyiv, unharmed, in a “proof of life” demonstration emphasizing his willingness to stay and fight for his country, despite a U.S. offer to evacuate him, for example, or the recording of soldiers in an isolated Ukrainian outpost on Snake Island, in the Black Sea, cursing and telling off the Russian Black Sea Fleet. These stories are spreading rapidly on social media and subsequently echoing through official news channels in a media feedback loop that amplifies the information war and broadcasts it on television sets all over the world.

Zelensky, in particular, is deftly outmaneuvering Putin in this information war. He rallied Ukrainian men to defend their homeland, used the encrypted messaging platform Telegram to speak directly to the Russian people to counter Putin’s narrative, urged the West to step up its assistance in defense of law, order and peace, and even pleaded with foreigners to cross the border into Ukraine to defend Western democracy. While misinformation exists on both sides, Zelensky gives the impression that he’s more committed to truth and transparency. In contrast, Russia has been secretive, obfuscating the true extent of its incursion into Ukraine, and out of touch, airing the rambling addresses of its leader. It’s as if Putin has forgotten that social media transitioned from text to real-time video around the time of the Crimean annexation. In today’s information war, Russian news claiming Zelensky had turned tail and fled was swiftly countered by a video selfie of the Ukrainian president in Kyiv, vowing to defend his homeland. The symbolic contrast between Zelensky striding through war-torn streets, confident even under fire, and Putin, seated, hunched over a large wooden desk in the safety of a secure office hundreds of miles away from the fighting, is stark.

This time, Facebook, YouTube, Twitter and Google are also proactively engaged in the information war. During the Crimean annexation, they were reactive and struggled to keep up with misinformation and false abuse reports. Today, in Ukraine, they have banned Russian state-owned media from advertising on their platforms and defiantly fact-checked Putin’s propaganda despite Russia’s protests and a full ban of Twitter and a partial ban of Facebook in Russia. Facebook has spun up a special operations center, staffed with native Russian and Ukrainian speakers, to monitor misinformation posted about the war, added warning labels to war-related images that its software detects are more than a year old, and restricted access to content from the state-affiliated Russian media outlets RT and Sputnik. YouTube is restricting access to Russian state-owned media outlets for users in Ukraine, removing Russian state-owned channels from recommendations, and limiting their content’s reach across the platform. Twitter has temporarily banned all ads in Ukraine and Russia, added labels to tweets with links to Russian state-affiliated media and downranked their content in algorithmic timelines. While numerous fake videos are circulating on TikTok about Ukraine, the Chinese-owned platform has no comprehensive policy on policing information about the conflict. Despite blocking state-owned Russian media in the European Union, this information flows freely in Ukraine and Russia on the platform, now dubbed “WarTok” by some observers, in part because it is organizing such videos into a convenient discover playlist by the same name.

The information war is critical to what happens next in Ukraine for several reasons. It motivates the resistance by inspiring Ukrainian citizens to take up arms in defense of their country and motivating them with social proof that they are united and not fighting alone. It encourages foreign assistance, pressuring Europe and the United States to step up their efforts to end the conflict. It fans the flames of protest in Russia, mobilizing the antiwar movement in Moscow and elsewhere in defiance of Putin’s aggression. And it may even eventually demoralize Russian troops, who must be wondering what on earth they are doing in Ukraine if the motivation for the intervention has been a lie all along. When Russia struck a Ukrainian television tower on Tuesday, it seemed to confirm Moscow’s keen awareness of the need to counter Ukraine’s information war and to highlight the importance of information in modern conflicts.

Information campaigns are difficult to quantify during the fog of war. But while it is hard to pinpoint the extent to which the information war is contributing to the overwhelming international unity against Putin’s aggression, one thing is clear: Social media, mainstream media and the narrative framing of the invasion of Ukraine undoubtedly will play an important role in how this conflict ends. Now, vigilance and fortitude are not only needed on the battlefield, where lives and territory will be won and lost, but also will be essential online, where the hearts and minds of the world will be won or lost.

#### Drone warfare – Starlink is key to surveillance and attacks

Brodkin 3/21 [(Jon, covers a wide array of IT and tech policy topics for Ars Technica, studied journalism and literature at Boston University) “Starlink helps Ukraine’s elite drone unit target and destroy Russian tanks,” Ars Technica, 3/21/2022] JL

SpaceX's Starlink Internet is proving to be useful for Ukraine's military as it fights the Russian invasion. In an article Friday titled, "Elon Musk's Starlink helping Ukraine to win the drone war," The Telegraph described how the satellite connection helps the Ukrainian army's Aerorozvidka (Aerial Reconnaissance) unit do its work of "using surveillance and attack drones to target Russian tanks and positions."

The Telegraph wrote:

Amid Internet and power outages, which are expected to get worse, Ukraine is turning to the newly available Starlink system for some of its communications. Drone teams in the field, sometimes in badly connected rural areas, are able to use Starlink to connect them to targeters and intelligence on their battlefield database. They can direct the drones to drop anti-tank munitions, sometimes flying up silently to Russian forces at night as they sleep in their vehicles.

The Ukrainian unit's "most sophisticated drones are connected using Starlink," The Times of London wrote. "If we use a drone with thermal vision at night, the drone must connect through Starlink to the artillery guy and create target acquisition," an Aerorozvidka officer told the paper.

The Times wrote that Aerorozvidka "has been picking off tanks, command trucks, and vehicles carrying electronic equipment since the invasion began," destroying dozens of "priority targets."

#### Ukrainian victory shores up global democracy – the alternative is mass genocide – that’s a decision rule

Applebaum 3/22 [(Anne, Senior Fellow at the Johns Hopkins School of Advanced International Studies and the Agora Institute, where she co-directs Arena, a program on disinformation and 21st century propaganda) “Ukraine Must Win,” The Atlantic, 3/22/2022] JL

Russian planners expected the entire war, the conquest of Ukraine, to last no more than six weeks. More than half that time has already passed. There must be an endgame, a moment when the conflict stops. The Ukrainians, and the democratic powers that support Ukraine, must work toward a goal. That goal should not be a truce, or a muddle, or a decision to maintain some kind of Ukrainian resistance over the next decade, or a vow to “bleed Russia dry,” or anything else that will prolong the fighting and the instability. That goal should be a Ukrainian victory.

Before you can achieve something, you have to imagine what it will look like. And in this war, victory can be imagined without difficulty. It means that Ukraine remains a sovereign democracy, with the right to choose its own leaders and make its own treaties. There will be no pro-Russian puppet regime in Kyiv, no need for a prolonged Ukrainian resistance, no continued fighting. The Russian army retreats back over the borders. Maybe those borders could change, or maybe Ukraine could pledge neutrality, but that is for the Ukrainians to decide and not for outsiders to dictate. Maybe international peacekeepers are needed. Whatever happens, Ukraine must have strong reasons to believe that Russian troops will not quickly return.

Imagine, too, the consequences of such a victory. In Washington, most people have long believed that Ukraine is part of a regional conflict, and that Ukraine is a piece of territory that the Russians care more about than we do and always will. But this is no longer true. The Ukrainians, and especially their president, Volodymyr Zelensky, have made their cause a global one by arguing that they fight for a set of universal ideas—for democracy, yes, but also for a form of civic nationalism, based on patriotism and a respect for the rule of law; for a peaceful Europe, where disputes are resolved by institutions and not warfare; for resistance to dictatorship. Zelensky has urged Americans to remember Pearl Harbor. He appealed to the German Parliament with the phrase “Never again”—a mantra used to mean that no Hitler would be allowed to arise again—and told members that, in light of the brutal war in his country, those words are now “worthless.” He called on the European Parliament to “prove that you indeed are Europeans” and admit Ukraine to the European Union.

This language is effective because it evokes the principles that bind together the majority of Europeans, Americans, and many other people around the world, reminding them of how much worse the world was in the bloodier past, and how much worse it could be in the future if those principles no longer matter. The words Zelensky uses also reverberate because they are true. A victory for Ukraine really will be a victory for all who believe in democracy and the rule of law. Citizens of existing democracies and members of the democratic opposition in Russia, Cuba, Belarus, and Hong Kong will all be emboldened. “Their struggle is ours,” a Venezuelan acquaintance told me last week. The institutions protecting the states that embody those ideas, most notably the European Union and NATO, will be strengthened too.

Zelensky’s words resonated further because the Russians have also given this conflict enormous significance. The Russian foreign minister has just declared that this war will change global politics: “This is not about Ukraine at all, but the world order. The current crisis is a fateful, epoch-making moment in modern history. It reflects the battle over what the world order will look like.” Much as Stalin once declared that, when the Second World War ended, “everyone imposes his own system as far as his army can reach,” President Vladimir Putin had planned for the Russian army to impose Russia’s autocratic, kleptocratic political system on all of Ukraine. Already, the Russian occupation of some eastern-Ukrainian towns resembles the Soviet occupation of Central Europe at the end of World War II. Public officials and civic leaders—mayors and police but also members of Parliament, journalists, museum curators—have been arrested and not seen since. Civilians have been terrorized at random. In Mariupol, authorities report that citizens are being forcibly deported to Russia, just as Soviet secret police deported Balts, Poles, and others to Russia after the invasions of 1939 and 1945. In the case of a Russian victory, these tactics would be applied all over Ukraine, creating mass terror, mass violence, and instability for years to come. And, yes, if we accept that outcome, autocrats from Minsk to Caracas to Beijing will take note: Genocide is now allowed*.*

#### Democracy caps a litany of converging existential threats.

Diamond 19, Professor of Political Science and Sociology at Stanford University, Senior Fellow at the Hoover Institution, Senior Fellow at the Freeman Spogli Institute for International Studies, PhD in Sociology from Stanford University, (Dr. Larry, Ill Winds: Saving Democracy from Russian Rage, Chinese Ambition, and American Complacency, p. 199-202)

The most obvious response to the ill winds blowing from the world’s autocracies is to help the winds of freedom blowing in the other direction. The democracies of the West cannot save themselves if they do not stand with democrats around the world. This is truer now than ever, for several reasons. We live in a globalized world, one in which models, trends, and ideas cascade across borders. Any wind of change may gather quickly and blow with gale force. People everywhere form ideas about how to govern—or simply about which forms of government and sources of power may be irresistible—based on what they see happening elsewhere. We are now immersed in a fierce global contest of ideas, information, and norms. In the digital age, that contest is moving at lightning speed, shaping how people think about their political systems and the way the world runs. As doubts about and threats to democracy are mounting in the West, this is not a contest that the democracies can afford to lose. Globalization, with its flows of trade and information, raises the stakes for us in another way. Authoritarian and badly governed regimes increasingly pose a direct threat to popular sovereignty and the rule of law in our own democracies. Covert flows of money and influence are subverting and corrupting our democratic processes and institutions. They will not stop just because Americans and others pretend that we have no stake in the future of freedom in the world. If we want to defend the core principles of self-government, transparency, and accountability in our own democracies, we have no choice but to promote them globally. It is not enough to say that dictatorship is bad and that democracy, however flawed, is still better. Popular enthusiasm for a lesser evil cannot be sustained indefinitely. People need the inspiration of a positive vision. Democracy must demonstrate that it is a just and fair political system that advances humane values and the common good. To make our republics more perfect, established democracies must not only adopt reforms to more fully include and empower their own citizens. They must also support people, groups, and institutions struggling to achieve democratic values elsewhere. The best way to counter Russian rage and Chinese ambition is to show that Moscow and Beijing are on the wrong side of history; that people everywhere yearn to be free; and that they can make freedom work to achieve a more just, sustainable, and prosperous society. In our networked age, both idealism and the harder imperatives of global power and security argue for more democracy, not less. For one thing, if we do not worry about the quality of governance in lower-income countries, we will face more and more troubled and failing states. Famine and genocide are the curse of authoritarian states, not democratic ones. Outright state collapse is the ultimate, bitter fruit of tyranny. When countries like Syria, Libya, and Afghanistan descend into civil war; when poor states in Africa cannot generate jobs and improve their citizens’ lives due to rule by corrupt and callous strongmen; when Central American societies are held hostage by brutal gangs and kleptocratic rulers, people flee—and wash up on the shores of the democracies. Europe and the United States cannot withstand the rising pressures of immigration unless they work to support better, more stable and accountable government in troubled countries. The world has simply grown too small, too flat, and too fast to wall off rotten states and pretend they are on some other planet. Hard security interests are at stake. As even the Trump administration’s 2017 National Security Strategy makes clear, the main threats to U.S. national security all stem from authoritarianism, whether in the form of tyrannies from Russia and China to Iran and North Korea or in the guise of antidemocratic terrorist movements such as ISIS.1 By supporting the development of democracy around the world, we can deny these authoritarian adversaries the geopolitical running room they seek. Just as Russia, China, and Iran are trying to undermine democracies to bend other countries to their will, so too can we contain these autocrats’ ambitions by helping other countries build effective, resilient democracies that can withstand the dictators’ malevolence. Of course, democratically elected governments with open societies will not support the American line on every issue. But no free society wants to mortgage its future to another country. The American national interest would best be secured by a pluralistic world of free countries—one in which autocrats can no longer use corruption and coercion to gobble up resources, alliances, and territory. If you look back over our history to see who has posed a threat to the United States and our allies, it has always been authoritarian regimes and empires. As political scientists have long noted, no two democracies have ever gone to war with each other—ever. It is not the democracies of the world that are supporting international terrorism, proliferating weapons of mass destruction, or threatening the territory of their neighbors.
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#### China’s capitalizing on US vulnerabilities and ramping up ASAT development now – that emboldens Xi to invade Taiwan

Chow and Kelley 8/21 [(Brian G., policy analyst for the Institute of World Politics, Ph.D in physics from Case Western Reserve University, MBA and Ph.D in finance from the University of Michigan,and Brandon, graduate of Georgetown’s School of Foreign Service ) “China’s Anti-Satellite Weapons Could Conquer Taiwan—Or Start a War,” National Interest, 8/21/2021] JL

If current trends hold, then China’s Strategic Support Force will be capable by the late 2020s of holding key U.S. space assets at risk. Chinese military doctrine, statements by senior officials, and past behavior all suggest that China may well believe threatening such assets to be an effective means of deterring U.S. intervention. If so, then the United States would face a type of “Sophie’s Choice”: decline to intervene, potentially leading allies to follow suit and Taiwan to succumb without a fight, thereby enabling Xi to achieve his goal of “peacefully” snuffing out Taiwanese independence; or start a war that would at best be long and bloody and might well even cross the nuclear threshold.

This emerging crisis has been three decades in the making. In 1991, China watched from afar as the United States used space-enabled capabilities to obliterate the Iraqi military from a distance in the first Gulf War. The People’s Liberation Army quickly set to work developing capabilities targeted at a perceived Achilles’ heel of this new American way of war: reliance on vulnerable space systems.

This project came to fruition with a direct ascent ASAT weapons test in 2007, but the test was limited in two key respects. First, it only reached low Earth orbit. Second, it generated thousands of pieces of long-lasting space junk, provoking immense international ire. This backlash appears to have taken China by surprise, driving it to seek new, more usable ASAT types with minimal debris production. Now, one such ASAT is nearing operational status: spacecraft capable of rendezvous and proximity operations (RPOs).

Such spacecraft are inevitable and cannot realistically be limited. The United States, European Union, China, and others are developing them to provide a range of satellite services essential to the new space economy, such as in situ repairs and refueling of satellites and active removal of space debris. But RPO capabilities are dual-use: if a satellite can grapple space objects for servicing, then it might well be capable of grappling an adversary’s satellite to move it out of its servicing orbit. Perhaps it could degrade or disable it by bending or disconnecting its solar panels and antennas all while producing minimal debris.

This is a serious threat, primarily because no international rules presently exist to limit close approaches in space. Left unaddressed, this lacuna in international law and space policy could enable a prospective attacker to pre-position, during peacetime, as many spacecraft as they wish as close as they wish to as many high-value targets as they wish. The result would be an ever-present possibility of sudden, bolt-from-the-blue attacks on vital space assets—and worse, on many of them at once.

China has conducted at least half a dozen tests of RPO capabilities in space since 2008, two of which went on for years. Influential space experts have noted that these tests have plausible peaceful purposes and are in many cases similar to those conducted by the United States. This, however, does not make it any less important to establish effective legal, policy, and technical counters to their offensive use. Even if it were certain that these capabilities are intended purely for peaceful applications—and it is not at all clear that that is the case—China (or any other country) could at any time decide to repurpose these capabilities for ASAT use.

There is still time to get out ahead of this threat, but likely not for much longer. China’s RPO capabilities have, thus far, lagged about five years behind those of the United States. There are reasons to believe this gap may close, but even assuming that it holds, we should expect to see China demonstrate an operational dual-use rendezvous spacecraft by around 2025. (The first instance of a U.S. commercial satellite docking with another satellite to change its orbit occurred in February 2020.)

At the same time, China is expanding its capacity for rapid spacecraft manufacturing. The Global Times reported in January that China’s first intelligent mass production line is set to produce 240 small satellites per year. In April, Andrew Jones at SpaceNews reported that China is developing plans to quickly produce and loft a thirteen thousand-satellite national internet megaconstellation. It is not unreasonable to assume that China could manufacture two hundred small rendezvous ASAT spacecraft by 2029, possibly more.

If this happens, and Beijing was to decide in 2029 to launch these two hundred small RPO spacecraft and position them in close proximity to strategically vital assets, then China would be able to simultaneously threaten disablement of the entire constellations of U.S. satellites for missile early warning (about a dozen satellites with spares included); communications in a nuclear-disrupted environment (about a dozen); and positioning, navigation, and timing (about three dozen); along with several dozen key communications, imagery, and meteorology satellites. Losing these assets would severely degrade U.S. deterrence and warfighting capabilities, yet once close pre-positioning has occurred such losses become almost impossible to prevent. For this reason, such pre-positioning could conceivably deter the United States from coming to Taiwan’s aid due to the prospect that intervention would spur China to disable these critical space systems. Without their support, the war would be much bloodier and costlier—a daunting proposition for any president.

Should the United States fail to intervene, the consequences would be disastrous for both Washington and its allies in East Asia, and potentially the credibility of U.S. defense commitments around the globe. Worse yet, however, might be what could happen if China believes that such a threat will succeed but proves to be wrong. History is rife with examples of major wars arising from miscalculations such as this, and there are many pathways by which such a situation could easily escalate out of control to a full-scale conventional conflict or even to nuclear use.

#### Starlink development solves – mega-constellations are unjammable and accurate

Harris 20 [(Mark, Knight Science Journalism Fellow at MIT in 2013, writes about technology, science, business, the environment, and travel, internally cites Todd Humphreys, Professor of Aerospace Engineering at UT Austin, and Peter Iannucci,, Postdoctoral Research Fellow in Aerospace Engineering and Engineering Mechanics at UT Austin) “SpaceX’s Starlink satellites could make US Army navigation hard to jam,” MIT Technology Review, 9/28/2020] JL

Now, research funded by the US Army has concluded that the growing mega-constellation could have a secondary purpose: doubling as a low-cost, highly accurate, and almost unjammable alternative to GPS. The new method would use existing Starlink satellites in low Earth orbit (LEO) to provide near-global navigation services.

In a non-peer-reviewed paper, Todd Humphreys and Peter Iannucci of the Radionavigation Laboratory at the University of Texas at Austin claim to have devised a system that uses the same satellites, piggybacking on traditional GPS signals, to deliver location precision up to 10 times as good as GPS, in a system much less prone to interference.

The Global Positioning System consists of a constellation of around 30 satellites orbiting 20,000 kilometers above Earth. Each satellite continuously broadcasts a radio signal containing its position and the exact time from a very precise atomic clock on board. Receivers on the ground can then compare how long signals from multiple satellites take to arrive and calculate their position, typically to within a few meters.

The problem with GPS is that those signals are extremely weak by the time they reach Earth, and are easily overwhelmed by either accidental interference or electronic warfare. In China, mysterious GPS attacks have successfully “spoofed” ships in fake locations, while GPS signals are regularly jammed in the eastern Mediterranean.

The US military relies heavily on GPS. Last year, the US Army Futures Command, a new unit dedicated to modernizing its forces, visited Humphreys’s lab to talk about a startup called Coherent Navigation he had cofounded in 2008. Coherent, which aimed to use signals from Iridium satellites as a rough alternative to GPS, was acquired by Apple in 2015.

“They told me the Army has a relationship with SpaceX [it signed an agreement to test Starlink to move data across military networks in May] and would I be interested in talking to SpaceX about using their Starlink satellites the same way that I used these old Iridium satellites?” Humphreys says. “That got us an audience with people at SpaceX, who liked it, and the Army gave us a year to look into the problem.” Futures Command also provided several million dollars in funding.

The concept of using LEO satellites for navigation isn't new. In fact, some of the first US spacecraft launched in the 1960s were Transit satellites orbiting at 1,100 kilometers, providing location information for Navy ships and submarines. The advantage of an LEO constellation is that the signals can be a thousand times stronger than GPS. The disadvantage is that each satellite can serve only a small area beneath it, so that reliable global coverage requires hundreds or even thousands of satellites.

Building a whole new network of LEO satellites with ultra-accurate clocks would be an expensive undertaking. Bay Area startup Xona Space Systems plans to do just that, aiming to launch a constellation of at least 300 Pulsar satellites over the next six years.

Humphreys and Iannucci’s idea is different: they would use a simple software upgrade to modify Starlink’s satellites so their communications abilities and existing GPS signals could provide position and navigation services .

They claim their new system can even, counterintuitively, deliver better accuracy for most users than the GPS technology it relies upon. That is because the GPS receiver on each Starlink satellite uses algorithms that are rarely found in consumer products, to pinpoint its location within just a few centimeters. These technologies exploit physical properties of the GPS radio signal, and its encoding, to improve the accuracy of location calculations. Essentially, the Starlink satellites can do the heavy computational lifting for their users below.

The Starlink satellites are also essentially internet routers in space, capable of achieving 100 megabits per second. GPS satellites, on the other hand, communicate at fewer than 100 bits per second.

“There are so few bits per second available for GPS transmissions that they can’t afford to include fresh, highly accurate data about where the satellites actually are,” says Iannucci. “If you have a million times more opportunity to send information down from your satellite, the data can be much closer to the truth.”

The new system, which Humphreys calls fused LEO navigation, will use instant orbit and clock calculations to locate users to within 70 centimeters, he estimates. Most GPS systems in smartphones, watches, and cars, for comparison, are only accurate to a few meters.

But the key advantage for the Pentagon is that fused LEO navigation should be significantly more difficult to jam or spoof. Not only are its signals much stronger at ground level, but the antennas for its microwave frequencies are about 10 times more directional than GPS antennas. That means it should be easier to pick up the true satellite signals rather than those from a jammer.  “At least that’s the hope,” says Humphreys.

According to Humphreys and Iannucci’s calculations, their fused LEO navigation system could provide continuous navigation service to 99.8% of the world’s population, using less than 1% of Starlink’s downlink capacity and less than 0.5% of its energy capacity.

“I do think this could lead to a more robust and accurate solution than GPS alone,” says Todd Walter of Stanford University’s GPS Lab, who was not involved with the research. “And if you don’t have to modify Starlink’s satellites, it certainly is a fast, simple way to go.”

#### Taiwan goes nuclear – the US gets drawn in

The Week 1/4 [(The Week Staff, weekly news magazine with editions in the United Kingdom and United States) “What would happen if China tried to invade Taiwan?” The Week Staff, 1/4/2022] JL

If a conflict were to break out between the two neighbours it would be “a catastrophe”, reported The Economist. This is first because of “the bloodshed in Taiwan” but also because of the risk of “escalation between two nuclear powers”, namely the US and China.

Beijing massively outguns Taiwan, with estimates from the Stockholm International Peace Research Institute showing that China spends about 25 times more on its military. However, Taiwan has a defence pact with the US dating back to the 1954 Sino-American Mutual Defence Treaty, meaning the US could, in theory, be drawn into the conflict.

“Beijing’s optimistic version of events” after the decision to invade would see “cyber and electronic warfare units target Taiwan’s financial system and key infrastructure, as well as US satellites to reduce notice of impending ballistic missiles”, Bloomberg said.

“Chinese vessels could also harass ships around Taiwan, restricting vital supplies of fuel and food,” the news site continued, while “airstrikes would quickly aim to kill Taiwan’s top political and military leaders, while also immobilising local defences”.

This would be followed by “warships and submarines traversing some 130 kilometres [80 miles] across the Taiwan Strait”, before “thousands of paratroopers would appear above Taiwan’s coastlines, looking to penetrate defences [and] capture strategic buildings”.

According to satellite imagery seen by military news site The Drive, China has also begun “beefing up its combat aviation infrastructure across from Taiwan as invasion fears grow”.

Beijing “is upgrading three air bases located opposite” the island, “boosting its air power capability in an already tense region that is flush with air combat capabilities.”

“Construction of the new infrastructure began in early 2020 and continued uninterrupted through the pandemic, underlining its priority,” the site added.

Taiwan would be reliant on “natural defences” – its rugged coastline and rough sea – with plans to “throw a thousand tanks at the beachhead” in the event of a Chinese invasion that could result in “brutal tank battles” that “decide the outcome”, according to Forbes.

The island’s top military leadership has also “warned China that the closer its aircraft and ships get to the island the harder Taipei will respond”, Bloomberg reported, with “a multi-pronged approach that utilises aircraft, ships and its air defence systems to counter Chinese military incursions” in the works.

“Chinese state media has dismissed the idea of Taiwan retaliating,” the news agency added. But a report by the island’s defence ministry sent to legislators shows the island is preparing to “take tougher measures” should they be necessary.

This would all be complicated by the US pledge to defend its ally in what The Economist called a “test of America’s military might and its diplomatic and political resolve”.

Asked last week during a CNN town hall meeting whether the US would mount a military response if Beijing attempted to take the island by force, Biden responded: “Yes, we have a commitment to do that.”

The Guardian said that Biden “made a similar pledge in August”, when he told ABC News that the US has a “sacred commitment” to defend its Nato allies in Canada and Europe and it was the “same with Japan, same with South Korea, same with Taiwan”.

If the US had decided against intervention, “China would overnight become the dominant power in Asia” and “America’s allies around the world would know that they could not count on it”, the paper added. In other words, “Pax Americana would collapse”.

That would be unacceptable in Washington, especially as “Joe Biden pivots US foreign policy towards a focus on the Indo-Pacific as the main arena for 21st-century superpower competition”, The Guardian said.

Biden’s comments during the CNN event were “at odds with the long-held US policy” of “strategic ambiguity”, The Telegraph said. Historically, Washington has helped “build Taiwan’s defences” but has “not explicitly promised to come to the island’s aid”.

US manoeuvres have so far consisted of building up “large amounts of lethal military hardware”, The Guardian added, with “the steady buildup of troops and equipment and the proliferation of war games” meaning there is “more of a chance of conflict triggered by miscalculation or accident”.

The primary danger that comes with US involvement lies in the fact that both Washington and Beijing possess nuclear weapons.

Leaked documents published by The New York Times earlier this year revealed the extent of Washington’s discussions about using nuclear weapons to deter a Chinese invasion of Taiwan in the 1950s.

Provided to the paper by Daniel Ellsberg, the whistleblower behind the 1971 Pentagon Papers, the documents appeared to show an “acceptance by some US military leaders of possible retaliatory nuclear strikes on US bases”, CNN noted, raising the spectre of how the nuclear powers would square off in a 21st-century conflict.

## 1NC

#### Starlink is key to rural broadband expansion

Weinschenk 2/25 [(Carl, IT and telecom journalist for Telecompetitor, Teleco Transformation, and IT Business Edge) “Report: Starlink Looks Very Promising for Rural Broadband,” Telecompetitor, 2/25/2021] JL

SpaceX’s Starlink satellite broadband service has the potential to be a game changer for rural broadband, according to an analysis by PCMag of Starlink speeds. The analysis is based on beta tester data exclusively provided to it by Ookla Speedtest.

The site looked at data from rural, suburban and urban areas. Among its more than 10,000 users in its semi-public beta were “a perplexing” number in urban and suburban areas where a variety of high-speed options already are available. The story cites Chicago, Seattle and Minneapolis as places where there were testers, despite readily available alternatives.

The site compared download speeds against other fixed service providers in 30 counties with at least 30 samples in any month from December 30 to February 24. The counties in which the fixed providers had the biggest speed advantage over Spacelink were urban or suburban: Los Angeles and Santa Clara counties, CA; Cook County, IL; King County, WA and Washington County, MN.

It is in rural areas that Starlink shines, according to the research. The five counties in which Starlink had the biggest download speed advantage over the fixed group were rural: Vilas County, WI; Ravali County, MT; Waldo County, ME; Okanogan County, WA and Lamoile County, VT.

The number of counties in which Starlink beat the fixed providers and those in which the fixed providers beat Starlink appeared to be about equal, as was the speed differential.

“Our own analysis shows that Starlink will make the biggest difference in rural, low-density, low-population counties with few options other than lower-quality satellite services,” wrote Sascha Segan, author of the PCMag article about Startlink rural speeds.

#### Broadband is key to precision agriculture transition

ABI 19 [(American Broadband Initiative, a leading force in driving changes across Federal Agencies to identify and remove barriers to broadband access and leverage public assets and resources to expand our Nation’s broadband infrastructure capacity.) “A Case for Rural Broadband,” The United States Department of Agriculture, 4/2019] BC

HOW E-CONNECTIVITY WILL TRANSFORM THE BUSINESS OF AGRICULTURE

Across the agricultural production cycle, farmers and ranchers can implement digital technologies as other modern businesses are doing, enhancing agriculture by driving decision-making based on integrated data, automating processes to increase operational efficiency, improving productivity with tasks driven by real-time insights, augmenting the role of management in the business of farming, and creating new markets with extended geographic reach.

These patterns of digital transformation create fundamental shifts in agricultural production, developing new ways of working that make the industry more productive, attractive, and financially sustainable for farmers and ranchers. Tech companies which stand to benefit from industry transformation continue to capitalize on these shifts by developing new technologies, which according to one recent study, may help position themselves to capture a portion of an estimated $254 billion to $340 billion in global addressable digital agriculture market.13

BUSINESS MANAGEMENT shifts decisionmaking from instinct to integrated data

Precision Agriculture is transforming the way producers collect, organize, and rely on information to make key decisions. Traditionally, producers’ long-term experiences have created a competitive advantage: years of experiments have produced insights and instincts about the land they have farmed and the animals they have raised. But the volume of data that is possible

to collect today can accelerate that learning curve, helping producers learn faster and more rapidly adapt to market shifts—particularly on new fields and with new animals—and creating more nuanced insights, enabling them to act on leading indicators. This creates a disparity between producers who can utilize high-speed Internet service and those who cannot. Examples include the ability to do the following:

create decision tools to help farmers and ranchers estimate the potential profit and economic risks associated with growing one particular crop over another • decide which fertilizer is best for current soil conditions • apply pesticides in targeted areas of the field, to control pests rather than applying pesticides over the entire field • use limited water resources more effectively • respond to findings of sensors that monitor animal health and nutrition

Better choices about what, where, and when to plant, fertilize, and harvest—or breed, feed, and slaughter—can drive above-average returns by removing unrecognized inefficiencies and scaling insights.

DIGITIZATION shifts supply chain management and resource allocation from generic to precise

Precision Agriculture helps make the business of farming more efficient by minimizing inputs— such as raw materials and labor—and maximizing outputs.

For example, previous research has found that 40 percent of fields are over-fertilized, which not only inflates the cost of inputs but also results in 15 percent–20 percent yield loss suffered from improper fertilizer application.14 Precise application of inputs, such as fertilizer, herbicides, and pesticides, allows farmers to adjust inputs to location-based characteristics and use exact amounts needed, which saves money and increases sustainability due to more efficient resource stewardship. Improved fertilizer, soil, and water use can significantly improve water quality with less runoff and reduce climate gas emissions, which is important since agriculture accounts for 10-15 percent of worldwide emissions.15 Despite reductions in necessary inputs, Next Generation Precision Agriculture helps maintain or increase yields, leading to significant gains in efficiency14.

Real-time insights also improve logistics. When growing melons, for instance, real-time data can help farmers overcome challenges in storing and shipping their products. Melons should be stored in an optimal refrigeration environment to minimize spoilage, and real-time precision sensors can reduce spoilage by alerting staff to suboptimal variations in temperature and humidity, allowing the execution of remedies before major losses occur. When refrigerated storage is full or the market price is at a peak, the “Internet of Things” can provide real-time information about where trucks are located and locating customers to market products to help make the sale.

LABOR EFFICIENCY boosts productivity by automating routine processes and enabling real-time response

Connected devices equip farmers with a clear picture of their operations at any moment, making it possible to prioritize tasks more effectively and triage the most pressing issues. While routine inspection and scouting has typically been a regular part of farm management and has increased farm profitability14, connected technologies can track, sense, and flag where a producer should focus their time and attention that day. Similarly, e-connectivity has allowed rural farms to access new training resources and high-skilled labor that has not been previously available.

#### Food insecurity causes state collapse, nuclear war, and terror – extinction

DeFeo 17 [(Michael, Regional Organizing Director at Arizona Democratic Party who graduated in 2019 with a bachelor’s degree in political science from Gettysburg College) “Food Insecurity and the Threat to Global Stability and Security in the 21st Century” Inquires Journal, 2017] BC

Poor Institutional Capacity

Although the developed world experiences food insecurity, it is the lack of infrastructure and government institutions in developing countries that contribute to civil wars and state fragility. Foreign exchange shortages can provoke food and fuel scarcities that force governments to spend less on essential services and public goods. Accordingly, citizens see their medical and educational entitlements melt away. Such circumstances create breeding grounds for internal conflict.

All violent conflicts destroy land, water, and social resources for food production. Developing countries do not have massive industrial machines that can remedy such losses, therefore, the population will suffer. Food insecurity is a recruitment tool for violent extremist groups. Promising food and water to a starving population, especially in urban areas, makes recruiting young and disgruntled youth easier (Messer & Cohen, 2015). Syria had limited institutional capacity to deal with the mass displacement, and that lead to a civilian revolt and recruitment into the Islamic State.

Countries that fail to provide their people with basic services often experience gross economic inequality, and even human-rights violations, as was the case in both Syria and Sudan. Both countries are classified as Least Developed Countries (LDCs). LDCs are distinguished not just by their widespread poverty, but also by their structural weaknesses in economic, institutional, and human resources that make them unable to maintain stability during a drought. The combination of drought and political instability or violence led to famine in Somalia (another LDC) in 2011. Even with urgent humanitarian action, the country still plunged into chaos and violence (Messer & Cohen, 2015). Severe drought, like Somalia's, may result in crop failure in major food producing areas, which in turn is a significant threat to social stability and peace (Wischnath, 2014).

Sometimes droughts of exceptional severity (and the civil unrest that follows) are attributed to climate change, especially in particularly arid regions. Scholars are divided on whether climate change actually impacts civil conflict. That is why African countries like Somalia and Sudan are prime case studies. Africa has the lowest percentage of irrigated land in the world. Agriculture is the most important sector of most African countries. Very high percentages of civilians in African countries live in rural areas. Those characteristics combined with low economic and state capacity make African, particularly sub-Saharan African countries the most vulnerable to climate change and civil instability. Africa experiences more civil conflict than other parts of the world, therefore, it is possible to argue that a lack of climate variability effect on civil conflict in Africa would make it unlikely to cause civil conflict in other parts of the world (Koubi et al., 2012). Secretary-General of the United Nations, Ban Ki-moon attributed the conflict in Darfur to an ecological crisis arising “at least in part from climate change” (Ki-moon, 2007). The Fourth Report of the Intergovernmental Panel on Climate Change assessed that climate change will continue to worsen. As it does, it will increase food shortages, which may lead to conflict (AR4, 2007). The report also stated that forced displacement and rising social instability is the most likely result of food insecurity. This is almost exactly what happened in Syria. The first step towards conflict might be food riots, which often occur during a food shortage or when there is an unequal distribution of food. These are usually caused by food price increases, food speculation, transport problems, or extreme weather. In 1977, Egyptians became so desperate for food that they attacked shops, markets, and government buildings just to obtain bread and grain (Paveliuc-Olariu, 2013).

Moreover, civil war can create economic opportunities for certain groups, so they try to avoid resolving the conflict. Urban elites in Somalia profited tremendously off of internal conflict because of the absurd amount of foreign aid that was pumped into the country and then largely stolen (Shortland, Christopoulou, & Makatsoris, 2013). Once a country experiences a food shortage, it may lead to protests, riots, and violence. This all contributes to state instability, but it is not the state alone that suffers. If one country fails, it creates a crisis that could destabilize an entire region.

State Failure and the Threat to Regional Stability

Although fragile governments in developing countries are at a heightened risk for internal conflict that could topple them, that risk also threatens the country’s neighbors. After the Soviet Union collapsed in 1991, Afghanistan found itself alone in regional trade. Without a guaranteed source of cereal, the government had to turn to Iran and Pakistan for support in order to avoid its own collapse (Clarke, 2000). Unlike Afghanistan, many other developing countries have been unable to work together on food and water security. Thirteen of the twenty-two members of the Arab League rank among the most water-scarce nations on the planet. Food cannot be grown without water. The majority of the world is engaged in some sort of agreement with neighboring countries to share water supplies, but thirty-seven countries still do not share their water resources (El Hassan, 2014). Lack of cooperation can cause civil as well as interstate conflict. South Sudan legally has no share of the Nile River and the effects of that lack of water access have been mass starvation and violence.

The effects of climate change, water shortages, and mass migrations have resulted in acute food insecurity not just in Syria, but across the region (El Hassan, 2014). Food insecurity, plus an increase in the prices of staple foods have destabilized much of the area. The Arab Spring was the beginning of multiple conflicts that have affected countries like Syria, Egypt, and Libya. In Syria, food insecurity resulted in mass violence and has now created an international crisis involving multiple world powers.

Food insecurity is such a threat to entire regions because people cannot live without food and people want to live. When a region experiences food scarcity and that population feels threatened by hunger, it will relinquish dependency on any political authority and take up arms in order to ensure its well-being (Paveliuc-Olariu, 2013). This is human survivalism. It is important for developing countries in areas that are at risk for food insecurity to formulate policy that ensures aid goes to the food insecurity hotspots so as to maintain stability.

South Sudan experienced what happens when countries do not work together to feed their people. After gaining its independence from Sudan in 2011, 360,000 South Sudanese refugees returned to the country. This influx of human beings, coupled with drought conditions exacerbated economic strain and drove food prices up. The increases were the result of trade restrictions between Sudan and South Sudan. The overall reason for the food crisis, however, was the government's preoccupation with fighting a political and quasi-ethnic civil war rather than negotiating fair access to the Nile River (Tappis et al., 2013). Because of South Sudan’s weak institutions, it has done little to address the food shortage. That inability to solve the problem fuels insurgent recruitment that continues the bloodshed in South Sudan. The conflict is keeping regional rivalries alive with Uganda, Kenya, Ethiopia, and Sudan; all of whom have attempted to intervene in South Sudan militarily to bring about stability (Council on Foreign Affairs 2016). Aside from South Sudan, multiple conflicts across Africa are consuming massive amounts of diplomatic, political, and humanitarian resources in a region that faces a multitude of threats.

South Sudan, Somalia, and Syria are all failing states that are experiencing huge food shortages, humanitarian crises, and most importantly, extreme civil violence. South Sudan is mired in a civil war. Somalia is controlled by warlords and terror organizations. Syria has both of those problems. Conflict has turned these countries into “breeding grounds of instability, mass migration, and murder” rather than sovereign states with a monopoly on violence and control over their borders (Rotberg, 2002). To be sure, failing states are a concern because of their ability to destabilize entire regions, but states at risk for failure are also very important. Countries like Pakistan that are politically unstable and have food and water shortages could result in uncontrollable civil upheaval (The Fund for Peace, 2016).

Global Consequences of State Failure

Failing states and destabilized regions are not just a problem for the developing world. They are a very real concern for the United States and other developed countries as well. The Islamic State fed off of the Syrian Civil War and helped destabilize Iraq, Syria, Libya, and even Afghanistan and the Philippines. They have at also inspired terror attacks in Europe and the United States. They are a threat to both the developed and developing world. State instability allows them to recruit and train without government interference, which in turn allows them to plan attacks outside the region. An important source of income for the Islamic State has been agriculture from Iraq and Syria. While this revenue has received less media attention than oil extraction, it is still an important part of their economy (Jaafar & Woertz, 2016). It is also a key aspect of their political legitimacy because it allows them to feed their soldiers and those they control. Controlling some of the most fertile regions of the two countries has also helped the Islamic State starve off areas that have resisted them (Jaafar & Woertz, 2016). If Syria or Iraq are ever going to stabilize, those breadbaskets must be retaken and the food must reach the civilians in the cut off areas.

In the 20th century, state failure had few implications for international peace and security. Thanks to globalization, that is no longer the case. Failed states pose a threat to themselves, their neighbors, and the entire international community (Rotberg, 2002). Islamic State - inspired terror attacks in Belgium and France are a direct result of state collapse in Syria and Iraq. Preventing states from failing, rather than having to intervene militarily when they do, ought to be a top priority in the foreign policy of rich nations. Although the situations in Syria, Somalia, and South Sudan seem beyond repair, nation-building projects have had success in the past. Tajikistan, Lebanon, Cambodia, Kosovo and East Timor are all examples of relatively successful attempts to put failing states back on the right track (Rotberg, 2002). Developed countries must have the political will to ensure that people in developing countries are fed so that they remain pacified. It is often severe food insecurity that precedes ethnic or religious violence, as has been the case in South Sudan, therefore, adequate food is paramount to avoiding humanitarian crises that accompany ethnic and sectarian conflict (The Economist, 2016).

While it is true that many developed countries, especially the United States, are weary of providing so much financial aid and intervening militarily in war-torn, developing countries, it is imperative that the rich do not abandon the poor to a fate of internal destruction. Money must not be thrown blindly towards humanitarian crises and military intervention must be the last resort. Developed countries provided $1.4 billion for humanitarian aid in South Sudan in its first year of independence, but without specific conditions, that money went to kleptocrats rather than infrastructure projects or public services (The Economist, 2016).

Paying to help developing nations is expensive and will continue to be so. Afghanistan and Iraq are proof of that. But the war on terror, repeated military intervention, and humanitarian aid are expensive as well. In 2002, Robert Rotberg suggested that a new Marshall Plan was required for places like Afghanistan, the DRC, Sierra Leone, Somalia, and Sudan. If it is true that food and water security are the keys to keeping relative peace in new and developing countries and their collapse threatens the safety of the developed world, it seems logical that assisting those countries is wise.

In 1999, Susan L. Woodward argued that military leaders focus too much on force versus force combat rather than the issues of insurgency and terrorism in failed states. In 2017, military leaders have adjusted their strategies accordingly. Woodward believed that globalization made states less important, but their failure would still be felt around the world. Failed states cannot exercise their monopoly on violence and they cannot control their borders, thus threatening more than just the failed state (Woodward, 1999). Because state failure is so consequential, the United States military must continue to look into measures it can take to prevent it.

The Threat of the Future

Finally, the threats from food shortages in South Sudan, Somalia, Afghanistan, Iraq, and Syria are important to the United States and the international community at large, but there is one country that, while it is not a failing state right now, could easily become one if the wealthy nations of the world do not ensure its stability. That country is Pakistan. The Fund for Peace ranked Pakistan as the 14th most fragile state in the world in 2016, giving it a “High Alert” designation for state failure (The Fund for Peace, 2016). Its Demographic Pressure Indicator was an 8.9 - 10.2 Although it improved by one-tenth of a point last year, its decade trend is worse by seven-tenths of a point and its five-year trend is worse by four-tenths of a point, suggesting that the food situation is actually worsening overall (The Fund for Peace, 2016). If internal conflict and potential state failure at its most basic level begins with food and water insecurity, then Pakistan could become a real problem very soon.

Considering the risk of state failure, Pakistan poses the greatest threat to the rest of the world because of the existence of nuclear weapons within the country. Pakistan is not a member of the Nuclear Non-Proliferation Treaty, yet it has about 120 nuclear weapons. It also has a Shaheen 1A ballistic missile that can reach targets 550 miles away (Pakistan Defence, 2015). Should a food crisis arise in Pakistan that results in civil war and governmental collapse, those weapons could end up in the hands of a group that intends to use them maliciously as an act of terror. That prospect should be incentive enough for the developed countries to realize that they cannot and must not leave food insecure countries to devour themselves.

While it is difficult to argue that food insecurity immediately and directly causes civil conflict, there is no denying that people need food and water and will fight to survive. In South Sudan, ethnic and political armies fight one another. In Syria, rebels and government forces fight each other while also fighting the Islamic State. And in Somalia, warlords and their armies fight. The Syrian Civil War began six years ago after a water shortage forced thousands of migrants into urban centers. Developing countries tend to be most affected by climate change, poor governance, and food price increases. Therefore, they are the most prone to instability that may lead to outright violence. Without the wherewithal to handle civil conflict, these countries may become fragile or even failing states. Once that happens, they represent a threat not just in their region of influence, but the whole world. That is why the developed Western nations must pay attention and provide aid to the developing world in order to maintain stability. There will be more food crises in developing countries in the future, but if the North has the strength to continue aiding the South, perhaps it will be able to curb mass starvation and avoid the horrendous violence that consumes starving countries.
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#### 1nc theory 1st— if we were abusive it was in response to you being unfair/not topical

### adv 1

1. **Probability – 0.1% chance of a collision.**

**Salter 16** [(Alexander William, Economics Professor at Texas Tech) “SPACE DEBRIS: A LAW AND ECONOMICS ANALYSIS OF THE ORBITAL COMMONS” 19 STAN. TECH. L. REV. 221 \*numbers replaced with English words] TDI

The probability of a collision is currently low. Bradley and Wein estimate that the maximum probability in LEO of a collision over the lifetime of a spacecraft remains below one in one thousand, conditional on continued compliance with NASA’s deorbiting guidelines.3 However, the possibility of a future “snowballing” effect, whereby debris collides with other objects, further congesting orbit space, remains a significant concern.4 Levin and Carroll estimate the average immediate destruction of wealth created by a collision to be approximately $30 million, with an additional $200 million in damages to all currently existing space assets from the debris created by the initial collision.5 The expected value of destroyed wealth because of collisions, currently small because of the low probability of a collision, can quickly become significant if future collisions result in runaway debris growth.

1. **Time frame – Kessler effect 200 years away**

**Stubbe 17** [(Peter, PhD in law @ Johann Wolfgang Goethe University Frankfurt) “State Accountability for Space Debris: A Legal Study of Responsibility for Polluting the Space Environment and Liability for Damage Caused by Space Debris,” Koninklijke Brill Publishing, ISBN 978-90-04-31407-8, p. 27-31] TDI

The prediction of possible scenarios of the future evolution of the debris p o p ulation involves many uncertainties. Long-term forecasting means the prediction of the evolution of the future debris environment in time periods of decades or even centuries. Predictions are based on models84 that work with certain assumptions, and altering these parameters significantly influences the outcomes of the predictions. Assumptions on the future space traffic and on the initial object environment are particularly critical to the results of modeling efforts.85 A well-known pattern for the evolution of the debris population is the so-called Kessler effect’, which assumes that there is a certain collision probability among space objects because many satellites operate in similar orbital regions. These collisions create fragments, and thus additional objects in the respective orbits, which in turn enhances the risk of further collisions. Consequently, the num ber of objects and collisions increases exponentially and eventually results in the formation of a self-sustaining debris belt aroundthe Earth. While it has long been assumed that such a process of collisional cascading is likely to occur only in a very long-term perspective (meaning a time 1 n of several hundred years),87 a consensus has evolved in recent years that an uncontrolled growth of the debris population in certain altitudes could become reality much sooner.88 In fact, a recent cooperative study undertaken by various space agencies in the scope of i a d c shows that the current l e o debris population is unstable, even if current mitigation measures are applied. The study concludes:

Even with a 90% implementation of the commonly-adopted mitigation measures [...] the l e o debris population is expected to increase by an average of 30% in the next 200 years. The population growth is primarily driven by catastrophic collisions between 700 and 1000 km altitudes and such collisions are likely to occur every 5 to 9 years.89

#### Debris creates deterrence by raising the bar for conflict – international norms fail

Miller 7/31 [(Gregory, Chair of the Department of Space Power at the Air Command and Staff College, Ph.D. in Political Science from The Ohio State University) “Deterrence by Debris: The Downside to Cleaning up Space,” Space Policy, 7/31/2021] JL

The danger of kinetic strikes increasing orbital debris is a common theme in the literature, but the positive deterrent effects of some debris are often overlooked. The debris resulting from destroyed satellites, or other space objects, creates a deterrent effect on actors who might otherwise violate international norms and strike at objects in space, either to test their capabilities or as an act of hostilities. This is not deterrence in the traditional sense, of one actor publicly threatening punishment in response to another actor’s unwanted actions. It is not deterrence by denial since the attacker is not damaged and may even achieve its objective. Nor is it deterrence by punishment because the debris itself does not threaten to punish the attacker’s country. But debris can increase the future costs to the aggressor, even if their initial attack succeeds, and thus it has a similar restraining effect on certain behavior. Like the automated response of the U.S. tripwire in West Germany, the threat that debris can pose to state interests acts as a form of deterrence, at least to prevent some actors from taking certain types of actions. Removing the danger of debris will weaken that restraint and thus weaken deterrence, making ASAT tests and hostile actions in space more likely.

Several factors may deter a state from launching kinetic tests or striking against an adversary’s interests in space. For one thing, if a state’s adversary has similar capabilities to destroy objects in space, deterrence would be a function of not wanting to escalate tensions. Although international law only explicitly prohibits states from placing weapons of mass destruction in orbit, international space law, like the Outer Space Treaty [30], does provide a framework for addressing the activities of one state that lead to the damage of another state’s property. Likewise, there are international norms (informal but expected rules of behavior) against the weaponization of space. But these norms seem to be in decline [31], and such norms only deter a state from engaging in certain types of behavior if the state cares about following norms, if it cares about how states perceive its behavior, or if it believes other states are willing to enforce the norms. The beauty of debris as a deterrent is that it does not rely on the enforcement of norms or the credibility of states to succeed.

#### Space debris creates existential deterrence and a taboo

Bowen 18 [(Bleddyn, lecturer in International Relations at the University of Leicester) “The Art of Space Deterrence,” European Leadership Network, February 20, 2018, https://www.europeanleadershipnetwork.org/commentary/the-art-of-space-deterrence/] TDI

Fourth, the ubiquity of space infrastructure and the fragility of the space environment may create a degree of existential deterrence. As space is so useful to modern economies and military forces, a large-scale disruption of space infrastructure may be so intuitively escalatory to decision-makers that there may be a natural caution against a wholesale assault on a state’s entire space capabilities because the consequences of doing so approach the mentalities of total war, or nuclear responses if a society begins tearing itself apart because of the collapse of optimised energy grids and just-in-time supply chains. In addition, the problem of space debris and the political-legal hurdles to conducting debris clean-up operations mean that even a handful of explosive events in space can render a region of Earth orbit unusable for everyone. This could caution a country like China from excessive kinetic intercept missions because its own military and economy is increasingly reliant on outer space, but perhaps not a country like North Korea which does not rely on space. The usefulness, sensitivity, and fragility of space may have some existential deterrent effect. China’s catastrophic anti-satellite weapons test in 2007 is a valuable lesson for all on the potentially devastating effect of kinetic warfare in orbit.

#### Use or lose is wrong – It’d be irrational AND never be contemplated by any state.

Kroenig 18 Matthew Kroenig, Associate Professor in the Department of Government and the Edmund A. Walsh School of Foreign Service at Georgetown, The Logic of American Nuclear Strategy: Why Strategic Superiority Matters, Oxford UPress, pp. 137-142

The second, and more common, argument as to why nuclear superiority might be destabilizing is because the state in the position of nuclear inferiority (in this case, America’s adversaries) may feel “use ’em or lose ’em” (UELE) pressures, but this argument also withers under interrogation.26

According to strategic stability theorists, a US nuclear advantage increases the danger of nuclear war because the inferior opponent may fear that its nuclear arsenal is vulnerable to a first strike. Rather, than wait for the adversary (in this case the United States) to move first and wipe out, or seriously blunt, its strategic forces, the argument goes, the inferior state may decide to intentionally launch a nuclear war early in a crisis in order to avoid suffering a disarming first strike. This is the logic most often invoked by strategic stability theorists when they claim that US nuclear advantages are destabilizing. This is also the precise problem identified and inspired by Wohlstetter’s basing studies.

Use ’em or lose ’em enjoys a certain superficial plausibility, but, upon closer inspection, there are two fundamental reasons why the logic simply does not hold up. First, it ignores the fact that the superior state retains a healthy ability to retaliate. So, even if the inferior state is worried about having its nuclear weapons eliminated in a first strike, the decision to launch its nuclear weapons first as a coping mechanism would be a decision to intentionally launch a nuclear war against a state with at least a secure, second-strike capability. This means that even if the inferior state launches its nuclear weapons first, it will be virtually guaranteed to suffer devastating nuclear retaliation. Moreover, given that it is in a situation of extreme inferiority (so extreme that it might even be vulnerable to a preemptive nuclear strike), this would mean intentionally launching a devastating nuclear war that will likely turn out much worse for itself then for its opponent. It would simply be irrational for a state to intentionally launch a nuclear war against a state with an assured retaliatory capability.

Let us consider a concrete example. The United States maintains nuclear superiority over China, as we have seen in previous chapters. Strategic stability theorists want us to believe that if the United States takes additional steps to further enhance its superiority, then China would face even greater temptations to launch a nuclear first strike against the US homeland in the event of a serious crisis. In other words, strategic stability theorists hold that China would be so worried about losing a devastating nuclear war against United States that it would intentionally choose to start a devastating nuclear war against the United States. The argument does not make sense.

#### No hacking escaltion— no warrant for escalating into a nuclear conflict.

#### Constellations are comparatively less vulnerable

Moriyasu 4/21 [(Ken, reporter and editor with 20-plus years of experience at Nikkei, Japan's top financial newspaper, and Nikkei Asia) “China can 'grapple' US satellites with robotic arm, commander says,” Nikkei Asia, 4/21/2021] JL

Sen. Angus King, an independent from Maine, noted that "in a conflict, the very first thing that an enemy will try to do is a major cyberattack and to try to blind us." King asked whether having a constellation of small satellites, rather than large, multibillion-dollar satellites, would be harder to disable at the beginning of a conflict.

"Small satellites, many satellites in orbit, provides us a ... resilient capability that would be very difficult to degrade," Dickinson replied. "Whether it's communications, whether it's [intelligence, surveillance and reconnaissance], whether it's missile warning, those types of activities I think will absolutely be more redundant, more resilient, if we have a what we call a mesh network if you will, in a constellation."

### Ozone

#### The ozone is healing—all recent studies using a variety of methods confirm this

Pazmino et al 2016 [Andrea Pazmino is a part of the following institutions: Laboratoire Atmosphères, Milieux, Observations Spatiales. Université de Versailles Saint-Quentin-en-Yvelines. Université Pierre et Marie Curie. Centre National de la Recherche Scientifique. And 11 other people who all have their own qualifications that you can see at the link] “Evaluation of total ozone recovery inside the Antarctic vortex” Quadrennial Ozone Symposium 2016, Sep 2016, Edinburgh, United Kingdom (https://hal-insu.archives-ouvertes.fr/insu-01353816/) - MZhu

Abstract : The latest assessment report on the state of the ozone layer (WMO 2014) confirmed the stabilization of the ozone loss in Antarctica since 2000. Several studies have been made in order to quantify the increase in total ozone column (TOC) in the Antarctic polar vortex in spring directly linked to the small decrease of ozone depleting substances levels in the polar stratosphere. These studies generally show a significant increase of TOC averaged inside the vortex since 2000 but they differ on the proxies used for the quantification of ozone interannual variability. In this study, the trend of TOC inside the vortex is analyzed over the 1980-2015 period using multilinear regression model based on various proxies (heat flux, QBO, solar flux, AAO and aerosols). The ozone trend is simulated by a piecewise linear trend (PWLT) before and after the break year in 2000, corresponding to the change of slope in ozone long-term evolution. The originality of this study is to take into account the baroclinicity of the vortex. For this, two different methods are used to classify TOC values inside the vortex as a function of Equivalent Latitude (EL). In the first standard one, the Nash criterion (Nash et al., 1996) is applied at a single isentropic level (475K or 550K). In the second one it is applied to a range of isentropic levels between 400K and 600K with a step of 25K. The study is focused on the period September 15 - October 15, the most representative of low ozone levels inside the vortex. The trend model is applied to SAOZ UV-Vis spectrometer data at Dumont d’Urville (66.7 ̊S, 140 ̊E) and also to TOMS/OMI above Antarctica and the trend results are presented for the different classification methods.

#### Data not key to solve warming – and it’s not used anwyays!

**Starr 14** - psychologist, journalist, and professor emeritus at the City University of New York, Brooklyn College (Bernard, “Our Oceans Are Dying: Mobilizing an Indifferent Public to Confront This Crisis,” Huffington Post, 6-27-14, http://www.huffingtonpost.com/bernard-starr/our-oceans-are-dying\_b\_5533322.html) //

After an eighteen-month investigation, the Commission, made up of former heads of state, government officials, and prominent business leaders concluded that our oceans are dying from climate change, pollution, and over-fishing. The Commission proposes an eight point program to rescue the oceans over the next five years. Why should we be concerned? José María Figueres, Co-chair of the Commission and former president of Costa Rica, has summed up the dire situation with these words: "The ocean provides 50 percent of our oxygen and fixes 25 percent of global carbon emissions. Our food chain begins in that 70 percent of the planet." He added that "a healthy ocean is key to our well-being, and we need to reverse its degradation." He warned: "Unless we turn the tide on ocean decline within five years, the international community should consider turning the high seas into an off-limits regeneration zone until its condition is restored." A Commission video states the crisis even more starkly: "No ocean, no us!" In his brief talk at the reception, David Miliband, also co-chair of the Ocean Commission and former UK Foreign Secretary, urged politicians, scientists, journalists, and ordinary citizens to rally behind the salvation of our oceans and the planet -- and to get the message out to others. Will getting the message out turn the tide in the battle to save the planet? I doubt it. **We are swimming in information and messages**. Earlier the this year leading scientists declared that we are fast approaching the critical point of no return for climate change -- a point with predictable devastating consequences. But **who is listening?** The public continues to be **frighteningly indifferent**. Who among the public is willing to place the salvation of the planet over immediate personal concerns? That question was dramatically called to my attention recently when I presented a list of critical issues to a group of seniors enrolled in a life-long learning program and asked them which one they would place first. The list included: terrorism and national defense, global warming, jobs, vanishing icebergs, protecting Social Security, income inequality, ocean pollution, sustaining Medicare, protecting the Amazon rain forests, reducing fossil fuel emissions, regulating Wall Street and the banks, stopping fracking (shale gas drilling), protecting wildlife (elephants, lions, whales, etc.), eliminating genetically modified foods (GMOs), campaign finance reform, free college education for all, national healthcare (Medicare for all). I was particularly interested in the seniors' answers since popular wisdom says that seniors are more concerned than other age groups with the welfare of children, grandchildren, and future generations. And no issue is more vital for the well-being of future generations than the viability of life on the planet. Psychologist Erik Erikson called this concern of older adults "generativity." But the seniors defied conventional wisdom. Jobs, Social Security, and income inequality topped their listings. Only one person, toward the end of the discussion, cited climate change -- and his response seemed almost gratuitous in recognition that we were about to screen a documentary on the melting of icebergs. Perhaps I should not have been surprised. Politicians avoid talking about environmental issues for fear of losing favor with their constituents, who are clamoring for jobs, mortgage relief, and financial security. During the 2012 presidential debates between Barack Obama and Mitt Romney environmental issues took a far **back** seat; in fact, they were barely mentioned. Both candidates knew instinctively that in the throes of an economic crisis placing the salvation of the planet high on the national agenda would not generate votes. It might even take away votes from people who feared the candidate would be indifferent to their personal struggles. So where does this leave us? If more environmental studies and more alarming news will not mobilize leaders and the public for an all-out commitment to the preservation of our small vulnerable corner of the universe, what will? Perhaps we need to shift our focus from information to changing human behavior. Let's enlist leading behavioral scientists and psychological associations to address how to awaken the public to the urgency of protecting the planet. Let's launch a campaign to make this the number-one priority. And let's adopt these mantras: No planet, no jobs; no planet, no Social Security; no planet, no mortgages; no planet, no corporate bonus packages. No planet, no us.

#### Emissions prevent Ice Age---extinction.

Whitehouse ’12 [David; 2012; Science Adviser to the Global Warming Policy Foundation; Public Service Europe, “Could Rising CO2 Levels Help Prevent The Next Ice Age?” http://www.publicserviceeurope.com/article/1338/could-rising-co2-levels-help-prevent-the-next-ice-age]

That the trees no longer completely canopy this land is due to mankind as we cleared the forests. That the ice is no longer here is due to global warming. Without doubt, we live in an interglacial period – a warm time between ice ages. There have been many during the current great glaciation. Some have these periods have been warmer than today, many shorter than our current interglacial's duration. The return of the ice would, short of a giant meteor strike, be the biggest disaster to face humanity. Vast swathes of the northern Hemisphere would be frozen. Northern Europe, Asia, Canada and the United States would have extensive regions rendered uninhabitable. Mankind would have to move south. There would be no choice as no technology could stop the ice or allow our high populations to life amongst it. Some believe the return of the ice will not happen for thousands of years, other that the signs could be visible within decades.

But could it be that the greenhouse gasses being pumped into the atmosphere, that many believe are responsible for a recent warming of the planet, might counteract the forces bringing us a new glaciation? Could it be that greenhouse gasses might actually stave off the return of the ice and save the lives of tens of millions, if not civilisation itself? A recent study by scientists at Cambridge University and published in the Journal Nature Geoscience suggests that the carbon dioxide might extend the current interglacial until carbon dioxide levels fall. They believe that the atmospheric concentration of CO2 must be about 240 parts per million before glaciation could start.

Currently, it is about 390 ppm. In a 1999 essay, Sir Fred Hoyle said: "The renewal of ice-age conditions would render a large fraction of the world's major food-growing areas inoperable and so would inevitably lead to the extinction of most of the present human population. We must look to a sustained greenhouse effect to maintain the present advantageous world climate. This implies the ability to inject effective greenhouse gases into the atmosphere, the opposite of what environmentalists are erroneously advocating."

### Democracy

#### No link to international conflict & democracy loss— no internal link about why the market is key to spreading democracy, democracy is just not mentioned here.

#### No risk of escalation— no draw in factor about other countries joining in, means that theres a low risk it goes nuclear & causes extinction

#### No space market—

#### Constellations are key to democracy promotion – they put authoritarian leaders on the defensive – it’s perceptual and proven by opposition to satellites

Schwille 4/12 [(Michael, senior policy analyst at RAND, research interest focuses on the integration of information into combined arms warfare, M.A. in international development studies from George Washington University) “Satellite Internet Services—Fostering the Dictator's Dilemma?” RAND Corporation, 4/12/2021] JL

Constellations of low-altitude, low-latency satellites providing broadband internet access to wide swathes of the earth are an impending challenge to the information dominance enjoyed by the world's authoritarian states. Whether Amazon's proposed Project Kuiper, Elon Musk's Starlink (already functional in some areas of North America), or the United Kingdom funded OneWeb, the ability to provide relatively low cost internet access outside of government control is both a challenge for authoritarian states and an opportunity for democracies.

In Russia, the Duma is already considering a law to criminalize access to such satellite services. China is not only planning to launch a competing service, it has Starlink's Musk concerned about having his satellites “blown up.” North Korea, which bans its citizens from accessing the internet and (in)famously attacks leaflets with machine guns, shells loudspeakers with artillery, and punishes citizens for accessing Chinese cellphone towers, has yet to comment publicly on such services. Given this history though, Pyongyang's reaction is unlikely to be very positive.

What are low-altitude, low-latency satellites and why are authoritarian states so concerned? The problem (for authoritarians) and promise (for democracies) are the services' ability to provide broadband internet access almost anywhere on earth, with nothing new required on the ground aside from a small terminal. Because these satellites orbit at several hundred kilometers (low Earth orbit), versus 35,000km for telecommunication satellites in geostationary orbit, their terminals can be smaller, portable, and easier to conceal, smuggle, and infiltrate. With one of these terminals, users can cheaply and quickly bypass national controls on the internet and information access, plus place phone (e.g. Voice over Internet Protocol, Skype, or Zoom) calls outside of government-controlled systems. It is this freedom of information access and communication that has Russia and China so concerned, and that provides an opportunity for democratic states to rebalance their current information disadvantage.

In what some scholars have termed democracy's dilemma, nations that rely on relatively free and open information flows are vulnerable to having that openness turned against them by adversaries. Think Russian influence on Brexit, the 2016 U.S. elections and the COVID-19 infodemic. What these new satellite systems offer is an opportunity to reinvigorate the dictator's dilemma (PDF)—the fear authoritarian leaders have of nonregime narratives reaching their people, or their people communicating outside of government-approved channels.

Just how powerful is this fear? Moscow reacts more negatively to criticisms and threats to its information control than it does to (far more expensive) NATO exercises. For years, Russian state media have even coordinated to deflect these criticisms of Russia's censorship onto countries with which Moscow is in conflict, successively targeting Georgia, the United States, and Ukraine.

China's rulers have a similar view, more fearful of “American ideals of freedom, democracy, and human rights infecting the people of China and Hong Kong,” than they are of U.S. military or economic challenges. This is not a new concern for Beijing; the term *Great Firewall of China* was discussed in a Wired article back in 1997. Beijing's controls have expanded since, with hundreds of thousands of censors and billions of dollars spent on informational and societal control, including the uniquely intrusive social credit systems (PDF).

North Korea is an even clearer example, with years of North Korea specialists (see Lankov, Baek, Cha, Myers, and others) highlighting Pyongyang's reliance on domestic information control to keep the Kim family in power. Impressive control, but a weakness masquerading as a strength.

This desire for information control represents both the dictator's dilemma and democracy's opportunity. Beijing, Moscow, and Pyongyang (as well as Tehran and others) are clearly concerned about the threat posed by unsupervised information access. Washington (or Brussels, London, Tokyo…whomever) publicly advocating for more open internet access, coupled with a clear mention of the new satellite services, would quickly command attention and establish a compelling narrative (and underlying threat). Coupling this message with a reminder of the West's ability to challenge information controls by, for example, smuggling bulky typewriters, printing presses, and Xerox machines into Eastern Europe in the 80s, which increased the flow of uncensored information, would add credibility to the threat—if authoritarian states thought typewriters were a problem, infiltrating an “internet in a box” (or thousands of them) looms as an even more compelling danger. The physical threat of infiltrated devices combined with a narrative advocating freedom of information access provide the West with a new, information-based tool for foreign policy leverage. A tool, or active measure, based not on fear, deception, or disinformation, but simply on information access.

By offering an information-based response to an information-based attack, this tool offers a fresh, calibrated response option. Chinese cyber espionage or recent attacks on Hong Kong's civil liberties, Russian attempts to influence Brexit or U.S. elections (or the more recent SolarWinds hack), North Korean attacks on Sony or South Korea's ATM network, are all activities ripe for response. Once this tool is effectively demonstrated in terms of fostering the dictator's dilemma, democracy's response and deterrence toolkits, for both cyber and influence activities, commensurately expands.

Importantly, the utility of this information tool is not confined simply to allowing outside information in; it also allows information to flow out (especially important with North Korea). Perhaps most importantly, it provides another tool to avoid government monitoring inside an authoritarian state. When paired with mesh networks of the type used, for example, during demonstrations in Hong Kong, it further increases the opportunity for the free flow of information dictators perceive as so threatening.

This tool (or its threatened use) does not replace other foreign policy tools—diplomatic, economic, and military tools remain options; this proposal simply adds a new information-based capability. The tool fits within a historical context of Western information activities and offers a compelling public narrative—fighting censorship. The hardware costs are relatively low, largely borne by the companies launching the satellites, and coming into existence whether governments wish them to or not. Finally, by rebalancing democracy's dilemma through a reinforcement of the dictator's dilemma, this tool offers an information response to information/cyber/influence attacks, using a method that clearly targets the vulnerabilities and sensitivities of authoritarian adversaries.