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#### US wins space race now due to private competition – its key to space dominance and militarization is good – the plan nukes the US’s silver bullet against Chinese aggression

Weichert 21 – former Congressional staff member who holds a Master of Arts in Statecraft & National Security Affairs from the Institute of World Politics in Washington, D.C. He is the founder of The Weichert Report: An Online Journal of Geopolitics [Brandon, “The Future of Space Exploration Depends on the Private Sector,” 7/5/2021, https://www.nationalreview.com/2021/07/the-future-of-space-exploration-depends-on-the-private-sector/#slide-1]

As Jeff Bezos, the wealthiest man on the planet, readies to launch himself into space aboard one of his own rockets, the world is watching the birth of a new dawn in space. Previously, America relied on its government agency, NASA, to propel it to the cosmos during the last space race with the Soviet Union. Today, America’s greatest hopes are with its private sector.

Jeff Bezos is not engaging in such risky behavior simply because he’s an adrenaline junky. No, he’s launching himself into orbit because his Blue Origins is in a titanic struggle with Elon Musk’s SpaceX — and Bezos’s firm is losing.

Whatever happens, the American people will benefit from the competition that is shaping up between America’s space entrepreneurs. This has always been how innovation occurs: through the dynamic, often cutthroat competition between actors in the private sector. While money is their ultimate prize, fame and fortune are also alluring temptations to make men like Musk and Bezos risk much of their wealth to change the world.

The private space race among these entrepreneurs is part of a far more important marathon between Red China and the United States. Whichever nation wins the new space race will determine the future of the earth below.

Consider this: Since winning its initial contracts to launch sensitive U.S. military satellites into orbit, SpaceX has lowered the cost of military satellite launches on taxpayers by “over a million dollars less” than what bigger defense contractors can do. Elon Musk is convinced that he can bring these costs down even more, thanks to his reusable Falcon 9 rocket.

The competition between the private space start-ups is fierce — just as the competition between Edison and Westinghouse was — but the upshot is ultimately greater innovation and lower costs for you and me. In fact, Elon Musk insists that if NASA gives SpaceX the contract for building the Human Landing System for the Artemis mission, NASA would return astronauts to the lunar surface by 2024 — four years before NASA believes it will do so. (Incidentally, 2024 is also when China anticipates having a functional base on the moon’s southern pole.)

Whereas China has an all-of-society approach to its space race with the United States, Washington has yet to fully galvanize the country in the way that John F. Kennedy rallied America to wage — and win — the space race in the Cold War. America’s private sector, therefore, is the silver bullet against China’s quest for total space dominance. If left unrestricted by meddlesome Washington bureaucrats, these companies will ensure that the United States retains its overall competitive advantage over China — and all other challengers, for that matter.

Indeed, the next four years could prove decisive in who will be victorious.

Enter the newly minted NASA director, Bill Nelson, whose station at the agency has effectively poured cold water on the private sector’s ambitious space plans. “Space is not going to be the Wild West for billionaires or anyone else looking to blast off,” Nelson admonished an inquiring reporter.

Why not?

America’s actions during its western expansion created a dynamic and advanced nation that was well-positioned to dominate the world for the next century. Should we not attempt to emulate this in order to remain dominant in the next century?

More important, this is precisely how China treats space: as a new Wild West . . . but one in which Beijing’s forces will dominate. China takes a leap-without-looking approach to space development — everything that can be done to further its grand ambition of becoming the world’s most dominant power by 2049 will be done. Meanwhile, the Biden administration wants to prevent America’s greatest strength, the free market, from helping to beat its foremost geopolitical competitor.

Nelson’s comments are fundamentally at odds with America’s spirit and animating principles. Whatever one’s opinion about Bezos or Musk, the fact is that their private space companies are inspiring greater innovation today in the space sector after years of its being left in the sclerotic hands of the U.S. government.

Sensing that the federal government’s dominance of U.S. space policy is waning, the Biden administration would rather cede the strategic high ground of space to China than let wildcatting innovators do the hard work. Today, the Federal Aviation Authority (FAA) and NASA are contriving new ways for strangling the budding private space sector, just as it is taking flight.

Risk aversion is not how one innovates. Risk is what led Americans to the moon just 66 years after the Wright brothers flew their first airplane. A willingness for risk doesn’t exist today in the federal government — which is why the feds shouldn’t be running space policy.

The U.S. government should be partnering with the new space start-ups, not shunning them. The FAA should be automatically approving SpaceX launches, not stymying them. The federal government will not win space any more than it could win the West or build the locomotive. It takes strong-willed, brilliant individuals of a rare caliber to do that. All government can do is to give the resources and support to private-sector innovators and let them make history for us.

The next decade will decide who wins space. Let it be America — and let America’s dynamic start-ups win that race, not China’s state capitalism.

#### And, space dominance key to global peace – nuclear and conventional deterrence is collapsing, which will provoke civilization-ending revisionist aggression from Russia and China

Dr. Robert Zubrin 19, Masters in Aeronautics and Astronautics and Ph.D. in Nuclear Engineering from the University of Washington, President of Pioneer Energy, Founder and President of the Mars Society, Senior Fellow with the Center for Security Policy, The Case for Space: How the Revolution in Spaceflight Opens Up a Future of Limitless Possibility, p. Google Books

The United States needs a new national security policy. For the first time in more than 60 years, we face the real possibility of a large-scale conventional war, and we are woefully unprepared.

Eastern and Central Europe is now so weakly defended as to virtually invite invasion. The United States is not about to go to nuclear war to defend any foreign country. So deterrence is dead, and, with the German army cut from 12 divisions to three, the British gone from the continent, and American forces down to a 30,000-troop tankless remnant, the only serious and committed ground force that stands between Russia and the Rhine is the Polish army. It’s not enough. Meanwhile, in Asia, the powerful growth of the Chinese economy promises that nation eventual overwhelming numerical force superiority in the region.

How can we restore the balance, creating a sufficiently powerful conventional force to deter aggression? It won’t be by matching potential adversaries tank for tank, division for division, replacement for replacement. Rather, the United States must seek to totally outgun them by obtaining a radical technological advantage. This can be done by achieving space supremacy.

To grasp the importance of space power, some historical perspective is required. Wars are fought for control of territory. Yet for thousands of years, victory on land has frequently been determined by dominance at sea. In the 20th century, victory on both land and sea almost invariably went to the power that controlled the air. In the 21st century, victory on land, sea or in the air will go to the power that controls space.

The critical military importance of space has been obscured by the fact that in the period since the United States has had space assets, all of our wars have been fought against minor powers that we could have defeated without them. Desert Storm has been called the first space war, because the allied forces made extensive use of GPS navigation satellites. However, if they had no such technology at their disposal, the end result would have been just the same. This has given some the impression that space forces are just a frill to real military power — a useful and convenient frill perhaps, but a frill nevertheless.

But consider how history might have changed had the Axis of World War II possessed reconnaissance satellites — merely one of many of today’s space-based assets — without the Allies having a matching capability. In that case, the Battle of the Atlantic would have gone to the U-boats, as they would have had infallible intelligence on the location of every convoy. Cut off from oil and other supplies, Britain would have fallen. On the Eastern front, every Soviet tank concentration would have been spotted in advance and wiped out by German air power, as would any surviving British ships or tanks in the Mediterranean and North Africa. In the Pacific, the battle of Midway would have gone very much the other way, as the Japanese would not have wasted their first deadly airstrike on the unsinkable island, but sunk the American carriers instead. With these gone, the remaining cruisers and destroyers in Adm. Frank Jack Fletcher’s fleet would have lacked air cover, and every one of them would have been hunted down and sunk by unopposed and omniscient Japanese air power. With the same certain fate awaiting any American ships that dared venture forth from the West Coast, Hawaii, Australia and New Zealand would then have fallen, and eventually China and India as well. With a monopoly of just one element of space power, the Axis would have won the war.

But modern space power involves far more than just reconnaissance satellites. The use of space-based GPS can endow munitions with 100 times greater accuracy, while space-based communications provide an unmatched capability of command and control of forces. Knock out the enemy’s reconnaissance satellites and he is effectively blind. Knock out his comsats and he is deaf. Knock out his navsats and he loses his aim. In any serious future conventional conflict, even between opponents as mismatched as Japan was against the United States — or Poland (with 1,000 tanks) is currently against Russia (with 12,000) — it is space power that will prove decisive.

Not only Europe, but the defense of the entire free world hangs upon this matter. For the past 70 years, U.S. Navy carrier task forces have controlled the world’s oceans, first making and then keeping the Pax Americana, which has done so much to secure and advance the human condition over the postwar period. But should there ever be another major conflict, an adversary possessing the ability to locate and target those carriers from space would be able to wipe them out with the push of a button. For this reason, it is imperative that the United States possess space capabilities that are so robust as to not only assure our own ability to operate in and through space, but also be able to comprehensively deny it to others.

*Space superiority* means having better space assets than an opponent. Space supremacy means being able to assert a complete monopoly of such capabilities. The latter is what we must have. If the United States can gain space supremacy, then the capability of any American ally can be multiplied by orders of magnitude, and with the support of the similarly multiplied striking power of our own land- and sea-based air and missile forces be made so formidable as to render any conventional attack unthinkable. On the other hand, should we fail to do so, we will remain so vulnerable as to increasingly invite aggression by ever-more-emboldened revanchist powers.

For this reason, both Russia and China have been developing and actively testing antisatellite (ASAT) systems. Up till now, the systems they have been testing have been ground launched, designed to orbit a few times and then collide with and destroy targets below one thousand kilometers altitude. This is sufficient to take out our reconnaissance satellites but not our GPS and communications satellites, which fly at twenty thousand and thirty-six thousand kilometers respectively. However, the means to reach these are straightforward, and, given their critical importance to us, there is every reason to believe that such development is well underway.11

The Obama administration sought to dissuade adversaries from developing ASATs by setting a good example and not working on them ourselves. This approach has failed. As a consequence, many defense policy makers are now advocating that we move aggressively to develop ASATs of our own. While more hardheaded than the previous policy, such an approach remains entirely inadequate to the situation.

The United States armed forces are far more dependent upon space assets than any potential opponent. Were both sides in a conflict able to destroy the space assets of the other, we would be the overwhelming loser by the exchange.

#### Space dominance solves hegemony – deterrence strategies, even rudimentary ones, are perceived as weakness and causes aggression

Weichert 17 (Brandon J. Weichert. Brandon J. Weichert is a former Congressional staff member who holds a Master of Arts in Statecraft & National Security Affairs from the Institute of World Politics in Washington, D.C. He is the founder of The Weichert Report: An Online Journal of Geopolitics, “The High Ground: The Case for U.S. Space Dominance,” Orbis, Vol 61, Issue 2, 2017, pp 227 – 237, <https://www.sciencedirect.com/science/article/pii/S0030438717300108>)

While space superiority and space dominance share a militarized view of space, there are fundamental differences in their stated end goals. Those who favor space superiority view space as a global commons, accessible to all in peacetime. They take a more defensive and reactive view of space and the actors who seek access to this domain. The space superiority model understands that U.S. dependence on space is vital for the basic functioning of American civilization (banking transactions, cell phone signals, GPS functions, television broadcasts, as well as essential military surveillance and support functions all across satellites in space). Yet, this model also accepts that current budgetary constraints mean that the United States is unlikely to invest significantly more into unwieldy and expensive space systems.

A strategy of space superiority accepts the risk arising from reliance on space systems, while deterring attacks on space assets. As actors such as China or Russia become increasingly dependent on space systems themselves, space superiority advocates believe that U.S. willingness to retaliate in kind against any attack on its own space assets is sufficient.7 This is in keeping with the classic deterrence model of Mutual Assured Destruction (MAD).

Unfortunately, however, U.S. dependence on space assets for its very survival is so much greater than any other state that such a threat is unrealistic. The reason that states like China or Russia are developing counter-space capabilities is because the cost to them is extremely low, whereas the benefit for them (in the event of war with the United States) is high. For the cost of a ground-based laser or an anti-satellite (ASAT) missile launcher, China could knock out the ability of all U.S. forces in the Pacific to coordinate and adequately defend themselves from a Chinese offensive.

What could the United States do to the Chinese in return? The best option for U.S. retaliation in space would be to launch some blinding attacks on the handful of China's space assets. However, this ultimately would not deter China from escalating any future conflict since China's investment in space is so low compared to that of the United States. In addition, since Chinese forces are designed to operate in an environment without those assets, such retaliation grounded on deterrence-based models becomes highly problematic and ineffective.

Rather than serving as a stabilizing force in space, then, the defensive and reactive space superiority model would be an inducement for conflict in the strategic high ground of space. Or, rather, the direction of attack would be unidirectional: from U.S. adversaries toward essential U.S. space systems. Thus, while space confers unequivocal advantages to the U.S. forces that depend on space assets for their vital functions, it also provides adversaries with an unprecedented weakness for them to exploit.

The fact is that United States, China, or Russia's dependence on space is asymmetrical. Over the long run, a deterrent-based, space superiority model would eventually allow other states not only to gain and maintain access to space, but also effectively to gain strategic parity with the United States in space. Make no mistake, the more that states are able to access space, no matter how nascent or rudimentary their space programs may be, the more they will refine their capabilities and be able to develop space programs for their own strategic ends. While most defense analysts believe that deterrence during the Cold War led to bipolar stability, a deterrence-based model in space would create instability. If a near-peer competitor like China or Russia believed that it had acquired the capacity to achieve parity with the United States, what would stop that state from trying to gain strategic advantage over America in space?

A Hegemonic Model

The best solution to avoid this situation is a hegemonic model. The only way that the United States can ensure its continued strategic advantage in space is to embrace fully the space dominance model by weaponizing space. While space superiority advocates will denounce this policy as both cost-ineffective and destabilizing, a hegemonic approach to space is far more in keeping with U.S. traditions and values. Indeed, as John Lewis Gaddis asserts, the American response to foreign threat is traditionally to take “the offensive, by becoming more conspicuous, by confronting, neutralizing, and if possible overwhelming the sources of danger rather than fleeing from them. Expansion, we have assumed, is the path to security.”8

What of the claim that a deterrence-based space superiority model creates stability? The primary claim of deterrence efficacy is that during the Cold War, the more or less equal nuclear balance ensured that neither side had an incentive to launch a disarming first strike. This view was the basis of the mutual assured destruction theory. Since there was no conceivable advantage to either side from these weapons, both sides were forced into a more constructive diplomatic relationship. In all of the time that deterrence was employed, American policymakers assured the public that MAD was better than the alternatives—compellence,9 Rollback,10 and hegemony—because it restrained Soviet aggression.

American policymakers assumed that the Soviet strategists in the Kremlin viewed nuclear arms in the same apocalyptic terms that they did. As such, U.S. policymakers were not only content to allow American nuclear dominance to erode, but also to degrade actively those capabilities through strategic arms agreements. In the meantime, until 1986, mainstream Soviet strategists and policymakers were convinced that they could prevail in a nuclear war. They were just biding their time.11

In this light then, deterrence was not built around the concept of enlightened self-interest, but more likely the result of U.S. policymakers’ inability to see through the fog of the Cold War. The Soviets were by definition a revolutionary power. Even after they had renounced the concept of spreading global communist revolution, however, the urge to transform fundamentally the world order to reflect their own image remained a high strategic priority for the USSR. The United States failed to discern this situation until the Reagan Administration.

President Ronald Reagan, rather than accept the Cold War deterrence paradigm, planned to bring American technical and strategic dominance to bear in space in order to help defeat the Soviet Union. Reagan also recognized that the demilitarized sanctuary view of space was irrelevant, and he eschewed arms control agreements that sought to counteract the inherent American advantages in space. President Reagan not only embraced a militarized view of space, but in 1983, he also called for the weaponization of space with his Strategic Defense Initiative (SDI).

By the 1980s, the United States was becoming increasingly dependent on space for military purposes (primarily in the area of satellites). These space systems formed the backbone of the modern military force that Reagan was assembling to counter the Soviet Union. What is more, Reagan's preferred strategy of Rollback meant that the United States would no longer sacrifice its own strategic advantages on the altar of diplomacy. After all, Reagan did not accept the Soviets as an equal and legitimate global power. He detested communism and viewed its proponents in the USSR as the great villains on the world stage. Furthermore, Reagan was staunchly opposed to nuclear weapons. Therefore, he sought to remove the notion of deterrence through MAD and replace it with the concept of hegemony through “Mutual Assured Survival.”

These views coalesced into the Reagan Administration's commitment to placing missile defense systems in orbit. It also called for developing new technologies (i.e., directed-energy weapons) to be used in space. The United States would not only remove the threat of the Soviet nuclear arsenal by creating a working missile defense system in space, but it would also move beyond the Soviet threat by permanently dominating the high ground of space. This position was the basis of SDI.12 In fact, the Reagan Administration's shift in focus was a key factor in the collapse of the Soviet Union as the Soviet leadership then embarked on a tit-for-tat arms buildup that their economy simply could not sustain. 13

Even if deterrence did facilitate a significant reduction in hostility—thereby creating the bipolar stability—no such hope for stability exists in space today. As argued earlier, U.S. reliance on space assets for its most basic functions is far greater than that of other countries. Furthermore, there is no way that the United States can—or should—abandon its use of space as a strategic domain. Thus, a hegemonic model for space dominance is the only hope to create the stability that most planners seek, while at the same time defending the American position in space.

Space dominance as a model for stability is nothing new. Indeed, Hegemonic Stability Theory (HST) asserts that the most stable global systems are those in which one actor dominates the system. In such a system, power is aggregated so greatly into a single, dominant actor that such a hegemonic power acts as a stabilizing force. Due to its relative strength, the hegemonic power can set the agenda and the rules that govern the system. The relative weakness of the other actors in the system is well understood, which then prompts these weak actors to abandon any hope of challenging the hegemonic power's rule. Eventually, they end up accommodating the hegemonic power. The lack of challenge creates peaceful stability.14 The fact that one actor is setting the rules means that the system is simple to operate in, as well.

The same logic that buttresses the HST international relations theory arguably undergirds the military strategy of space dominance. If this claim is so, then American hegemony in space is essential for the continued survival of the United States. Whereas there are legitimate arguments to be made regarding the reliance on deterrence-based models for creating stability during the Cold War, the fact is that the world is more multipolar today than it was 25 years ago. Despite what writer Fareed Zakaria has dubbed “the rise of the rest,”15 the United States still retains greater relative power. Therefore, it is inevitable and logical that the United States should expand its hegemonic position in space, in order to secure its place there.

Whereas deterrence-based models, such as space superiority, may have worked in a less chaotic international system, no such stability can be achieved today. Many of America's competitors are revanchist states intent on redefining the world order. They are not interested in preserving the American position in space. Also, they are not cowed by a U.S. deterrence strategy in space. Rather, they view such a policy as a concession that the United States is becoming weaker.

Space dominance would create greater stability than space superiority. Missile defense systems, tungsten rods, and even directed-energy weapons potentially would all be placed in key orbits around the Earth. This, on top of the existing U.S. space infrastructure, would prove to the world that the United States is committed to preserving its position in space. In a world of rogue states, space-based weapons likely would prevent surprise nuclear attacks. Failing that, the fact that the United States possessed strategic, offensive weapons in orbit—that could be brought down against any hostile actor—undoubtedly, would make even the most intractable foe hesitant.

It is arguable that overwhelming U.S. space power would trickle down from the strategic high ground to lower strategic domains. Rather than wasting time demonstrating resolve by “temporarily blinding Chinese satellites,”16 for example, the overwhelming American presence in space presumably would dissuade potential attackers.

#### US hegemony prevents great-power conflicts that escalates to nuclear war

Brands and Edel 19 (Hal Brands and Charles Edel. Hal Brands is the Henry Kissinger Distinguished Professor of Global Affairs in the Johns Hopkins School of Advanced International Studies and a scholar at the American Enterprise Institute. Charles Edel is a senior fellow at the United States Studies Centre at the University of Sydney and previously served on the U.S. Secretary of State’s policy planning staff, “Rediscovering Tragedy. In The Lessons of Tragedy: Statecraft and World Order; Chapter 6: The Darkening Horizon,” Yale University Press, pp 128-131 <http://www.jstor.org/stable/j.ctvbnm3r9.11>)

Each of these geopolitical challenges is different, and each reflects the distinctive interests, ambitions, and history of the country undertaking it. Yet there is growing cooperation between the countries that are challenging the regional pillars of the U.S.-led order. Russia and China have collaborated on issues such as energy, sales and development of military technology, opposition to additional U.S. military deployments on the Korean peninsula, and military exercises from the South China Sea to the Baltic. In Syria, Iran provided the shock troops that helped keep Russia’s ally, Bashar al-Assad, in power, as Moscow provided the air power and the diplomatic cover. “Our cooperation can isolate America,” supreme leader Ali Khamenei told Putin in 2017. 34 More broadly, what links these challenges together is their opposition to the constellation of power, norms, and relationships that the U.S.-led order entails, and in their propensity to use violence, coercion, and intimidation as means of making that opposition effective. Taken collectively, these challenges constitute a geopolitical sea change from the post– Cold War era.

The revival of great-power competition entails higher international tensions than the world has known for decades, and the revival of arms races, security dilemmas, and other artifacts of a more dangerous past. It entails sharper conflicts over the international rules of the road on issues ranging from freedom of navigation to the illegitimacy of altering borders by force, and intensifying competitions over states that reside at the intersection of rival powers’ areas of interest. It requires confronting the prospect that rival powers could overturn the favorable regional balances that have underpinned the U.S.-led order for decades, and that they might construct rival spheres of influence from which America and the liberal ideas it has long promoted would be excluded. Finally, it necessitates recognizing that great-power rivalry could lead to great-power war, a prospect that seemed to have followed the Soviet empire onto the ash heap of history.

Both Beijing and Moscow are, after all, optimizing their forces and exercising aggressively in preparation for potential conflicts with the United States and its allies; Russian doctrine explicitly emphasizes the limited use of nuclear weapons to achieve escalation dominance in a war with Washington.35 In Syria, U.S. and Russian forces even came into deadly contact in early 2018. American airpower decimated a contingent of government-sponsored Russian mercenaries that was attacking a base at which U.S. troops were present, an incident demonstrating the increasing boldness of Russian operations and the corresponding potential for escalation.36 The world has not yet returned to the epic clashes for global dominance that characterized the twentieth century, but it has returned to the historical norm of great-power struggle, with all the associated dangers.

Those dangers may be even greater than most observers appreciate, because if today’s great-power competitions are still most intense at the regional level, who is to say where these competitions will end? By all appearances, Russia does not simply want to be a “regional power” (as Obama cuttingly described it) that dominates South Ossetia and Crimea.37 It aspires to the deep European and extra-regional impact that previous incarnations of the Russian state enjoyed. Why else would Putin boast about how far his troops can drive into Eastern Europe? Why else would Moscow be deploying military power into the Middle East? Why else would it be continuing to cultivate intelligence and military relationships in regions as remote as Latin America?

Likewise, China is today focused primarily on securing its own geopolitical neighborhood, but its ambitions for tomorrow are clearly much bolder. Beijing probably does not envision itself fully overthrowing the international order, simply because it has profi ted far too much from the U.S.-anchored global economy. Yet China has nonetheless positioned itself for a global challenge to U.S. influence. Chinese military forces are deploying ever farther from China’s immediate periphery; Beijing has projected power into the Arctic and established bases and logistical points in the Indian Ocean and Horn of Africa. Popular Chinese movies depict Beijing replacing Washington as the dominant actor in sub-Saharan Africa—a fi ctional representation of a real-life effort long under way. The Belt and Road Initiative bespeaks an aspiration to link China to countries throughout Central Asia, the Middle East, and Europe; BRI, AIIB, and RCEP look like the beginning of an alternative institutional architecture to rival Washington’s. In 2017, Xi Jinping told the Nineteenth National Congress of the Chinese Communist Party that Beijing could now “take center stage in the world” and act as an alternative to U.S. leadership.38

These ambitions may or may not be realistic. But they demonstrate just how signifi cantly the world’s leading authoritarian powers desire to shift the global environment over time. The revisionism we are seeing today may therefore be only the beginning. As China’s power continues to grow, or if it is successful in dominating the Western Pacifi c, it will surely move on to grander endeavors. If Russia reconsolidates control over the former Soviet space, it may seek to bring parts of the former Warsaw Pact to heel. Historically, this has been a recurring pattern of great-power behavior—interests expand with power, the appetite grows with the eating, risk-taking increases as early gambles are seen to pay off.39 This pattern is precisely why the revival of great-power competition is so concerning—because geopolitical revisionism by unsatisfied major powers has so often presaged intensifying international conflict, confrontation, and even war. The great-power behavior occurring today represents the warning light flashing on the dashboard. It tells us there may be still-greater traumas to come.
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#### NASA is preserving resources by leveraging private partnerships

Miriam Kramer 21, author of Space, “NASA's plans for the future hinge on the success of private companies,” Axios, 12-7-2021, https://www.axios.com/nasa-private-spaceflight-plans-5a5710e6-5223-4da3-8c5d-5a712e1d862e.html

The private space players who will drive NASA's plans for the coming decade are declaring themselves and defining the stakes. Why it matters: NASA plans to focus on getting people to Mars and the Moon, and its deep space exploration ambitions hinge on the agency being able to successfully hand over major operations in low-Earth orbit to private companies. The space agency hopes companies will build private space stations that its astronauts can use and to continue to buy space on private rockets for launching its satellites and other payloads to orbit and beyond.

NASA's "big experiment" right now is to test where these commercial partnerships work, the Planetary Society's Casey Dreier told Axios. What's happening: Last week, NASA announced it would award multimillion-dollar contracts to three teams of commercial space companies to start designing and building privately operated space stations.

#### Plan forces spending trade-offs that crush effective Earth sciences --- risks catastrophic climate change

Haymet 7 (Tony, Director of the Scripps Institution of Oceanography – University of California, San Diego, Mark Abbott, Dean of the College of Oceanic and Atmospheric Science – Oregon State University, and Jim Luyten, Acting Director – Woods Hole Oceanographic Institution, “The Planet NASA Needs to Explore”, Washington Post, 5-10, [http://www.washingtonpost.com/wp-dyn/content/article/2007/05/09/AR2007050902451.html](http://www.lexis.com/research/retrieve))

Decades ago, a shift in NASA priorities sidelined progress in human space exploration. As momentum gathers to reinvigorate human space missions to the moon and Mars, we risk hurting ourselves, and Earth, in the long run. Our planet -- not the moon or Mars -- is under significant threat from the consequences of rapid climate change. Yet the changing NASA priorities will threaten exploration here at home.

NASA not only launches shuttles and builds space stations, it also builds and operates our nation's satellites that observe and monitor the Earth. These satellites collect crucial global data on winds, ice and oceans. They help us forecast hurricanes, track the loss of Arctic sea ice and the rise of sea levels, and understand and prepare for climate changes.

NASA's budget for science missions has declined 30 percent in the past six years, and that trend is expected to continue. As more dollars are reallocated to prepare for missions back to the moon and Mars, sophisticated new satellites to observe the Earth will be delayed, harming Earth sciences.

The National Academy of Sciences has noted that the Landsat satellite system, which takes important measurements of global vegetation, is in its fourth decade of operation and could fail without a clear plan for continuation. The same is true for the QuikSCAT satellite, which provides critical wind data used in forecasting hurricanes and El Niño effects.

In January, a partnership of university and NASA scientists demonstrated that climate change and higher ocean temperatures were reducing the growth of microscopic plants and animals at the heart of the marine food web.

Their analysis was based on nearly a decade of NASA satellite measurements of ocean color, which unfortunately are at risk of being interrupted for several years.

Sea levels are rising, and the Arctic Ocean may be ice-free in summer. The buildup of carbon dioxide in the oceans threatens to make them more acidic, which may in turn hinder the ability of some types of marine life, including corals, to build their shells and skeletons. We must learn as much as we can to assess these threats and develop solutions.

Satellites provide coverage of vast, remote regions of our planet that would otherwise remain unseen, especially the oceans, which play an important role in climate change. Without accurate data on such fundamentals as sea surface height, temperatures and biomass, as well as glacier heights and snowpack thickness, we will not be able to understand the likelihood of dangers such as more severe hurricanes along the Gulf Coast or more frequent forest fires in the Pacific Northwest.

Climate change is the most critical problem the Earth has ever faced.

Government agencies and the private sector, as well as individual citizens, need to better grasp the risks and potential paths of global climate change. Mitigating these risks and preparing for the effects of warming will require scientific understanding of how our complex planet operates, how it is changing, and how that change will affect the environment and human society.

John F. Kennedy's brilliant call to put a man on the moon by the end of the 1960s set an arbitrary deadline, but the deadline we face today is set by nature. NASA must continue to play a vital role in helping find ways to protect our planet for (and perhaps from) its intelligent life. Exploration of space is a noble quest. But we can't afford to be so starry-eyed that we overlook our own planet.

#### Warming is inevitable but adjusting government policy can address the worst effects – specifically, for sea level rise. US responses are modeled globally.

**Economist 17**, "How government policy exacerbates hurricanes like Harvey," Economist, https://www.economist.com/news/leaders/21727898-if-global-warming-were-not-enough-threat-poor-planning-and-unwise-subsidies-make-floods

THE extent of the devastation will become clear only when the floodwater recedes, leaving ruined cars, filthy mud-choked houses and the bloated corpses of the drowned. But as we went to press, with the rain pounding South Texas for the sixth day, Hurricane Harvey had already set records as America’s most severe deluge (see Briefing). In Houston it drenched Harris County in over 4.5trn litres of water in just 100 hours—enough rainfall to cover an eight-year-old child. The fate of America’s fourth-largest city holds the world’s attention, but it is hardly alone. In India, Bangladesh and Nepal, at least 1,200 people have died and millions have been left homeless by this year’s monsoon floods. Last month torrential rains caused a mudslide in Sierra Leone that killed over 1,000—though the exact toll will never be known. Around the world, governments are grappling with the threat from floods. This will ultimately be about dealing with climate change. Just as important, is correcting short-sighted government policy and the perverse incentives that make flooding worse. Judgment day The overwhelming good news is that storms and flooding have caused far fewer deaths in recent decades, thanks to better warning systems and the construction of levees, ditches and shelters. The cyclone that struck Bangladesh in 1970 killed 300,000-500,000 people; the most recent severe one, in 2007, killed 4,234. The bad news is that storms and floods still account for almost three-quarters of weather-related disasters, and they are becoming more common. According to the Munich Re, a reinsurer, their number around the world has increased from about 200 in 1980 to over 600 last year. Harvey was the third “500-year” storm to strike Houston since 1979. At the same time, floods and storms are also becoming more costly. By one estimate, three times as many people were living in houses threatened by hurricanes in 2010 as in 1970, and the number is expected to grow as still more people move to coastal cities. The UN reckons that, in the 20 years to 2015, storms and floods caused $1.7trn of destruction; the World Health Organisation estimates that, in real terms, the global cost of hurricane damage is rising by 6% a year. Flood losses in Europe are predicted to increase fivefold by 2050. One cause is global warming. The frequency and severity of hurricanes vary naturally—America has seen unusually few in the past decade. Yet the underlying global trend is what you would expect from climate change. Warmer seas evaporate faster and warmer air can hold more water vapour, which releases energy when it condenses inside a weather system, feeding the violence of storms and the intensity of deluges. Rising sea levels, predicted to be especially marked in the Gulf of Mexico, exacerbate storm surges, adding to the flooding. Harvey was unusually devastating because it suddenly gained strength before it made landfall on Friday; it then stayed put, dumping its rain on Houston before returning to the Gulf. Again, that is consistent with models of a warmer world. Poor planning bears even more blame. Houston, which has almost no restrictions on land-use, is an extreme example of what can go wrong. Although a light touch has enabled developers to cater to the city’s rapid growth—1.8m extra inhabitants since 2000—it has also led to concrete being laid over vast areas of coastal prairie that used to absorb the rain. According to the Texas Tribune and ProPublica, a charity that finances investigative journalism, since 2010 Harris County has allowed more than 8,600 buildings to be put up inside 100-year floodplains, where floods have a 1% chance of occurring in any year. Developers are supposed to build ponds to hold run-off water that would have soaked into undeveloped land, but the rules are poorly enforced. Because the maps are not kept up to date, properties supposedly outside the 100-year floodplain are being flooded repeatedly. Government failure adds to the harm. Developing countries are underinsured against natural disasters. Swiss Re, a reinsurer, says that of the $50bn or so of losses to floods, cyclones and other disasters in Asia in 2014, only 8% were covered. The Bank of International Settlements calculates that the worst natural catastrophes typically permanently lower the afflicted country’s GDP by almost 2%. America has the opposite problem—the federal government subsidises the insurance premiums of vulnerable houses. The National Flood Insurance Programme (NFIP) has been forced to borrow because it fails to charge enough to cover its risk of losses. Underpricing encourages the building of new houses and discourages existing owners from renovating or moving out. According to the Federal Emergency Management Agency, houses that repeatedly flood account for 1% of NFIP’s properties but 25-30% of its claims. Five states, Texas among them, have more than 10,000 such households and, nationwide, their number has been going up by around 5,000 each year. Insurance is meant to provide a signal about risk; in this case, it stifles it. Mend the roof while the sun shines What to do? Flooding strengthens the case for minimising climate change, which threatens to make wet places wetter and storms stormier. Even those who doubt the science would do well to see action as an insurance policy that pays out if the case is proven. However, that will not happen fast, even if all countries, including America, sign up to international agreements. More immediately, therefore, politicians can learn from Houston. Cities need to protect flood defences and catchment areas, such as the wetlands around Kolkata

and the lakes in and around Pokhara in Nepal, whose value is becoming clear. Flood maps need to be up to date. Civil engineers, often starved of funds and strangled by bureaucracy, should be building and reinforcing levees and reservoirs now, before it is too late. The NFIP should start to charge market premiums and developing countries should sell catastrophe bonds. All this is a test of government, of foresight and the ability to withstand the lobbying of homeowners and developers. But politicians and officials who fail the test need to realise that, sooner or later, they will wake up to a Hurricane Harvey of their own.

#### The impact’s global war

Eric **Holthaus 15**, editor at rollingstone magazine citing James Hansen, former NASA climatologist, "The Point of No Return: Climate Change Nightmares Are Here," Rolling Stone, accessed 10-23-2016, http://www.rollingstone.com/politics/news/the-point-of-no-return-climate-change-nightmares-are-already-here-20150805

On July 20th, James Hansen, the former NASA climatologist who brought climate change to the public's attention in the summer of 1988, issued a bombshell: He and a team of climate scientists had identified a newly important feedback mechanism off the coast of Antarctica that suggests mean sea levels could rise 10 times faster than previously predicted: 10 feet by 2065. The authors included this chilling warning: If emissions aren't cut, "We conclude that multi-meter sea-level rise would become practically unavoidable. Social disruption and economic consequences of such large sea-level rise could be devastating. It is not difficult to imagine that conflicts arising from forced migrations and economic collapse might make the planet ungovernable, threatening the fabric of civilization."

# 3

#### The United States federal government should unilaterally increase funding for space-situational awareness technology in cooperation with the private sector. The United States federal government should integrate Battle Management Command, Control, and Communications, tactical intelligence, and intelligence, surveillance, and reconnaissance systems.

#### Solves collisions, assures allies, and avoids key sharing key secrets

Hitchens and Johnson-Freese 16 (Theresa Hitchens and Joan Johnson-Freese. Johnson-Freese is a professor of national security affairs at the Naval War College in Newport, Rhode Island. Theresa Hitchens is a Senior Research Scholar at the University of Maryland’s Center for International and Security Studies at Maryland (CISSM), and former Director of the United Nations Institute for Disarmament Research (UNIDIR). “Toward a New National Security Space Strategy Time for a Strategic Rebalancing,” Atlantic Council Strategy Papers, No. 5, 2016, <https://www.atlanticcouncil.org/images/publications/AC_StrategyPapers_No5_Space_WEB1.pdf>, WC)

Improved SSA is a foundational capability for any US space strategy in any and all circumstances, given the rapid changes in the space environment. The national space security community has recognized this repeatedly, although funding has arguably not been commensurate with the rhetoric. Attempts are now being made to rectify the funding situation because of the Russia/China threat scare. According to the Government Accountability Office (GAO), the Obama administration is planning to spend about $6 billion between 2015 and 2020 to beef up SSA capabilities—largely within the Pentagon, but also at contributing agencies NOAA and NASA.50 Calculating exact spending on SSA activities, however, is not possible due to the way the Defense Department tracks (or, rather, does not track) related spending. According to the GAO report:

• Compiling a budget for all SSA-related efforts is a challenge because many assets that support the SSA mission do not have it as their primary mission.

• DOD is not required to and does not track the budgets specific to its SSA efforts for multiple-mission systems, and it does not estimate what percentage would be allocated to SSA.

• For example, some portion of the ballistic missile defense sensors budget, which averages about $538 million per fiscal year over the next few years, supports SSA, but DOD does not track the efforts of multi-mission sensors in a manner that would provide such data.

• SSA-related efforts performed using intelligence community sensor systems are also not included in the core SSA budget because those efforts and their budgets are classified.51

SSA is also an area ripe for possible leveraging of commercial and foreign capabilities, both to provide resilience and to complicate an adversary’s calculations regarding an attack—one of the stated goals of the Obama administration’s NSP. However, that potential has yet to be fully exploited, and greater emphasis should be put on doing so.

On June 1, 2015, US Strategic Command (STRATCOM) initiated a six-month pilot program to research how to integrate commercial operators (and their SSA data) into the JSpOC, called the Commercial Integration Cell. The initial effort involves six operators: Intelsat, SES Government Solutions, Inmarsat, Eutelsat, DigitalGlobe, and Iridium Communications. The goal is to assess whether JSpOC operations can be enhanced via integration of industry capabilities and insights, and, if so, how.52 The pilot program comes after years of lobbying by industry, including through SDA, for closer cooperation and collaboration between commercial operators and the US military on space-object data tracking. One major hurdle has been that the computer systems and models used by JSpOC are antiquated, and incompatible with more up-to-date industry practices. While updates are planned, given the lack of adequate budget resources, this situation is not likely to be rectified anytime soon. This misalignment between ways and means should be addressed as soon as possible by the incoming administration.

Another question is the extent to which US allies will be allowed access to the improved SSA data, including the interference warnings and collision analysis it will provide.53 The issue with allies is not just technical, but also, and primarily, political. The uncertainty in the private sector about JSpOC-industry collaboration and data sharing is underscored by AGI’s COMSpOC. AGI is seeking to tap into the expanded (and unfilled by JSpOC) need for such data in the commercial marketplace, both in the United States and abroad.54

Lieutenant General John W. Raymond, Commander of the Joint Functional Component Command for Space, told the House Armed Services Strategic Forces Subcommittee on March 25, 2015, that STRATCOM is working on a new “tiered SSA Sharing Strategy.” Raymond stated: “The tenets of this strategy are to share more information in a timelier manner

with the broadest range of partners. We aim to promote an interactive, exchange-based relationship with satellite 35 owners and operators where all parties gain. This open exchange of information also supports U.S. and allied efforts to detect, identify, and attribute actions in space that are contrary to responsible use and the long-term sustainability of the space environment.” He further noted that, as of March 2015, there were forty-six SSA-sharing agreements in place with forty-six commercial firms, eight nations, and two intergovernmental organizations, with ten more in the works.55 (The number of such SSA agreements, as of March 2016, is now at sixty-three.)56

The word “tiered” in Raymond’s statement is central, as part of the issue for the Defense Department is figuring out what data to share with whom, at what level of specificity and accuracy. There has traditionally been reluctance about “giving away the store,” particularly because many allies more closely integrate their civilian and military space operations, with less of a focus on protecting national security secrets. It is hard to underestimate the challenges— for example, simply regarding security clearances for access to US data. Further, some nations are leery of relying too closely on information provided by the US military. For this very reason, the European Union (EU) in 2009 launched an effort to pursue independent SSA capabilities— an effort that has proceeded in fits and starts, due to internal EU concerns about the sharing of both information and funding. As of early 2015, the nascent program is being funded by fourteen participating EU states, focusing largely on figuring out how to better coordinate European activities, but also looking at how to improve capabilities.57According to the European Space Agency (ESA): “To date, Europe’s access to information on what is happening in space has been largely dependent on non-European sources. In recent years, for example, data to trigger alerts on potential collisions between European satellites and debris objects have only come through the good will of other spacefaring nations. For this and other reasons, Europe needs an autonomous SSA capability.”58 It remains unclear how the EU SSA system, once established, will interact with that of the United States. This should be a major focus of future US space diplomacy and cooperation, to ensure that the systems are compatible and accessible—in part, to provide mission assurance.

The United States signaled its desire to forge the closest partnership on SSA sharing with Australia, Canada, and the United Kingdom, via a Memorandum of Understanding on Combined Space Operations, signed in September 2014.59 The details of the MoU, however, are vague.60 It should be noted that all three countries have assets that could contribute to US efforts, and would not simply benefit from a one-way absorption of US data.

Also, it is not only US allies who require better SSA in order to operate satellites safely and securely. More than seventy countries operate satellites, with 1,381 operating satellites in orbit at the end of 2015.61 Many of these operators lack sufficient SSA. In the July 2013 report adopted by the UN General Assembly in October 2013, the Group of Governmental Experts on Transparency and Confidence-Building Measures in Outer Space Activities cited the need for improved global access to space data, both for safety purposes and for building trust. The report stated that, beyond a lack of space capacity, “the inability of many States to acquire significant space-based information” is a factor “contributing to the lack of confidence.”62 Russia has proposed to the COPUOS Scientific and Technical Subcommittee that the UN Office of Outer Space Affairs consider the development of an international, open database of on-orbit objects (both operational satellites and debris) to fill this gap.63 The United States and its allies have rejected the Russian proposal, largely for budgetary reasons, but the United States has been internally mulling over a possible proposition to create an informal international group to discuss the challenges to sharing SSA data and how to overcome them. This would be a promising first step, and a testimony to continued leadership in SSA by the United States, consistent with a national space strategy aimed at reducing risks. Inevitably, some form of open-access space-object database is going to be required, simply to ensure on-orbit safety—particularly in LEO, as the number of so-called Cubesats (very small satellites) rises 37 dramatically. The United States should take the lead on developing a workable space-traffic management regime underpinned by SSA.

# Case

## Sustainable Space

#### No debris cascades, but even a worst case is confined to low LEO with no impact

Daniel Von Fange 17, Web Application Engineer, Founder and Owner of LeanCoder, Full Stack, Polyglot Web Developer, “Kessler Syndrome is Over Hyped”, 5/21/2017, http://braino.org/essays/kessler\_syndrome\_is\_over\_hyped/

Kessler Syndrome is overhyped. A chorus of online commenters great any news of upcoming low earth orbit satellites with worry that humanity will to lose access to space. I now think they are wrong.

What is Kessler Syndrome?

Here’s the popular view on Kessler Syndrome. Every once in a while, a piece of junk in space hits a satellite. This single impact destroys the satellite, and breaks off several thousand additional pieces. These new pieces now fly around space looking for other satellites to hit, and so exponentially multiply themselves over time, like a nuclear reaction, until a sphere of man-made debris surrounds the earth, and humanity no longer has access to space nor the benefits of satellites.

It is a dark picture.

Is Kessler Syndrome likely to happen?

I had to stop everything and spend an afternoon doing back-of-the-napkin math to know how big the threat is. To estimate, we need to know where the stuff in space is, how much mass is there, and how long it would take to deorbit.

The orbital area around earth can be broken down into four regions.

Low LEO - Up to about 400km. Things that orbit here burn up in the earth’s atmosphere quickly - between a few months to two years. The space station operates at the high end of this range. It loses about a kilometer of altitude a month and if not pushed higher every few months, would soon burn up. For all practical purposes, Low LEO doesn’t matter for Kessler Syndrome. If Low LEO was ever full of space junk, we’d just wait a year and a half, and the problem would be over.

High LEO - 400km to 2000km. This where most heavy satellites and most space junk orbits. The air is thin enough here that satellites only go down slowly, and they have a much farther distance to fall. It can take 50 years for stuff here to get down. This is where Kessler Syndrome could be an issue.

Mid Orbit - GPS satellites and other navigation satellites travel here in lonely, long lives. The volume of space is so huge, and the number of satellites so few, that we don’t need to worry about Kessler here.

GEO - If you put a satellite far enough out from earth, the speed that the satellite travels around the earth will match the speed of the surface of the earth rotating under it. From the ground, the satellite will appear to hang motionless. Usually the geostationary orbit is used by big weather satellites and big TV broadcasting satellites. (This apparent motionlessness is why satellite TV dishes can be mounted pointing in a fixed direction. You can find approximate south just by looking around at the dishes in your northern hemisphere neighborhood.) For Kessler purposes, GEO orbit is roughly a ring 384,400 km around. However, all the satellites here are moving the same direction at the same speed - debris doesn’t get free velocity from the speed of the satellites. Also, it’s quite expensive to get a satellite here, and so there aren’t many, only about one satellite per 1000km of the ring. Kessler is not a problem here.

How bad could Kessler Syndrome in High LEO be?

Let’s imagine a worst case scenario.

An evil alien intelligence chops up everything in High LEO, turning it into 1cm cubes of death orbiting at 1000km, spread as evenly across the surface of this sphere as orbital mechanics would allow. Is humanity cut off from space?

I’m guessing the world has launched about 10,000 tons of satellites total. For guessing purposes, I’ll assume 2,500 tons of satellites and junk currently in High LEO. If satellites are made of aluminum, with a density of 2.70 g/cm3, then that’s 839,985,870 1cm cubes. A sphere for an orbit of 1,000km has a surface area of 682,752,000 square KM. So there would be one cube of junk per .81 square KM. If a rocket traveled through that, its odds of hitting that cube are tiny - less than 1 in 10,000.

So even in the worst case, we don’t lose access to space.

Now though you can travel through the debris, you couldn’t keep a satellite alive for long in this orbit of death. Kessler Syndrome at its worst just prevents us from putting satellites in certain orbits.

In real life, there’s a lot of factors that make Kessler syndrome even less of a problem than our worst case though experiment.

* Debris would be spread over a volume of space, not a single orbital surface, making collisions orders of magnitudes less likely.
* Most impact debris will have a slower orbital velocity than either of its original pieces - this makes it deorbit much sooner.
* Any collision will create large and small objects. Small objects are much more affected by atmospheric drag and deorbit faster, even in a few months from high LEO. Larger objects can be tracked by earth based radar and avoided.
* The planned big new constellations are not in High LEO, but in Low LEO for faster communications with the earth. They aren’t an issue for Kessler.
* Most importantly, all new satellite launches since the 1990’s are required to include a plan to get rid of the satellite at the end of its useful life (usually by deorbiting)

So the realistic worst case is that insurance premiums on satellites go up a bit. Given the current trend toward much smaller, cheaper micro satellites, this wouldn’t even have a huge effect.

I’m removing Kessler Syndrome from my list of things to worry about.

#### Squo tracking, shielding, and removal plans solve

Dr. Brian Koberlein 16, Professor of Physics at the Rochester Institute of Technology and PhD in Astrophysics from the University of Connecticut, “Cascade Effect”, 5-4, https://archive.briankoberlein.com/2016/05/04/cascade-effect/index.html

In the movie Gravity the driving force of the plot is a catastrophic cascade of space debris. An exploding satellite sends high speed debris into the path of other satellites, and the resulting collisions create more space debris until everything from a space shuttle to the International Space Station faces an eminent threat of destruction. Not unexpectedly, the movie portrayal of such a situation is not particularly accurate, but the risk of a debris cascade is very real.

It’s known as the Kessler syndrome, after Donald Kessler, who first imagined the scenario in the 1970s. The problem comes down to the fact that small objects in Earth orbit can stay in orbit for a very long time. If an astronaut drops a bolt, it can stay in orbit for decades or centuries. Because the relative speed of two objects in orbit can be quite large, it doesn’t take a big object to pose a real threat to your spacecraft. On the highway a small pebble can chip your car windshield. In space it can be done by a chip of paint traveling at thousands of kilometers per hour. In the history of the space shuttle missions, there were more than 1,600 debris strikes. Because of such strikes, more than 90 space shuttle windows had to be replaced over the lifetime of shuttle missions.

While that might sound alarming, it’s actually quite manageable. Upgrades and maintenance were quite common on the shuttle missions, and we tend to err on the side of caution when it comes to replacing parts. Modern spacecraft also have ways to mitigate the risk of small impacts, such as Whipple shields made of thin layers of material spaced apart so that objects disintegrate when hitting the shield rather than the spacecraft itself. We also have a tracking system that currently tracks more than 300,000 objects bigger than 1 cm, so we can make sure that most spacecraft avoid these objects.

But the risk of big collisions isn’t negligible. In 2009 the Iridium 33 and Kosmos-2251 satellites collided at high speed, destroying both spacecraft and creating more dangerous debris. It wouldn’t take many collisions like this for the debris numbers to rise dramatically, and more debris means a greater risk of collisions. In Gravity the cascade happens very quickly, triggered by a single event. The reality is not quite so grave. Instead of happening overnight, Kessler syndrome would occur gradually, raising collision risks to the point where certain orbits become logistically impractical. It could occur so gradually that we might not notice it early on, and there are some that argue it’s already underway.

The good news is that we’re aware of the threat. And, as the old saying goes, knowing is half the battle. Already we take steps to limit the amount of debris created. New spacecraft include end of life plans to remove them from orbit, either by sending them into Earths atmosphere to burn up, or sending them to a “graveyard orbit” that poses little risk to other spacecraft. There are also plans on the drawing board to clear orbits of debris, particularly in low-Earth orbit where the risk is greatest. The cascade effect is a real risk, but it’s also one we can likely manage with a bit of ingenuity.

#### SSA bad - The plan gives them satellite information that causes an ASAT attack

Green 14 (Brian D. Green, “Space Situational Awareness Data Sharing: Safety Tool or Security Threat?” A thesis submitted to McGill University in partial fulfillment of the requirements of the degree of MASTER OF LAWS, December 2014, <http://digitool.library.mcgill.ca/webclient/StreamGate?folder_id=0&dvs=1569190779049~368>, WC)

But what if a malicious actor wants to target another nation’s space object for destruction? Although the United States and the USSR halted kinetic anti-satellite testing in the mid-1980s, and for many years no other state had demonstrated the means to threaten a satellite in orbit, the safety and security of satellites in the 21st Century has once again fallen into doubt.

China’s 2007 ASAT missile test reignited the ASAT debate. It raised the specter that providing too much SSA data could enable a State to identify another State’s strategically important satellites and use that information to disable or destroy them—not only inflicting harm on the satellite’s owner or users, but potentially causing a cascade of destruction throughout the extraterrestrial commons as other satellites collided with its scattered remains. 6 More recent Russian and Chinese deployments of highly maneuverable satellites,7 including one with a movable arm,8 have caused some to worry about the application of new technologies to disable or co-opt a satellite without exploding it into a globe-encircling debris field—thus minimizing the risks to the attacker and third parties, and reducing the deterrent effects of space debris. On the other hand, such technologies could be used for benign applications such as on-orbit satellite repair and refueling, space debris cleanup, or as a precursor to a manned orbital rendezvous.

Furthermore, since any country that possesses space launch capability, or even mediumto-long-range ballistic missiles, could potentially use its missiles or launch vehicles as ASAT weapons, the advances in missile technology by incendiary regimes such as Iran and North Korea should make some countries reluctant to share detailed SSA data too broadly. If precise and timely information about a satellite, such as its purpose, location, direction, and telemetry data, are made available to its owner’s enemies, then an enemy that has space object detection and tracking capabilities, and missile launch capabilities that can reach the satellite’s orbit, may be able to use that data to detect, track, and destroy the satellite. The enemy could also use less destructive means to interfere with the targeted satellite, such as jamming its signal or using lasers to blind its optical sensors, when it knows the satellite is passing overhead

#### Info exchange causes Chinese dominance- their strategy is information dominance

Cheng 16 (Dean Cheng, a Senior Research Fellow for Chinese political and security affairs with The Heritage Foundation, “U.S.-China Competition in Space: Testimony before Subcommittee on Space, Committee on Science, Space, and Technology before the U.S. House of Representatives,” Heritage Foundation, September 27, 2016, <https://www.heritage.org/testimony/us-china-competition-space>, WC)

From their analysis, Chinese military thinkers and planners have concluded that future wars will be very different from those of the past. This is in part because of the larger changes in technology, society, and economics. In the Chinese view, we are now in the Information Age, rather than the Industrial Age. The comprehensive shift towards an information society is inevitably reflected in how wars are fought, just as Industrial Age wars were different from those fought in the age of feudalism. Moreover, because of the changes in technology, future wars will involve not only the traditional domains of land, sea, and air, but also outer space (and the electromagnetic spectrum). Indeed, outer space is seen as playing a key role in fighting and winning future wars.

This emphasis on the military importance of space is reflected in a range of Chinese military publications. Many of these are textbooks and teaching materials, used to teach the importance of space to the PLA.

For example, the 2005 volume Military Astronautics was a PLA textbook for space operations. Its author, General Chang Xianqi, was formerly director of the General Armament Department’s (GAD’s) Academy of Equipment Command and Technology (装备指挥技术学院), described as the main training site for China’s space operators. It may have been renamed the Academy of Equipment (装备学院).

In the 2011–2013 period, the PLA’s Academy of Military Science (AMS) issued a series of teaching materials for its master’s degree candidates. This series of 65 volumes included ones focused on the conduct of space operations, joint campaign command, and outlining what kinds of operational capabilities need to be built in the future.

Finally, the PLA has published The Science of Military Strategy, authored by the AMS Military Strategy Research Department as a PLA textbook, and a follow-on to an earlier 2001 edition (which the AMS translated into English in 2005).

Based on a review of these and other PLA writings, it is clear that there has been a steady evolution of how the PLA views future warfare, which provides the context for the progression in how the PLA thinks about space operations.

PLA analyses concluded, first, that future wars will involve joint operations. From observations stemming back to the first Gulf War, the PLA’s analysis indicated that current, and therefore future, conflicts would involve not only land, sea, and air domains, but also outer space and cyberspace. This is based upon a number of factors, including the deployment of land-based, sea-based, and air-based precision-guided munitions and the ability of military forces to observe opponents from over the horizon. Thus, future wars would be “local wars under modern, high-technology conditions.” In order to fight such wars, the PLA would have to jettison the old ideas of relying on masses of obsolescent equipment, and instead field more sophisticated, high-tech weapons that would allow them to fight on an even footing against opponents.

This expansion of warfare would also therefore require the participation of all the various services, operating in those domains, in order to achieve victory. Few wars will be won through land, sea, or airpower alone. Instead, it will be necessary to employ diverse forces, operating across multiple domains, both in order to overwhelm enemy defenses and to compensate for weaknesses in any particular set of forces.

These forces would engage an adversary through coordination of joint operations. That is, forces at the juntuan level, group armies, military region air forces, and entire fleets would be brought into the same area and coordinate their respective operations to generate synergies that would allow them to match, and hopefully overwhelm, their enemies.

But the ability to conduct joint operations, spanning millions of cubic kilometers, reaching from outer space to the ocean depths and crossing continents, requires common situational awareness, which in turn involves extensive communications networks and arrays of networked sensors. Thus, future wars will not be based on contests between individual weapons or even weapon systems, but conflicts between systems of systems (tixi; 体系).[2] These systems of systems, in turn, will be bound together through information.

As the relative importance of information grew, the PLA has concluded that wars in the Information Age will typically be “local wars under informationized conditions (xinxihua tiaojian xia jubu zhanzheng; 信息化条件下局部战争),” much as wars in the Industrial Age were mechanized wars. The forces required to fight such local wars under informationized conditions, in turn, could no longer be individual services coordinating their activities, but instead would have to be integrated, unified forces, with joint activities pushed ever further down to the operational and even tactical level. Thus, from “coordinated operations (协同联合战役),” the PLA has sought to field forces capable of conducting “integrated, or unified, joint operations (一体化联合战役).”

The key to being able to fight such operations rests upon the ability to gather, transmit, manage, analyze, and exploit information faster and more accurately than your adversary, while preventing them from doing the same. This is termed establishing “information dominance (zhi xinxi quan; 制信息权).”

To this end, space plays an essential role. Based on PLA assessment of recent “local wars” (which encompasses most wars since at least the Vietnam War and the 1973 Arab–Israeli war), space has been of steadily growing importance. More and more essential data, from meteorological information to weapons guidance and communications, is gathered from or transits through satellites. Consequently, establishing “space dominance (zhi tian quan; 制天权)” has assumed greater importance, as it is seen as an essential element of achieving “information dominance.”

This higher profile is reflected in some of the most recent official documentation regarding the PLA and Chinese national security. In the new National Security Law, passed in July 2015, outer space is specifically mentioned as an area where Chinese security interests must be preserved. In the 2015 Chinese defense white paper, outer space is referred to several times as a “commanding height” in the international strategic competition. In the newest edition of Science of Military Strategy, a chapter is devoted to discussing military conflict in the space and cyber (as well as nuclear) domains, where it is noted that the importance of space has grown significantly for both military and broader national purposes.[3]

This growing emphasis on the importance of space builds upon a longer term Chinese analysis of other peoples’ wars dating back to the 1990s, where the Chinese concluded that space plays an increasing role in American warfighting. It also builds on Hu Jintao’s 2004 “new historic missions” speech to the Central Military Commission, where he talked about the tasks before the military. Hu observed that China’s national interests and security had gone beyond the traditional land, sea, and air and shifted towards the oceans, space, and the electromagnetic domain. “Maritime security, space security, electromagnetic spectrum security,” he noted, “are already vital regions for national security,” where a small number of major powers are seeking to secure the advantage. Hu elevates space security, along with maritime security and electromagnetic security, to the equivalent of the security of land, sea, and air territories.[4]

## Debris

#### The Internet doesn’t need satellites

Jim Grupé 19, Former Technical Consultant and Strategic Planner at Federal Government of the United States, 40+ years as an Engineer, Mostly “Systems Level”, “Would The Internet Still Function If All Satellites Were Destroyed?”, Quora, 2/16/2019, https://www.quora.com/Would-the-internet-still-function-if-all-satellites-were-destroyed

The internet rarely uses satellites. That’s because a satellite link is slow, and the internet automatically prioritizes fast connections. The only time a satellite link would be in the path is an island that didn’t have a cable connection to the mainland nearby.

#### It takes centuries and adaptation solves

Ted Muelhaupt 19, Associate Principal Director of the Systems Analysis and Simulation Subdivision (SASS) and Manager of the Center for Orbital and Reentry Debris Studies at The Aerospace Corporation, M.S., B.S. Aerospace and Aeronautical Engineering & Mechanics, University of Minnesota - Twin Cities, Senior Member of the American Institute of Aeronautics and Astronautics, “How Quickly Would It Take For the Kessler Syndrome To Destroy All The Satellites In LEO? And Could You See This Happening From Earth?”, Quora, 2/28/2019, https://www.quora.com/How-quickly-would-it-take-for-the-Kessler-Syndrome-to-destroy-all-the-satellites-in-LEO-And-could-you-see-this-happening-from-Earth

The dynamics of the Kessler Syndrome are real, and most people studying it agree on the concept: if there is sufficient density of objects and mass, a chain reaction of debris breaking up objects and creating more debris can occur. But the timescale of this process takes decades and centuries. There are many assumptions that go into these models. Though there is still argument about this, many people in the field think that the process is already underway in low earth orbit. But others, including myself, think we can stop it if we take action. This is a slow motion disaster that we can prevent.

But in spite of hype to the contrary, we will never “lose access to space”. Certain missions may become impractical or too expensive, and we may decide that some orbits are too risky for humans. Even that depends on the tolerance for the risk. But robots don’t have mothers, and if we feel it is worthwhile we will take the risk and fly the satellites where we need to.

To the specifics of the question, it will take many decades. It will not destroy all satellites in LEO. You won’t be able to see it from the ground unless you were extraordinarily lucky, and you happened to see a flash from a collision in the instant you were looking, with just the right lighting.

#### Satellite loss shuts down global fracking

Les Johnson 13, Deputy Manager for NASA's Advanced Concepts Office at the Marshall Space Flight Center, Co-Investigator for the JAXA T-Rex Space Tether Experiment and PI of NASA's ProSEDS Experiment, Master's Degree in Physics from Vanderbilt University, Popular Science Writer, and NASA Technologist, Frequent Contributor to the Journal of the British Interplanetary Sodety and Member of the American Institute of Aeronautics and Astronautics, National Space Society, the World Future Society, and MENSA, Sky Alert!: When Satellites Fail, p. 99-105

Energy, environment, farming, mining, land use. All of these areas and more are now inextricably linked to satellite data and would be devastated should that flow of data stop.

Environmental Monitoring

Oh how complacent we've become. We take for granted that we will have instant images from space showing a volcanic eruption somewhere in the South Pacific within hours of learning that it happened. When the BP oll spill happened in the Gulf of Mexico in 2010, satellite images were used in conjunction with aircraft and ships to monitor the extent and evolving nature of the spill (Figures 10.1 and 10.2).

The data were also used to direct the ships that were attempting to clean up the spill, to warn fishermen of areas in which it would be dangerous to fish, and to generally monitor the extent of the disaster. This is the type of data we get from space in a field known as remote sensing.

Remote sensing is, well, exactly what its name implies. With it, you gather data, or sense, usually in the form of electromagnetic radiation (light), remotely - that is, you are not physically touching what you are looking at. Satellite remote sensing began shortly after we began launching satellites and many industries are now totally dependent upon having the capability.

We use satellites, like the venerable Landsat series, to study the Earth m unprecedented detail. Since 1972, Landsat satellites have taken millions of high resolution images of the Earth's surface, allowing comprehensive studies of how the land has changed due to human intervention (deforestation, agriculture, settlement, etc.) and natural processes (desertification, floods, etc.).

The best way to understand how useful Landsat and similar data can be to governments at all levels is best illustrated by looking at 14then and now" photographs. For example, Africa's Lake Chad has been shrinking for 40 years, as the desert has encroached on this once plentiful inland freshwater lake. Forty years ago, there were about 15,000 square miles of water within the lake. Now, it is less than 500 square miles (Figure 10.3) [1].

And what is the practical side of this particular bit of information?

Governments use this type of satellite imagery to avoid human tragedy. Hundreds of thousands of people, if not millions, depend upon the waters of Lake Chad for agriculture, industry, and personal hygiene. With the lake going dry, how has this impacted on their livelihoods, their families, and their very lives?

The European Space Agency (ESA) is freely providing satellite data to developing countries as they search for new sources of drinking water. For example, ESA assessed data obtained from space over Nigeria to find over 90 new freshwater sources within that country. After ground teams visited the new sites, all were confirmed to contain fresh water. This was no accident. These were satellites with sensors developed for just such purposes in mind [2].

Desertification is but one example of changing climates affecting people's everyday lives. What about more direct observations of our impact on the planet? Figures 10.4 and 10.5 show the scarring of the Earth's surface as a result of surface mining in West Virginia. This is not a polemic against mining; rather, it is an observation that we can use satellite imagery to monitor such mining and be mindful of its impact on the environment.

Other than taking pictures of surface features, like lakes and open pit mines, how are satellites monitoring the Earth's changing climate? In just about every way, by: monitoring global land, sea, and atmospheric temperatures; measuring yearly average rainfall amounts just about everywhere on the globe; measuring glaciation rates; measuring sea surface heights; and more. Remote sensing is more than taking pictures of the Earth in the visible part of the spectrum. We can learn a great deal from looking at part of the spectrum that our eyes cannot see - but our instruments can.

Shown in Figure 10.6 is a composite image of the Earth's surface showing the average land-surface temperature at night. The data came from two NASA satellites, Terra and Aqua, as they orbit the Earth in a polar orbit. (This means that they circle the Earth from top to bottom, passing over both the North and South Poles with each complete orbit.) Terra's orbit is such that it passes from the north to the south across the equator in the morning; Aqua passes south to north over the equator in the afternoon. Taken together, they observe the Earth's surface in its entirety every two days. Data sets such as this exist for just about any day of the year and can show either night-time lows or daytime highs.

By looking in different parts of the spectrum, like the infrared light discussed above, we can make observations as described in Table 10.1.

Pollution Monitoring

As emerging countries industrialize, they also become polluters. Many of these countries are not exactly forthright about releasing air-pollution details to the media, so much of our awareness of the rising pollution there is anecdotal - typically m the form of stories told by people who have visited these countries and seen the extreme pollution at first hand. This, by the way, is not exactly scientific.

Using satellites, and not relying on either the governments in question or second-hand stories, we can accurately assess the pollution levels there and elsewhere. Using satellite images to measure the amount of light absorbed or blocked by fine particulates in the atmosphere, otherwise known as air pollution, you can determine not only what the airborne pollutant might be, but also its size. And, by looking at the overall light blockage, an accurate estimate of the amount of pollution in the air can also be made. Recent studies show that many of these countries are covered in a pollution cloud that countries in the developed world would deem extremely harmful. And how do we know this with scientific certainty? From satellite measurements.

Energy Production

The recent boom in the production of shale oil in the United States and elsewhere is due in large part to the identification and geolocation of promising geologic formations for test drilling and fracking. "Fracking" is a somewhat new term that comes from the phrase "hydraulic fracturing". In fracking, massive amounts of previously unusable reservoirs of oil and natural gas are released for capture, sale, and transport from deposits deep within the Earth - many located at least a mile below the surface. In the United States alone, there may be as much as 750 trillion cubic feet of natural gas within shale deposits releasable by fracking [3]. How do energy companies know where to look for these deposits? In large part, by analyzing satellite imagery.

According to Science Daily (26 February 2009), a new map of the Earth's gravitational field based on satellite measurements makes it much less resource intensive to find new oil deposits. The map will be particularly useful as the ice melts in the oil-rich Arctic regions. The easy-to-find oilfields have already been found. To fuel the growing world economy, those harder-to-find deposits must be located and tapped - which is why satellite imagery is so important. Take away this and other satellite-dependent techniques of oil and gas exploration and the world economy will feel the impact through higher oil and natural gas prices.

#### Fracking makes extinction inevitable---try-or die to shut it off

Rev. Mac Legerton 18, Co-Founder and Executive Director of the Center for Community Action, Member of the Board of Directors of the NC Climate Solutions Coalition, Member of the Board of Directors of the Windcall Institute, “Will The U.S. Blaze A Trail To Mass Extinction?”, APPPL News, 1/15/2018, https://www.apppl.org/news/will-the-u-s-blaze-a-trail-to-mass-extinction/

As an elder, I now realize that there is even a greater threat to humanity and life on Earth than nuclear war—though, unlike a nuclear exchange, this threat is a slow-motion catastrophe. Can you guess what it is? Here’s a clue: it is something with which most people don’t have a personal relationship. Tragically, some persons remain in total denial of its validity, much less its present danger. And that’s the problem – that’s why this threat needs to be more seriously addressed on the local, state, national, and international level.

What is it? It’s the slow-motion but rapidly growing catastrophe of climate change. There’s now good news amidst this seemingly overwhelming challenge. But the answer may surprise you. Today we know what is the #1 preventable cause of climate change. It’s not coal, it’s not nuclear, and it’s not oil and gasoline. It’s actually the use of the very fuel that is touted as being cleaner, greener, and cheaper than all the rest. This fuel is called “Natural Gas”.

Let’s start with its name – “Natural Gas”. What is “natural gas”? There’s actually nothing “natural” about it when it is forcibly extracted from the ground through hydraulic fracturing, commonly known as “fracking”. When something is forcibly ruptured from deep within the earth with the use of toxic chemicals, the last name you would use for it is “natural”.

Fracking disrupts the geologic fault lines causing earthquakes, uses millions of gallons of fresh water that becomes permanently poisoned by unknown, cancer-producing chemicals added to it, creates air pollution during the drilling process, increases the risk of injury and explosions, raises major health risks to both people and place in close proximity to it, and changes the nature of both neighborhoods and landscapes. Fracking also leaves a massive carbon footprint of drilling wells as deep as 8,000 feet and then drilling horizontally over 10,000 feet; On top of all this, it leaks major amounts of gas into the environment.

So, what is this gas? It is 90-95% methane gas which is a hydrocarbon compound made up of one carbon atom and four hydrogen atoms (CH4). It releases carbon into the atmosphere and produces carbon dioxide (C02) just like coal does when it is burned. Methane is not its trace element–it is its undisputed compound of this fossil fuel product. If a compound is 90-95% of a product, it makes sense to call it by that name. Doesn’t it? Well, actually not if you want people to believe and think that it is something that it is not. It is un-natural methane gas produced under massive and highly toxic pressure and hazardous conditions.

Now that we know what this gas is, what does it do to the atmosphere and climate that is so dangerous? This hydrocarbon has properties that block the radiation of heat from Earth’s surface 100 times more effectively than CO2 (released from burning coal) during its first 10 years of release and 86 times more effectively in its first 20 years. Because of the climate emergency underway, the first 10 or 20 years matter most.

When utility companies and the larger fossil fuel companies state that they are committed to lowering carbon emissions, this just isn’t true. They are radically escalating the most dangerous and worst of all fossil fuels in relation to its impact on the climate. Now the industry wants to expand production of methane gas all over the world by calling it “the most environmentally friendly fossil fuel”and a “bridge fuel” that we can safely use until we transition to 100% renewable energy sources.

Why would a major business industry want to call its product by another name? Perhaps for the same reason that the tobacco industry did not like the term “coffin nails” or “cancer sticks” for cigarettes. Honestly, there’s a striking similarity between what are called cigarettes and natural gas. When both were produced and named, their harm was not fully known. Once the industries promoting them learned of their significant harm, they did everything they could to hide this knowledge from the public. They even hired scientists to deny their dangers. The tobacco industry was eventually sued, the truth was acknowledged, and billions of dollars were paid out in the tobacco settlement.

This same scenario that occurred with the tobacco industry needs to occur with methane gas and the fossil fuel industry. The major difference in these two scenarios is that that this fossil fuel product doesn’t just threaten the lives of individuals who voluntarily breathe it in – it threatens the lives of not only every human being, but also all life on the planet. The outcome of this scenario needs to be a moratorium and eventual end to all use of methane gas as an energy source. For the sake of all of us, our communities, and world, the sooner the better. This abomination is different. There is no time to waste.

#### Loss of satellites shuts down drones

Daniel Ventre 11, Engineer for CNRS and Researcher for CESDIP, Cyberwar and Information Warfare, p. 198-199

The introduction of cyberspace operations is part of a specific context; a major evolution in the operation environment and the nature of the conflicts, which make irregular wars the rule, and make regular actors the exception to the rule. But the battle against unconventional, non-state governed, irregular actors raises specific problems: there are multiple actors, unpredictable at that, who do not abide by the same rules. New orders in conflicts are imposing the implementation of an ever more important need for information, and information collection and processing. Networks now have an incredible importance. The document refers to the growing threats against American heritage: the USA is a target and the increasing amount of attacks against their networks is indeed the proof of this. There are many obstacles which need to be removed before they can achieve real superiority and freedom to act, especially as vulnerable points may originate within the very operations of the armed forces. An example of this is the vulnerability of using products (software and hardware), commercial products (off-the-shelf), and sometimes even foreign products123. This brings to mind the fact that the US Air Force uses commercial, even foreign, applications for its cyberspace operations.

Information space extends to space124, particularly via communication and observation satellites125. Satellites are the keystone to the cyberspace and communication systems, but also the security system: monitoring (Echelon network is the symbol), observation, communication. These are at the heart of the C4ISR systems, without which a concept such as network-centric warfare could not exist. There would be no drones without satellites. It is even a question of extending the Internet to extra-atmospheric space. Projects in this vein (Interplanetary Networks) were being formed in the 1990s, but ran into several technical difficulties (delays in important transmissions due to high distances and costs) [GEL 06]. NASA dedicates a few pages on its website to this project126. The development of communication systems based on the infrastructures in extra-atmospheric space will also raise questions for legal, geopolitical and geostrategic domains: questions of seizing this space, questions of regulation of human activity in this space, of sovereignty, new territoriality and independence.

#### Drone prolif is inevitable and causes global nuclear war

Dr. Michael C. Horowitz 19, Professor of Political Science at University of Pennsylvania, NDT Champion from Emory University, PhD in Government from Harvard University, Adjunct Senior Fellow at the Center for a New American Security, “When Speed Kills: Autonomous Weapon Systems, Deterrence, and Stability”, 5/2/2019, https://papers.ssrn.com/sol3/papers.cfm?abstract\_id=3348356

Thus, the reason to deploy autonomous systems would have to be their reliability and effectiveness rather than signaling. And giving up human control to algorithms in a crisis that could end with global nuclear war would require an extremely high level of perceived reliability and effectiveness. Few things are more important to militaries in crisis situations than informational awareness and control over decisions, and there might be fear that autonomous systems are prone to accidents.

This counterfactual illustrates that the development and deployment of lethal autonomous weapon systems by national militaries, if it occurs, is unlikely to have simple, easy, and linear consequences. Instead, human factors, including the psychological desire for control and organizational politics, will strongly shape how militaries think about developing and using LAWS. This will not just influence the potential for arms races in peacetime, but deterrence and wartime stability due to the organizational processes militaries implement for the deployment and use of autonomous systems on the battlefield.

This paper draws on research in strategic studies and examples from military history to assess how LAWS could influence the development and deployment of military systems, including arms races, crisis stability, and wartime stability, especially the risk of escalation. It also discusses the potential for arms control. It focuses on these questions through the lens of key characteristics of LAWS, especially the potential for increased operational speed and, simultaneously, less human control over battlefield choices. One of the primary attractions of autonomous systems, even compared to remotely piloted systems, is the potential to operate at machine speed. Another potential benefit is the possibility of machine-like accuracy in following programming, but that comes with a potential downside: the loss of control and the accompanying risk of accidents, adversarial spoofing, and miscalculation. Even if LAWS malfunction at the same rate as humans in a given scenario, the ability of operators to control the impact of those malfunctions may be lower, which could make LAWS less predictable on the battlefield. The paper then examines how these issues interact with the large uncertainty parameter associated with AI-based military capabilities at present, both in terms of the range of the possible and the opacity of their programming.

The results highlight several critical issues surrounding the development and deployment of LAWS.1 First, the desire to fight at machine speed with autonomous systems, while making a military more effective in a conflict, could increase crisis instability. As countries fear losing conflicts faster, it will generate escalation pressure, including an increased incentive for first strikes. Second, in addition to the actual risk of accidents and miscalculation from LAWS, the fear of accidents and losing control of autonomous systems could limit the willingness of militaries to deploy them, particularly since many militaries are conservative when it comes to emerging technologies and have high standards for system reliability. Third, the dual-use, or even general purpose, character of the basic science underlying many autonomous systems will make the technology hard to control, giving many countries and actors access to basic algorithms, though whether this is described as diffusion, proliferation, or an arms race will depend on political dynamics as much as anything.

Finally, multiple uncertainty parameters concerning lethal autonomous weapon systems could exacerbate security dilemmas.

Uncertainty over the range of the possible concerning the programming of lethal autonomous weapon systems will increase fear of those systems in the near term, making restraint less likely for competitive reasons. Moreover, the inherent differences between remotely piloted systems and LAWS at the platform level come from software, not hardware. There is arguably an inherent opacity to lethal autonomous weapon systems. If an arms race over lethal autonomous weapon systems occurs, it will likely be because of worse-case assumptions about capability development by potential adversaries.

What is Autonomy or Artificial Intelligence?

Artificial intelligence is the use of computing power, in the form of algorithms, to conduct tasks that previously required human intelligence.2 Artificial intelligence in this context is best thought of as an umbrella technology or enabler, like the combustion engine or electricity. Military applications of artificial intelligence are potentially broad – from image recognition for surveillance to more efficient logistics to battle management.3 These include both non-kinetic applications, including in the cyber realm, as well as kinetic applications.4 One potential application of artificial intelligence is through armed autonomous systems that could be deployed on the battlefield, or what are most popularly called lethal autonomous weapon systems or lethal autonomous weapon systems. This differs from remotely-piloted systems where a human, though at a distance, still operates a given vehicle or system.

What is a lethal autonomous weapon system? While simple to describe on first glance, and easy to understand in the extreme – an armed humanoid robot with extremely broad programming making decisions about engaging in warfare – drawing the line between a lethal autonomous weapon system and other weapon systems is complex. In Directive 3000.09, published in 2012, the US Department of Defense defines an autonomous weapon as “A weapon system that, once activated, can select and engage targets without further intervention by a human operator.”5 What it means to select and engage a target is not entirely clear, however. For example, homing munitions, which have existed since World War II, select and engage targets, according to a common sense understanding of the terms.6

Exactly what functions are autonomous also matters. A system could have automatic piloting, for example, that flies or drives a platform to a target, but still have complete human control over the use of the weapon. That would be a system with a high level of automation, though not a lethal autonomous weapon system according to most perspectives. Heather Roff measures the level of autonomy in a weapon system based on three subcomponents: self-mobility, self-direction, and self-determination. This helps distinguish systems where there might be autonomy concerning the best way a missile should get to a target, but the target itself is designated by a person fromsystems where an algorithm might be making higher-level engagement decisions.7 There are already some applications of limited machine autonomy in military systems, with the most prominent example being the automatic mode present on many Close-In Weapon Systems (CIWS), such as the Phalanx, used to defend ships and incoming missiles from attack.8

This article will not resolve the definitional debate surrounding lethal autonomous weapon systems, which is still ongoing in meetings of the Group of Governmental Experts focused on lethal autonomous weapon systems in the United Nations Convention on Certain Conventional Weapons. Provisionally, this article adopts the Scharre and Horowitz definition that a lethal autonomous weapon system is “[A] weapon system that, once activated, is intended to select and engage targets where a human has not decided those specific targets are to be engaged.”9 However, moving beyond the close cases (e.g. particular types of missile guidance systems) and considering those weapon systems that clearly use machine intelligence to search for, select, and/or engage targets can help clarify what is at stake in this debate in the first place.10 After all, if most militaries most of the time would not have any need for lethal autonomous weapon systems, or those systems have significant disadvantages relative to remotely-piloted military robotics or soldiers on the battlefield, the stakes are lower. In contrast, if the integration of machine intelligence with military systems could give countries or violent non-state actors a significant advantage in how they employ force, it becomes even more crucial to engage the topic.

It is important to note that this article does not address concerns about existential risk related to artificial general intelligence – the fear that a superintelligence could decide to destroy the human race, either because it decides humans are malign or because humans program it to achieve a goal it can only accomplish by destroying humans.11 The existential risk issue associated with artificial intelligence is not necessarily closely coupled to military applications of artificial intelligence. If a super-intelligent machine learning system has the ability to take over human society in the interest of a goal – any goal – whether autonomous systems at much smaller orders of magnitude already exist in military systems will likely be unimportant. The super-intelligent system would simply create what it needed.

Why Invest in Autonomous Systems?

Militaries are already increasing their investments in remotely-piloted robotic systems. From UAVs such as the MQ-9 Reaper (United States) to uninhabited surface vehicles (USVs) such as the Guardium (Israel) to uninhabited ground vehicles (UGV) such as Platform-M (Russia), militaries around the world are investing in remotely piloted platforms, some of which can carry weapons. In these systems, human control over the use of force is not fundamentally different from the use of force with inhabited systems. In some cases, such as the MQ-9 Reaper, the sensor system a drone pilot uses to launch a weapon might even be the same sensor system a pilot in the cockpit of an inhabited fighter uses. Using remotely piloted systems gives militaries the ability to reduce the risk to their own soldiers while still projecting power in similar ways to how they used force previously.12 The first places militaries are likely to use kinetic lethal autonomous weapon systems include relatively “clear” environments such as air-to-air combat or naval combat, especially in geographic arenas where civilians are extremely unlikely to be present.13